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Abstract of the contribution:

This contribution proposes a correction of the illustration of S2c reference point in the Architecture Reference Model for roaming scenario.

Introduction
In the roaming scenario depicted in Figure 4.2.2-1 of TS 23.402, the S2c reference point is shown to be terminated at the SSAE-GW. It is to be noted that the candidate protocols for S2c are DSMIPv6, MIPv6, and MIPv4 in CCoA mode. All these protocols are end-to-end protocols with endpoints in the UE (host) and the PDN-GW (Home Agent). The role of SSAE-GW in this illustration is quite unclear. 

The direct interface between the UE and the PDN-GW is shown in the same figure which is the correct representation of S2c reference point. Therefore, we propose to delete the S2c reference point between the UE and the SSAE-GW. 
Proposal

The following is proposed to be updated in the TS 23.402:

**** Start of 1st set of changes ****

4.2.2
Roaming Architecture


[image: image2]
Figure 4.2.2-1. Roaming Architecture for non-3GPP Accesses, Home Routed

**** End of 1st set of changes ****

**** Start of 2nd set of changes ****

5.1.1
S2 reference points

The S2 reference points are terminated at the core network side in the PDN GW. The protocol stacks shown in the following subclauses are applicable independently of where S2 terminates.
**** End of 2nd set of changes ****
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