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Abstract of the contribution:

This contribution provides some clarifications on Initial Attach scenarios in section 5.4.2.3 in TS 23.402.

Introduction
Section 5.4.2.3 describes the initial attaché procedures for S2a reference point. There are some FFS in this section. This contribution provides text for the open issues (FFS) and also provides clarification to the existing text.
Proposal

The following are the proposed to be updated in the TS 23.402:

**** Start of 1st set of changes ****

5.4.2.3
Initial Attach on S2a
5.4.2.3.1
General
This section is related to the case when the UE powers-on in a trusted non-3GPP IP access and attaches to the EPS via S2a interface.
5.4.2.3.2
Initial Attach procedure with MIPv4 FA-CoA Mode for non-roaming

In the non-roaming case, MIPv4 [12] is used to setup a MIP tunnel between the Trusted non-3GPP IP Access and the PDN GW.  It is assumed that a Foreign Agent (FA) is located in the Trusted non-3GPP IP Access.
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Figure 5.4.2.3.2-1: Initial attachment when MIPv4 FACoA mode MM mechanism is used over S2a for non-Roaming

1)
The initial non-3GPP access specific L2 procedures are performed. These procedures are outside the scope of 3GPP.
2)
The non-3GPP access specific authentication procedure is performed. The authentication procedure between UE and Trusted non-3GPP IP Access is outside the scope of 3GPP. The event that triggers Authentication and Authorization between Non-3GPP IP Access and AAA/HSS depends on the specific type of non-3GPP access system. 
.
[Rationale for change: The note is a statement by itself. It is true however. Hence, the statement is moved to the body of step 2.]
3)
The UE may send an Agent Solicitation (AS) [12] message. This is an optional step.
4)
The FA in the Trusted Non-3GPP IP Access sends a Foreign Agent Advertisement (FAA) [12] message to the UE. The FAA message includes the Care-of Address (CoA) of the Foreign Agent function in the FA among other necessary fields.
5)
The UE sends a Registration Request (RRQ) [12] message to the FA. Reverse Tunnelling shall be requested. This ensures that all traffic will go through the PDN GW. The RRQ message shall include the NAI-Extension [14]. FA received the PDN-GW address at the time of access authentication (step 2). Refer to section 5.4.2.1 for PDN GW selection.
.

6)
The FA processes the message according to [12] and forwards a corresponding RRQ message to the PDN GW. If RFC 3012 is used, the FA may interact with the 3GPP AAA server at this step.
7) The PDN GW interacts with the 3GPP AAA server (if required). If the PDN-GW needs to fetch the security credentials to validate the RRQ or if the PDN-GW needs to authorize the UE, the PDN-GW shall interact with the 3GPP AAA server.


8)
The PDN GW allocates an IP address for the UE (home address) and sends a Registration Reply (RRP) [12] to the FA, including the IP address allocated for the UE.


[Rationale: the HA function in the PDN-GW always authenticates the UE i.e. validates the MN-HA AE]
9)
The FA processes the RRP according to [12] and sends a corresponding RRP message to the UE.

10)
IP connectivity from the UE to the PDN GW is now setup. A MIP tunnel is established between the FA in the Trusted Non-3GPP IP Access and the PDN GW.
5.4.2.3.3
Initial Attach procedure with PMIPv6 for non-roaming

PMIPv6 [8] is used to setup a PMIPv6 tunnel between the trusted non-3GPP IP access and the PDN GW. In both roaming and non-roaming cases, S2a is present. It is assumed that Mobile Access Gateway (MAG) exists in the trusted non-3GPP IP access.
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Figure 5.4.2.3.3-1: Initial attachment with Network based MM mechanism over S2a for non-roaming
1)
The initial Non-3GPP access specific L2 procedures are performed. These procedures are Non-3GPP access specific and are outside the scope of 3GPP;
2)
The access authentication and authorization procedure is initiated and performed involving the UE, Trusted Non-3GPP IP Access and the 3GPP AAA Server. In the roaming case, there may be several AAA proxies involved. The PDN Gateway address is determined at this point as described in section 5.4.2.1.  The PDN GW information is returned as part of the reply from the 3GPP AAA Server to the MAG in the trusted non-3GPP access. This may entail an additional name resolution step, issuing a request to a DNS Server if only an FQDN is returned as PDN-GW information instead of the IP address of the PDN-GW
3)
After successful authentication and authorization, the L3 attach procedure is triggered;

Editor's note:
The details of this step including selection of PMIP vs CMIP is FFS.
4)
The MAG function of Trusted Non-3GPP IP Access sends Proxy Binding Update (PBU) message to PDN-GW. The PBU is secured by IPsec SA between the MAG and the PDN-GW.

5)
The PDN GW may interact with the 3GPP AAA server to authorize the UE.

6)
The PDN GW processes the proxy binding update and creates a binding cache entry for the UE. The PDN GW allocates IP address for the UE. The PDN GW then sends a proxy binding acknowledgement to the MAG function in Trusted Non-3GPP IP Access, including the IP address(s) allocated for the UE;
NOTE:
If UE requests for both IPv4 and IPv6 addresses, both are allocated.  If the UE requests for only IPv4 or IPv6 address only one address is allocated accordingly.

7)
The PMIPv6 tunnel is set up between the Trusted Non-3GPP IP Access and the PDN-GW;

8)
L3 attach procedure is completed. IP connectivity between the UE and the PDN-GW is set for uplink and downlink directions.



**** End of 1st set of changes ****
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