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Introduction
RAN2 LS in S2-072359 (R2-072310) on Service Request discusses optimisations for a faster Idle to Active transition.  Fast Idle to active transition is seen as an essential requirement for LTE/SAE.   The sequential nature of call set up message flows of UMTS today contributed to the call set up delays.  LTE/SAE is making serious effort into reducing the number of messages to be exchanged for call set up.  One of the optimisations being considered for LTE/SAE is concatenation of the many messages into one message.  For example, the UMTS Service request procedure shown in Figure 1 could be replaced a typical flow that is being considered for LTE in Figure 2.
[image: image1.wmf]DOCUMENTTYPE

TypeUnitOrDepartmentHere

TypeYourNameHere

TypeDateHere

SGSN

MS

2. Service Request

3. Security Functions

RNC

1. RRC Connection Request

8. Uplink PDU

1. RRC Connection Setup

4. Radio Access Bearer Assignment

Request

6. Radio Access Bearer Assignment

Response

5. Radio Bearer Setup

6. Radio Bearer Setup

Complete

HLR

GGSN

7. SGSN-Initiated PDP Context Modification

4. Service Accept


Figure 1: Message flow for Idle to Active transition for UMTS (source: TS 23.060)
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Figure 2: An example Message flow for Idle to Idle transition under discussion in RAN for LTE.  Source: TS 25.912

In UMTS today, the UE requests a GMM connection or a bearer re-establishment by sending a NAS Service Request.  In line with the principle to avoid sequential procedures, the bearer re-establishment request should be concatenated in the RRC connection request as shown in the  Figure 2 above.
However, the size of message 3 carrying the RRC connection request in the Figure 2 above is limited and increasing the size of this message increases the time to transfer the message[1].  Hence including an explicit NAS Service Request is not optimal.   This contribution looks in more detail on the solution captured in the LS of avoiding having to send the NAS service Request message itself and how this can be achieved.  The appendix gives the contents of the Service Request for UMTS and also more details of the RAN2 discussions.
Discussion

Since at the minimum, S-TMSI must be carried for contention resolution in the RRC connection message, there is not much space left to carry additional information.  Hence RAN2, as captured in the incoming LS, discussed possible optimisations for message 3 to avoid having to add another message sequence to the procedure.

No explicit NAS Service Request

As captured in the LS, much of the information in the Service Request is not essential for LTE/SAE or can be optimised.  The main information carried by the Service request message is a “request” to set up the bearers in the form of the message id and the UE id in the form of S-TMSI.    Since S-TMSI is already included in the RRC connection request for contention resolution, there is no need to repeat S-TMSI.  The information carried by the “message type” including the Service type
 is also carried by RRC in the form of cause value for RRC connection establishment.  Further, in LTE there is no assumption of partial preservation of RABs either.  Thus, there is enough information in the RRC connection request message itself so an explicit NAS Service Request message is mostly redundant.

Hence there is little motivation to explicitly encapsulate a NAS Direct transfer Service Request message in the RRC connection request.  Instead, the information already present in the RRC connection request could instead be relayed by the eNB during the establishment of the S1 connection.  This also avoids the protocol overheads of message type, skip indicator etc.   A possible resulting message flow is shown in Figure 3 below.
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Figure 3: eNB generates an S1-app message with contents received in RRC connection request instead of having an explicit NAS service Request message
Since MBMS for LTE does not involve NAS, there is no motivation for MBMS IEs.  However, a couple of information elements for the NAS Service Request need additional attention and these are discussed in more detail below.
With the concatenation of messages such as security information, RAB parameters and NAS direct transfer messages, new mechanisms are needed on how such concatenated messages are treated (such as sequence) and how partial failures is treated.  For example, if Security mode configuration fails, then the MME should also discard the other concatenated messages such as RAB establishment messages and start afresh.  Hence changes to the existing MME model are needed on how failure cases are treated based on response from the UE. 
Handling Ciphering key Sequence number and PDP context status
Ciphering key sequence number can also be avoided in the UL to further reduce the number of bits used in the uplink in message 3.  

To overcome the shortage of bits in the message 3 for the uplink, RAN2 [2] is already considering providing some of the RAN security initialisation parameters in the DL to the UE instead of having UE provide it.  Similar principle can be adopted for the CKI as well.  For example, the network could provide to the UE the value it last used in the equivalent of the Security mode command and have the UE verify it with the value stored. In case of a mismatch, the failure mechanism described above can be used. 

Similar treatment of the PDP context status can be applied based on UE feedback in case the network sets up bearers that have been released by the UE.  

 This is also in line with the failure case model discussed above.
Integrity protection of the “Service Request”

Since there is no explicit NAS Service request message, the default mechanism for Integrity protection of the NAS messages for SAE cannot be adopted.  A couple of things are worth noting here.  Firstly even if there was an explicit NAS service request some special handling of integrity protection would be required to reduce its size simply because there is no space to include a say, 24bit MAC and 4 bit sequence number.  Secondly, there is no integrity protection of the NAS Service Request in any form in UMTS today.  

If integrity protection of the NAS Service Request is considered essential, some special handling is required anyway to reduce the number of bits needed irrespective of whether an explicit NAS service request is used or not.  This integrity protection can be expected to be based on NAS security context and on the information that is sent to the NAS.  SA3 can look into this further to provide the best mechanism for integrity protection for this procedure.

Any additional IEs

While a solution is proposed for all of the IEs today’s Service Request , it is quite possible of course that some additional information elements may need to be introduced in the future.  Or in case should 3GPP decide that some of these IEs need to be provided by the UE.  Given the space restrictions, the need for these IEs in the RRC connection request itself must be viewed carefully.  Should some IE is deemed essential and there is space for it, it can be carried in the RRC connection request and relayed by the eNB to the CN.  So the restriction comes from the message size limitation and not the absence of the NAS Service Request itself.

Summary and conclusion

It is shown that optimisation of the NAS Service Request procedure is possible by avoiding an explicit NAS service request and thereby saving valuable bits in the RRC connection request and hence reduce Idle to Active transition delay.
It is proposed to liaise back to RAN2 that SA2 did not find any issues with this.
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Appendix: Background material
This section reviews the discussions in RAN2 on this topic to elaborate what is in the LS.  And also reviews some of the UMTS procedures to help with the discussion.

LTE RAN procedures

RACH procedure and contention resolution

As can be seen in Figure 2 above, a UE trying to access the LTE network to move from Idle to Active must first go through a RACH access.  The RACH access follows a 4 message procedure.

Message 1 carries the equivalent of a random number.  Message 3 of the RACH procedure will carry the RRC connection establishment message.  As in GSM, since there is a risk that multiple UEs could use the same random number in message 1.  Hence for contention resolution, the UE includes the S-TMSI in the RRC connection request of message 3.  RACH message 4 (not message 4 shown in the figure) echoes that S-TMSI and only the UE with the correct S-TMSI will continue the procedure and others have to start with message 1 again.

While there is some flexibility in size of message 3, increasing the size of the message results in increased delay in carrying that message due to the increased number of HARQ re-transmissions needed to carry the message reliably.  Hence increasing the message size increases the delay.  Current RAN1 estimates show that we can carry only 72 bits information bits including the CRC for 2 HARQ re-transmissions[1].
Security handling

Unlike UMTS where there were explicit Security Mode Command and Response messages to be exchanged to initiate security before any other sensitive signalling messages can be exchanged.  This adds to the call set up delay.  To avoid this, RAN2 is considering concatenating the security mode command with a subsequent encrypted message.  Thus in the Figure 2 above, the 4. Connection request and 6. RRC connection set up carries the unencrypted security configuration parameters and possibly encrypted bearer configuration parameters.

This however requires some special handling in case of failure of the security mode command in that the subsequent message must be discarded.  In other words, the mechanism works more efficiently in vast majority of the successful cases but in takes longer in some cases of failures.

Service Request in UMTS

The Service Request message in UMTS is shown in the table below.

Table 9.4.20/3GPP TS 24.008: Contents of Service Request message content
	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator

10.2
	M
	V
	1/2

	
	Skip indicator
	Skip indicator

10.3.1
	M
	V
	1/2

	
	Service Request
	Message type

10.4
	M
	V
	1

	
	Ciphering key sequence number
	Ciphering key sequence number 

10.5.1.2
	M
	V
	1/2

	
	Service type
	Service type

10.5.5.20
	M
	V
	1/2

	
	P-TMSI 
	Mobile station identity

10.5.1.4
	M
	LV
	6

	32
	PDP context status
	PDP context status

10.5.7.1
	O
	TLV
	4

	35
	MBMS context status
	MBMS context status

10.5.7.6
	O
	TLV
	2 - 18


One IE in Service request needs special attention and that is Ciphering key sequence number.  The purpose of this IE is to ensure that both the network and UE has the keys from the last authentication.  This is done by assigning a number for each authentication and network if the keys in the network and UE are in sync when the UE provides its saved value in the Service Request.  If the two are not in sync, a fresh authentication procedure must be performed and new keys generated for the network and UE to be will be in sync again.
� The only changes are to the message numbers and node processing balloons removed.


� Need for service type is not clear yet.  Since there is little motivation in LTE to retain a signalling only connection, there might not be a need for a Service Request of type data.  Further, in the absence of SMS, and with the current flows showing network initiated PDP modification, it is not certain if a Service Request of type Signalling is needed either.
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