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1.
Introduction
Till now the service interaction only considers interaction within one session of a user, but on some certain scenarios, it need consider the service interaction beyond one session of a user. This document tries to clarify this point.
2. 
Scenarios and Discussion
Considering the following the user case:

The user A is watching a program through applying the IPTV service, and another user B calls him, then the new incoming call will make an interaction with the happening IPTV session, for example:
The profile of the user A containing 3 initial filter criteria for triggering:

· iFC1 for the IPTV service 

· iFC2 for the Call Waiting service

· iFC3 for the Voice Mail service

If the IPTV service hasn’t been invoked, a telephony incoming call arrives, the iFC2 will be matched, the Call Waiting AS will be joined into the service chain, and in the telephony incoming call session, while the iFC2 has been triggered then this will result in the iFC3 being disabled by means of the iFC Compatibility checking. 
Now, upon the IPTV session occurred, similarly, a telephony incoming call arrives, and the user A hopes that the new telephony incoming call will be forwarded to the Voicemail, that is, in this case, the Call Waiting AS can’t be invoked although the iFC2 is matched.
We know TR 23.810 has given the way to solve the service interaction within one session through the iFC Compatibility checking. Under the current process it is clear that the iFC compatibility class is checking during the iFC processing, and after that processing all information about iFC compatibility Class having been triggered will be released.

Likely, the iFC Compatibility checking solution can be extended to be used for service interaction beyond one session of the same user. It means that the iFC Compatibility Class need be checked beyond one session, i.e. after the iFC processing has completed in one session, the S-CSCF need record the corresponding iFC assigned compatibility class of successful service invocation for the user. When a new IMS session come in, the iFC compatibility checking procedure should check all the iFC compatibility class that having been handled in this session and other session for the same user before.
See the following demonstration to solve the problem above stated:
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Three iFCs of the user A have been assigned a compatibility class:

- iFC1 has been assigned a compatibility class of 1
- iFC2 has been assigned a compatibility class of 2

- iFC3 has been assigned a compatibility class of 3
After the IPTV AS is invoked in the session [1], the S-CSCF shall record the status that the iFC compatibility class of 1 has been triggered for the user A.

Handling the new telephony incoming call (i.e. session [2]), the iFC1 is evaluated again but not match, then the iFC2 will be evaluated and match successfully, the S-CSCF obtains the compatibility class of 2, according to the rules defined before, iFCs compatibility class of 2 should not be triggered if iFCs belonging to compatibility class of 1 have been triggered before, so the S-CSCF will not invoke the Call Waiting AS. After this, the iFC3 will be evaluated and match successfully, the S-CSCF obtains the compatibility class of 3, according to the rules defined before, iFCs compatibility class of 3 can be triggered if iFCs belonging to compatibility class of 2 have been not triggered before, so the S-CSCF will invoke the voicemail AS, and the new incoming call is forwarded to the voicemail.

3.    Proposal

The following text is proposed for inclusion in TR 23.810.
Start of Proposed Text
5.5.2
Improvement for Incompatible Services
5.5.2.1
Problem description

Let's consider a user profile containing 3 initial filter criteria for triggering:

· A freephone service 

· A voice-activated dialling service

· An outgoing call barring service

When making an outgoing call, the user decides to speak or dial, on per-call basis. If the user dials a service access code to the voice-activated dialling service, the first initial filter criteria will be evaluated but will not match. The second initial filter criteria will be evaluated and will match. The AS hosting the voice-activated dialling service will ask the calling user to speak the name of the person he wants to call and translate this name into a destination number. According to the current IMS procedures, the third trigger will be evaluated when the AS returns an INVITE request with the destination number. The third trigger will match and the outgoing call barring service may reject the call if the user is not allowed to place outgoing calls to this number. This is an acceptable behavior.

If the user dials a freephone number, the first initial filter criteria matches and the INVITE request shall be routed to the appropriate AS. The AS translates the freephone number into a geographical number that can be used to route call to the appropriate location. According to the current IMS procedures, the second and third triggers will be evaluated when the AS generates an INVITE request with the translated number. The third trigger will match and the outgoing call barring service may reject the call if the user is not allowed to place outgoing calls to the area in which the actual destination is located. This is not an acceptable behavior.

5.5.2.2
Potential Solution 1: Addition of Compatibility Class to Initial Filer Criteria
To allow the S-CSCF to handle simple services interaction, such as avoiding to trigger the service corresponding to two incompatible services during the same sessions, the notion of class of compatibility could be introduced. This class of compatibility would be contained in the iFC information stored in the HSS and downloaded to the S-CSCF, and would indicate to the S-CSCF which iFC should not be triggered after other iFCs has been successful invoked , and the S-CSCF should obtain the actual service invocation status information.
The S-CSCF decides if a service was Successfully invoked based on two criterias 1) whether the actually iFC was triggered or not, and 2) whether the AS in case the iFC was triggered, returns an error or not or no response at all. I.e., Successfully invoked is when an AS is triggered and does not return any error response. In the case the AS returns an error or no response at all, it will be seen as an unsuccessful invocation and the procedures of Clause 5.5.3 may be applied to decide whether to continue or not. 

NOTE: For terminating services, if the Request-URI changes during processing, the information about successful invocation may be lost.

To allow services interaction beyond one session, such as avoiding to trigger the service corresponding to two incompatible services on two sessions for the same user, after the service has been successfully invoked in one session, the S-CSCF shall record the corresponding iFC compatibility class. When a new IMS session come in, the iFC compatibility checking procedure should check all the iFC compatibility classes that having been handled in this session and other session for the same user before.
For example, in the figure below, the user profile contains 4 iFCs. Each of those iFC has been assigned a compatibility class:

· iFC1 has been assigned a compatibility class of 1

· iFC2 has been assigned a compatibility class of 1

· iFC3 has been assigned a compatibility class of 2

· iFC4 has been assigned a compatibility class of 3
The number of set of compatibility class needed is defined by the operator. The rules of allowed interaction between those different classes are pre-configured in the S-CSCF by the operator. Those set of rules could be defined for example as follow:

· COMPATIBILITY_RULE = COMPATIBILITY_CLASS, LIST_OF_NON_COMPATIBLE_CLASSES

· LIST_OF_NON_COMPATIBLE_CLASSES =  *{COMPATIBILITY_CLASS}

and stored in the S-CSCF (e.g. in an XML file) and could be provisioned in the S-CSCF (e.g. by O&M mechanisms).

NOTE: the detailed structure of those set of rules is left for stage 3.

An iFC is validated if none of the previously triggered iFCs compatibility class are part of the list of non compatible classes. This means that if iFCa has been triggered then this will result in a subsequent iFC (e.g. iFCb) being disabled if iFCa is in a compatibility class that is considered non compatible with iFCb.
In our case, iFCs belonging to compatibility class 2 must not be triggered if services corresponding to iFCs belonging to compatibility class of 1 have been successful invoked before. At the same time, iFCs belonging to compatibility class of 3 can be triggered if no services corresponding to iFC belonging to set 2 has been successful invoked.
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Figure 5.5.2.2-1 Example of iFC Compatibility Class Checking

The following aspects will need to be studied further: how to indicate the actual service invocation status.
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