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Abstract of the contribution:

Principles are proposed for approval concerning the session management requirements for S5 and S8 signalling.

Discussion

The purpose of the S5 and S8 reference points is to establish and maintain both user plane and control plane communication between the Serving GW and the PDN GW. Irrespective of which signalling approach is use, whether GTP or an IETF-based method, certain session properties apply.  

1. Relocatability

The Serving GW may be relocated as a result of UE mobility within the EUTRAN.  As a result, the signalling context associating the Serving GW to the PDN GW must be reestablished between the target Serving GW and the PDN GW.  The old context (between the source Serving GW and the PDN GW) must eventually be removed.

The definition of S5 currently reads (in TS 23.401 and TS 23.402):

S5:
It provides user plane tunneling and tunnel management between Serving GW and PDN GW. It is used for Serving GW relocation due to UE mobility and if the Serving GW needs to connect to a non-collocated PDN GW for the required PDN connectivity.

In no discussion or specification does S5 appear to be used to facillitate Serving GW relocation.  Rather, the MME initiated reestablishment of S5 and preparation of a target Serving GW when relocation is employed (as in Annex C of 3GPP TS 23.401).

Use of S5 (between Serving GWs) could be used to optimize Serving GW relocation by allowing control signalling and configuration parameter forwarding to occur between them.  S5 in this capacity would serve as a lateral interface, analogous to S10 between MMEs.

2. Robustness to failure

TS 23.402, Section 4.5.2.1 requires that 

-
S5 shall support fault handling. There should be mechanisms to identify and signal faults for groups of mobiles – e.g., if a large node handling millions of terminals goes down.

Fault handling implies that the control signalling interaction detect and respond to failure in a very short interval (in milliseconds not seconds).  This requires the control signalling protocol to include a failure detection mechanism. Further, this mechanism must not be onerous on the network as it must not degrade system performance as the number of user sessions becomes large.

It is proposed we agree that the robustness to failure should be 'at least as good' as the mechanism employed in GTP in terms of latency to detect a failure and recovery of service.

3. Serving Gateway Non-3GPP Communications Context

In the roaming case, where S2 is used in connection with S8b, the Serving GW may maintain communication context with a peer in a non-3GPP access network.  

For example, if a UE is attached using S2c, the Serving GW may have to establish an IPSec tunnel.  Similarly, for S2a, it will be necessary to secure both the control signalling and the PMIP tunnel carrying user plane traffic from the Trusted Non-3GPP IP Access to  the Serving GW.

To avoid disruption in service due to Serving GW relocation, this security context must be maintained (or employed for the creation of new security parameters) across Serving GW relocations, if possible. IETF standards may emerge to facilitate this (HOKEY).

4. Unsolicited Bidirectional Message Transmission

Control messages may be required at any time, either from the Serving GW to the PDN GW or the reverse. 

The Serving GW will have to maintain message routing state in order to associate messages bound for an attached UE from a PDN, or from a UE to the correct PDN.  Message routing in GTP is accomplished by associating a particular terminal identity with Bearer (or PDP Context in Rel. 7 and before).  For 
A mechanism to send messages solely through a contingent procedure, such as piggybacking communication, would not suffice to meet this requirement.
Proposal

It is proposed to approve the following principals in order to aid in evaluating different signalling approaches on S5 and S8.

1. S5 may be used to support relocation of Serving GWs due to UE mobility, enabling Serving GW to Serving GW control signalling for context transfer.

2. Robustness to failure provided by IETF based signalling on S5/S8 must be 'at least as good as' that of GTP.

3. Serving GW relocation shall not require disruptive creation of new communication parameters for transition from the source to target Serving GW.

4. Control signalling messages must be able to be sent via S5 and S8 at any time.
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