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Abstract of the contribution: Signalling flows for Inter-RAT UTRAN Iu mode to E-UTRAN PS Handover and Inter-RAT E_UTRAN to UTRAN Iu mode PS Handover are proposed for inclusion into 23.401.

1. Introduction

This contribution discusses more detailed specification needed in the signalling flow in chapter 5.5.2.1 and 5.5.2.2 in the TS 23.401, v0.5.0.
Please note that this proposal only handles the case when 3GDT is used in the UTRAN system.

2. Discussion

In TS 23.401 v0.5.0 it was added two chapters, 5.5.2.3 and 5.5.2.4, which specifies the Inter RAT handover between E-UTRAN and GERAN A/Gb mode and vice versa. Therefore we propose to update the chapter 5.5.2.1 and 5.5.2.2 to only handle Inter RAT handover between E-UTRAN and Iu mode. These changes have been included in the same way as in TS 43.129. Please note that further work on detailed level needs to be done to include all applicable text from 43.129.
Missing IE, i.e. most FFS, have been added too in this proposal.

Regarding the Data Forwarding issues in the case “E-UTRAN -> UTRAN Iu mode” the following has been added:

1) If the Source eNodeB indicates in the message “Relocation Required” to the Source MME that data forwarding directly to the Target RNC is applicable, then IP address(es) and TEID(s) for data forwarding in the Target RNC is allocated and transferred to the Source eNodeB. This method means that if the Serving GW sends downlink PDUs to the source eNodeB, the source eNodeB will forward those PDUs to the Target RNC directly.

2) If the Source eNodeB indicates that data forwarding directly to the Target RNC is not applicable, and data forwarding via the Serving GW is supported, then IP address(es) and TEID(s) for data forwarding in the Serving GW is allocated and transferred to the Source eNodeB. This method, also called Indirect Forwarding, means that if the Serving GW sends downlink PDUs to the source eNodeB, the source eNodeB will forward those PDUs back to the Serving GW which then will send them to the Target RNC.

3) If the Source eNodeB indicates that data forwarding directly to the Target RNC is not applicable and data forwarding via the Serving GW is not supported, then no forwarding shall take place.

Regarding the Data Forwarding issues in the case “UTRAN Iu mode -> E-UTRAN” the following has been added:

1) If the Source RNC indicates in the message “Relocation Required” to the Source SGSN that data forwarding directly to the Target eNodeB is applicable, then IP address(es) and TEID(s) for data forwarding in the Target eNodeB is allocated and transferred to the Source RNC. This method means that if the Serving GW sends downlink PDUs to the source RNC, the source RNC will forward those PDUs to the Target eNodeB directly.

2) If the Source RNC indicates that data forwarding directly to the Target eNodeB is not applicable, and data forwarding via the Serving GW is supported, then IP address(es) and TEID(s) for data forwarding in the Serving GW is allocated and transferred to the Source RNC. This method, also called Indirect Forwarding, means that if the Serving GW sends downlink PDUs to the source RNC, the source RNC will forward those PDUs back to the Serving GW which then will send them to the Target eNodeB.

3) If the Source RNC indicates that data forwarding directly to the Target eNodeB is not applicable and data forwarding via the Serving GW is not supported, then no forwarding shall take place.
3. Proposal

It is proposed to add the updates below to 23.401 for the specific case of Inter RAT handover between E-UTRAN and Iu mode and vice versa, i.e chapters 5.5.2.1 resp. 5.5.2.2. 

********************** START OF CHANGE *****************************
5.5.2.1
E-UTRAN to UTRAN Iu Mode Inter RAT Handover based on PS handover



5.5.2.3.1
General

Pre-conditions:

· The UE is in LTE_ACTIVE state (E-UTRAN mode).

5.5.2.1.2
Preparation phase
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Figure 5.5.2-1: E-UTRAN to UTRAN Iu mode Inter RAT HO, preparation phase

1)
The source eNodeB decides to initiate a PS handover to the target access network, UTRAN Iu mode. At this point both uplink and downlink user data is transmitted via the following: Bearer(s) between UE and source eNodeB, GTP tunnel(s) between source eNodeB, Serving GW and PDN GW.
2)
The source eNodeB sends a Relocation Required (Cause, Target RNC Identifier, Source eNodeB Identifier, Source to Target Transparent Container, Bearers Requesting Data Forwarding List, ) message to the source MME to request the CN to establish resources in the target RNC, target SGSN and the Serving GW.
Bearers Requesting Data Forwarding List contains that list of bearers for which the source eNodeB decided that data forwarding (direct or indirect) is necessary.


3)
The source MME will forward the request to the target SGSN using the message Forward Relocation Request (IMSI, Target Identification, MM Context, PDP Context, PDP Context Prioritization, Tunnel Endpoint Identifier Control Plane, MME Address for Control plane, Source to Target Transparent Container, S1-AP Cause Direct Forwarding Flag). This message includes all  PDP contexts corresponding to the bearers established in the source system and the uplink Tunnel endpoint parameters of the Serving GW.
‘Direct Forwarding Flag’ IE indicates if Direct Forwarding of payload PDUs to Target side shall be used or not. This flag is set by the source MME.

The MM context contains security related information, e.g. supported ciphering algorithms as described in 3GPP TS 29.060 [10]. The relation between UTRAN and EPS security parameters is FFS.
Editor’s note: It is FFS if the EPS bearers are mapped 1:1 to PDP contexts. It is FFS how the mapping is done. It is FFS how the bearer identifiers are mapped. 

4)
The target SGSN will request the target RNC to establish the necessary resources (RABs) by sending the message Relocation Request (UE Identifier, Cause, CN Domain Indicator, Integrity protection information (i.e. IK and allowed Integrity Protection algorithms), Encryption information (i.e. CK and allowed Ciphering algorithms), RAB to be setup list, Source to Target Transparent Container, Serving GW Address(es) and TEID(s) for User Traffic Data).

The ciphering and integrity protection keys will be sent transparently from the target RNC to the UE in the Target to Source Transparent Container.

4a)
The target RNC allocates the resources and returns the applicable parameters to the target SGSN in the message Relocation Request Acknowledge(Target to Source Transparent Container, RABs setup list, RABs failed to setup list). 
5)
In case the “Direct Forwarding” is not applicable, the Target SGSN shall send the message Create Bearer Request (Cause, RNC Address(es) and TEID(s) for User Traffic) to the Serving GW used for indirect packet forwarding. 
Indirect forwarding may be performed via a Serving GW which is different from the Serving GW used as the anchor point for the UE.
Editor’s note: It is FFS if this step should use “Create” or “Update” Bearer Request message.
5a)
The Serving GW returns the forwarding parameters by sending the message Create Bearer Response (Cause, Serving GW Address(es) and TEID(s) for Data Forwarding). If the Serving GW doesn’t support data forwarding, an appropriate cause value shall be returned and the Serving GW Address(es) and TEID(s) will not be included in the message.

Editor's note:
It's currently an open issue if the source MME or the target SGSN updates the Serving GW about the mapping between bearers and PDP contexts.

6)
The target SGSN completes the preparation phase by sending the message Forward Relocation Response (Cause, Tunnel Endpoint Identifier Control Plane, RANAP cause, SGSN Address for control plane, SGSN number, Target to Source Transparent Container, RAB Setup Information, Additional RAB Setup Information, Address(es) and TEID(s) for User Traffic Data Forwarding) to the source MME.

If ‘Direct Forwarding’ is applicable, then the IEs ‘Address(es) and TEID(s) for User Traffic Data Forwarding’ contains the GTP-U tunnel endpoint parameters to the Target RNC. Otherwise the IEs ‘Address(es) and TEID(s) for User Traffic Data Forwarding‘ contains the GTP-U tunnel endpoint parameters to the Serving GW (see step 5a).

Editor's note: The ordering of step 5 and step 6 is FFS, i.e. if the Source MME or Target SGSN will inform the Serving GW regarding the data forwarding tunnel end-points parameters
5.5.2.1.3
Execution phase
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Figure 5.5.2-2: E-UTRAN to UTRAN Iu mode Inter RAT HO, execution phase
1)
The source MME completes the preparation phase towards source eNodeB by sending the message Relocation Command (Target to Source Transparent Container, Bearers Subject to Data Forwarding List). "Bearers Subject to Data forwarding list" may be included in the message and it shall be a list of ‘Address(es) and TEID(s) for user traffic data forwarding’ received from target side in the preparation phase (Step 6). 

The source eNodeB initiates data forwarding for bearers specified in the “Bearers Subject to Data Forwarding List”. The data forwarding may go directly to target RNC or alternatively go via the Serving GW if so decided by source MME and or/ target SGSN in the preparation phase. 
2)
The source eNodeB will give a command to the UE to handover to the target access network via the message HO from E-UTRAN Command. This message includes a transparent container including radio aspect parameters that the target RNC has set-up in the preparation phase. The details of this E-UTRAN specific signalling are described in 3GPP TS 36.300 [5].
3)
The source eNodeB informs the source MME which then informs the target SGSN regarding "delivery order" parameters in the message Forward SRNS Context. The Target SGSN forwards the SRNS Context to the Target RNC.
Editor's Note: The need for step 3 is FFS.

4)
The UE moves to the target UTRAN Iu (3G) system and executes the handover according to the parameters provided in the message delivered in step 2. The procedure is the same as in step 6 in subclause 5.2.2.2 in TS 43.129 [8] with the additional function of association of the received RABs and existing Bearer Id related to the particular NSAPI. Relation between NSAPI, RAB and Bearer Id is FFS.
The UE may resume the user data transfer only for those NSAPIs for which there are radio resources allocated in the target RNC.
5)
When the UE has successfully accessed the target RNC, the target RNC informs the target SGSN about the completion of the PS Handover procedure by sending the message Relocation Complete. . 
6)
Then the target SGSN knows that the UE has arrived to the target side and target SGSN informs the source MME by sending the message Forward Relocation Complete. The source MME will also acknowledge that information. Further action in the source MME continues at step 10.

7)
The target SGSN will now complete the PS Handover procedure by informing the Serving GW that the target SGSN is now responsible for all the PDP Context the UE have established. This is performed in the message Update Bearer Request (Cause, Tunnel Endpoint Identifier Control Plane, NSAPI, SGSN Address for Control Plane, RNC Address(es) and TEID(s) for User Traffic, and RAT type).
8)
The Serving GW may inform the PDN GW(s) the change of for example the RAT type that e.g. can be used for charging, by sending the message Update Bearer Request. The PDN GW must acknowledge the request with the message Update Bearer Response. This is FFS.
9)
The Serving GW acknowledges the user plane switch to the target SGSN via the message Update Bearer Response (Cause, Tunnel Endpoint Identifier Control Plane, and Serving GW Address for Control Plane). At this stage the user plane path is established for all PDP contexts between the UE, target RNC, target SGSN, Serving GW and PDN GW.

It is FFS when the Serving GW releases the resources used for indirect forwarding. 

10)
After the source MME has received the Forward Relocation Complete message, it sends a Release Resources message to the source eNodeB. When the Release Resources message has been received and there is no longer any need for the eNodeB to forward data, the Source eNodeB releases its resources.
.
11)
The UE sends a Routing Area Update Request message that triggers a subset of Routing Area Update procedure in Target SGSN as described in 3GPP TS 23.060 [7]. Part of the Routing Area Update procedure is the Cancel Location message from HSS. When the Source MME receives the Cancel Location message the source MME releases the bearer(s) in the Serving GW by sending a Delete Bearer Request message. Note that only the signalling relationship is released between the Serving GW and the source MME, but the UE context continues to exist in the Serving GW.


It is FFS when the bearer(s) between Source MME and Serving GW shall be released if the Cancel Location message is not received.
5.5.2.2
UTRAN Iu mode to E-UTRAN Inter RAT Handover based on PS handover


5.5.2.4.1
General

Pre-conditions:

-
The UE is in PMM_CONNECTED state (UTRAN Iu mode).

5.5.2.2.2
Preparation phase
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Figure 5.5.2-3: UTRAN Iu mode to E-UTRAN Inter RAT HO, preparation phase
1)
The source RNC decides to initiate a PS handover to the E-UTRAN. At this point both uplink and downlink user data is transmitted via the following: Bearers between UE and source RNC, GTP tunnel(s) between source RNC, Serving GW and PDN GW.
2)
The source RNC sends a Relocation Required (Cause, Target eNodeB Identifier, Source RNC Identifier, Source to Target Transparent Container, Bearers Requesting Data Forwarding List) message to the source SGSN to request the CN to establish resources in the target eNodeB, Target MME and the Serving GW.  Bearers Requesting Data Forwarding List contains that list of bearers for which the source eNodeB decided that data forwarding (direct or indirect) is necessary.


3)
The source SGSN will forward the request to the target MME using the message Forward Relocation Request (IMSI, Target Identification, MM Context, PDP Context, PDP Context Prioritization, Tunnel Endpoint Identifier Control Plane, SGSN Address for Control plane, Source to Target Transparent Container, Direct Forwarding Flag). This message includes all  PDP contexts corresponding to the bearers established in the source system and the uplink Tunnel endpoint parameters of the Serving GW.
The ‘Direct Forwarding Flag’ IE indicates if Direct Forwarding of payload PDUs to Target side shall be used or not. This flag is set by the source SGSN. 



The MM context contains security related information, e.g. supported ciphering algorithms as described in 3GPP TS 29.060 [10]. The relation between UTRAN and EPS security parameters is FFS.

The target MME selects the ciphering algorithm to use. This algorithm will be sent transparently from the target eNodeB to the UE in the Target to Source Transparent Container.
Editor’s note: This needs to be aligned with security requirements for Release 8.
Editor’s note: It is FFS if the EPS bearers are mapped 1:1 to PDP contexts. It is FFS how the mapping is done. It is FFS how the bearer identifiers are mapped. 

4)
The target MME will request the target eNodeB to establish the bearer(s) by sending the message Relocation Request (UE Identifier, Cause, CN Domain Indicator, Integrity protection information (i.e. IK and allowed Integrity Protection algorithms), Encryption information (i.e. CK and allowed Ciphering algorithms), EPS Bearers to be setup list, Source to Target Transparent Container, Serving GW Address(es) and TEID(s) for User Traffic Data).
4a)
The target eNodeB allocates the request resources and returns the applicable parameters to the target MME in the message Relocation Request Acknowledge (Target to Source Transparent Container, EPS Bearers setup list, EPS Bearers failed to setup list).


5)
In case “Direct Forwarding” is not applicable, the Target MME shall send the message Create Bearer Request (Cause, eNodeB Address(es) and TEID(s) for User Traffic) to the Serving GW used for indirect packet forwarding. 
Indirect forwarding may be performed via a Serving GW which is different from the Serving GW used as the anchor point for the UE.
Editor’s note: It is FFS if this step should use “Create” or “Update” Bearer Request message.
5a)
The Serving GW returns the forwarding payload parameters by sending the message Create Bearer Response (Cause, Serving GW Address(es) and TEID(s) for Data Forwarding). If the Serving GW doesn’t support data forwarding, an appropriate cause value shall be returned and the Serving GW Address(es) and TEID(s) will not be included in the message.

6)
The target MME completes the preparation phase by sending the message Forward Relocation Response (Cause, List of Set Up RABs, Tunnel Endpoint Identifier Control Plane, S1-AP cause, MME Address for control plane, Target to Source Transparent Container, Address(es) and TEID(s) for Data Forwarding) to the source SGSN.


If ‘Direct Forwarding’ is used), the IEs ‘Address(es) and TEID(s) for Data Forwarding’ contains the GTP-U tunnel endpoint parameters to the eNodeB. Otherwise the IEs ‘Address(es) and TEID(s) for Data Forwarding’ contains the GTP-U tunnel endpoint parameters to the Serving GW (see step 5a).

Editor's note: The ordering of step 5 and step 6 is FFS, i.e. if the Source SGSN or Target MME will inform the Serving GW regarding the data forwarding tunnel end-points parameters.

5.5.2.2.3
Execution phase
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Figure 5.5.2-4: UTRAN Iu mode to E-UTRAN Inter RAT HO, execution phase
1)
The source SGSN completes the preparation phase towards source RNC by sending the message Relocation Command (Target to Source Transparent Container, RABs to be Released List, RABs Subject to Data Forwarding List). "RABs to be Released list" will be the list of all NSAPIs (RAB Ids) for which a Bearer was not established in Target eNode. "RABs Subject to Data forwarding list" may be included in the message and it shall be a list of ‘Address(es) and TEID(s) for user traffic data forwarding’ received from target side in the preparation phase (Step 6)).
2) The source RNC will command the UE to handover to the target eNodeB. The access network specific message to UE includes a transparent container including radio aspect parameters that the target eNodeB has set-up in the preparation phase. The procedure for this is FFS.

The source RNC may initiates data forwarding for the indicated RABs/PDP contexts specified in the “RABs Subject to Data Forwarding List”. The data forwarding may go directly to target eNodeB, or alternatively go via the Serving GW if so decided by source SGSN and/or target MME in the preparation phase. 

3)
The source SGSN informs the target MME regarding source access network contexts in the message Forward SRNS Context. 
The target MME forwards the SRNS Context to eNodeB.

The need for the step 3 is FFS.
4)
The UE moves to the E-UTRAN and performs access procedures toward target eNodeB.

5)
When the UE has got access to target eNodeB it sends the message HO to E-UTRAN Complete.

6)
When the UE has successfully accessed the target eNodeB, the target eNodeB informs the target MME by sending the message Relocation Complete.

7)
Then the target MME knows that the UE has arrived to the target side and target MME informs the source SGSN by sending the message Forward Relocation Complete. The source SGSN will also acknowledge that information. Further action in the source SGSN continues at step 11.

8)
The target MME will now complete the PS Handover procedure by informing the Serving GW that the target MME is now responsible for all the bearers the UE have established. This is performed in the message Update Bearer Request (Cause, Tunnel Endpoint Identifier Control Plane, NSAPI, MME Address for Control Plane, eNodeB Address(es) and TEID(s) for User Traffic, and RAT type).
9)
The Serving GW may inform the PDN GW(s) the change of for example the RAT type that e.g. can be used for charging, by sending the message Update Bearer Request. The PDN GW must acknowledge the request with the message Update Bearer Response. This is FFS.
10)
The Serving GW acknowledges the user plane switch to the target MME via the message Update Bearer Response (Cause, Tunnel Endpoint Identifier Control Plane, and Serving GW Address for Control Plane). At this stage the user plane path is established for all bearers between the UE, target eNodeB, Serving GW and PDN GW.

It is FFS when the Serving GW releases the resources used for indirect forwarding. 

11)
After step 7 the source SGSN will clean-up all its resources towards source RNC by performing the Iu Release procedures.  When there is no longer any need for the RNC to forward data, the source RNC responds with an Iu Release Complete message.
12)
The UE sends a Tracking Area Update Request message that triggers a subset of Tracking Area Update procedure (see clause 5.3.2). Part of the Tracking Area Update procedure is the Cancel Location message from HSS. When the Source SGSN receives the Cancel Location message the source SGSN releases the bearer(s) in the Serving GW by sending a Delete Bearer Request message. Note that only the signalling relationship is released between the Serving GW and the source MME, but the UE context continues to exist in the Serving GW.


It is FFS when the bearer(s) between Source SGSN and Serving GW shall be released if the Cancel Location message is not received.
********************** END OF CHANGE ********************************
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