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This contribution discusses different alternatives for PDN GW selection for host based mobility and proposes corresponding updates to 23.401 and 23.402. 
1. Introduction
PDN GW selection for host based mobility has the additional aspect, compared to the NW based option, that the PDN GW information (e.g. IP address) needs to be made available in the UE. There are thus two related aspects of GW selection for host based mobility:
1. PDN GW Selection function that selects a PDN GW that shall provide the PDN connectivity for the UE when connectivity to a PDN is established.  

2. The method by which the PDN GW information (PDN GW name and/or IP address) is delivered to the UE. 
Both these aspects will be discussed in this contribution.

2. PDN GW selection principles

There are different use cases for selecting a GW:
1. Initial GW selection, i.e., selecting a new GW for a UE. This typically happens when the UE attaches to the system. 
Two sub-cases exist: 
a. When a host based mobility protocol is used. In this case a PDN GW selection must be made and the UE must be able to learn the HA address corresponding to the selected PDN GW. 

b. When a network-based mobility protocol is also used, e.g. S8/S5 for 3GPP access. In this case, the network will select a PDN GW, as specified for those network-based variants. The network then needs to inform the UE about an HA address corresponding to the selected PDN GW
2. Maintain the selected GW for an UE with an already allocated PDN GW. This is necessary in handovers between accesses to keep the already allocated IP address and maintain session continuity. For host based mobility, we assume that the UE moves to an access where CMIP is used. There are two sub-cases:
a. UE already knows the HA address. In this case the UE was provisioned with a PDN GW (HA) IP address already before the handover. The UE uses the same PDN GW (HA) address as before the handover. This sub-case does not introduce any new requirements on the PDN GW selection mechanism.
b. UE does not know the PDN GW address. This case may occur e.g. if the UE attaches to an access using a network based mobility protocol (GTP or PMIP) and the PDN GW is selected (1b above) but the PDN GW identity was not made available to the UE at initial attach. In this case the UE may be provisioned with a PDN GW (HA) IP address at the handover to the new access. In order to maintain the same PDN GW after the HO, the UE must be provisioned with a HA IP address that corresponds to the same PDN WG. The NW must thus be able to provision the UE with a unique PDN GW / HA.
Case 1 is clearly a case where initial PDN GW selection needs to be done. Case 2b is in principle not an initial attach since a PDN GW has already been selected by the EPC. However, from the host based mobility point of view, case 2b is similar to an initial attach. The PDN GW selection function does not need to be invoked for case 2b, but it must still be ensured that the Mobile IP stack in the UE is provisioned with a correct PDN GW / HA IP address. In the following, we thus consider both cases 1 and 2b.
3. PDN GW selection mechanisms for DS-MIPv6 (S2c)
DS-MIPv6 requires that the UE knows the HA IP address in order to send Binding Updates. There are several different options on how the UE is provisioned with HA IP address. 
3.1 PDN GW assignment during attach 

In this case the UE is provisioned with PDN GW information from the NW at attach. The network selects a PDN GW / HA based on e.g. subscription info. It may also be possible for the UE to provide information (e.g. APN) to influence the PDN GW selection. 
Information about the selected PDN GW is sent from the HSS/AAA to an access node (e.g. MME, ePDG or trusted non-3GPP access) during attach. The information may be in the form of IP address or a logical name (e.g. FQDN).  The PDN GW information is then delivered by the access node to the UE using a UE-NW signalling protocol. If the HSS/AAA provided a logical name, the access node may resolve it into IP address(as) before delivering the information to the UE.
Different options for delivering the PDN GW information to the UE exist depending on access, for example:
2a. In NAS signalling during attach in 3GPP access. The HA IP address is delivered from HSS to MME during attach in 3GPP access. The information is then sent to the UE in NAS message, e.g. in the PCO field..
2b. In DHCP signalling during attach in e.g. trusted non-3GPP access. The PDN GW / HA information is sent over the AAA protocol during access authentication to an access server in trusted non-3GPP access, e.g. ASN-GW or PDSN. This information is then delivered to the UE using DHCP.

2c. In IKEv2 signalling during tunnel setup with the ePDG for untrusted non-3GPP accesses. The PDN GW / HA information is sent over the AAA protocol to the ePDG during tunnel setup. The information is then delivered to the UE in IKEv2 signaling.
The steps below show an example procedure for PDN GW selection when attaching to a trusted non-3GPP access.
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1. The UE initiates attachment to the non-3GPP access.

2. Access authentication is performed. Information on selected PDN GW is sent to the non-3GPP access. The PDN GW information may be in the for of IP address(es) or a logical PDN GW name (APN). 
3. A local IP address is assigned to the UE. The PDN GW information is sent to the UE.

4. The UE establishes the MIP tunnel with the PDN GW. 

5. To facilitate handover to 3GPP access, the HSS is updated with the address of the selected PDN GW. 
Properties of this solution:

· Possible to assign a unique PDN GW / HA to the UE, as required e.g. if the UE has previously been assigned a PDN GW when attaching using a network based mobility protocol.

· Requires support by the trusted non-3GPP access network to deliver the PDN GW information received from the HSS/AAA during access authentication to the UE using some UE-NW signalling protocol.  
· HSS provides PDN GW selection information during initial attach. This is aligned with PDN GW selection procedure for network based mobility protocol (GTP, PMIP) 

· Same solution for transporting the PDN GW selection information (CMIP HA info) to the UE is used both when making initial attach using network based mobility protocols (GTP, PMIP) and host based mobility protocols. 

3.2 DNS based solution using pre-configured information

In this case, the UE resolves a logical PDN GW name into one or more IP addresses using DNS. There are different alternatives on how the UE creates the logical PDN GW name:

a) PDN GW name pre-configured in the UE

b) PDN GW name created using a pre-defined scheme based on PLMN identifiers such as mnc and mcc, e.g. apn.mip.mnc.mcc.3gpp.org
c) PDN GW names discovery using DNS service resource records as described in draft-ietf-mip6-bootstrapping-split-05.txt 

A PDN identifier (“APN”) could be part of the PDN GW name to allow the UE to request access to a certain PDN. 

The steps below show the procedures for a DNS based PDN GW selection.
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1. The UE initiates attachment to the non-3GPP access.

2. Access authentication is performed. 

3. A local IP address is assigned to the UE

4. The UE resolves the logical PDN GW name using DNS. The UE selects a PDN GW IP address from the list of IP addresses returned by DNS.

5. The UE establishes the MIP tunnel with the PDN GW. 

6. To facilitate handover to access using network based mobility, the HSS is updated with the address of the selected PDN GW. 
Properties of the DNS based solution:

· Simple in a sense that it requires very little NW support and can work for all accesses..
· Possible for the UE to select between different PDNs by providing an APN in the PDN GW logical name.  

· Possible to use also after the attach procedure, e.g. for selecting a PDN GW when opening connections to additional packet data networks. 

· Could provide some level of load balanding
· Not possible to assign a specific PDN GW in case PDN GW selection has already been done at attach using network based mobility protocol. 
4. PDN GW selection mechanisms for MIPv4 in FA mode (S2a)

Mobile IPv4 in FA mode is different from the co-located mode in the sense that the UE does not need to know the HA IP address in order to send a MIPv4 Registration Request (RRQ). In addition to the options described for DS-MIPv6 above, there is a further alternative for MIPv4 HA assignment described in RFC4433:
4.1 HA redirect using RFC 4433 for MIPv4

RFC4433 allows a UE running MIPv4 in FA mode (S2a) to send a RRQ without knowing a PDN GW / HA address. The Foreign Agent (FA) that receives the RRQ can retrieve the HA address from the AAA server and then forward the RRQ to this PDN GW / HA. 
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1. The UE initiates attachment to the non-3GPP access.

2. Access authentication is performed. 

3. The UE discovers the Foreign Agent and sends a MIPv4 Registration Request

4. The AAA/HSS provides a PDN GW identity to the FA. The FA may need to perform a DNS resolution at this step. 
5. The FA forwards the MIPv4 Registration Request to the PDN GW. The MIP tunnel is set up. 

6. To facilitate handover to an access using network based mobility, the HSS is updated with the address of the selected PDN GW. 
Properties of this solution:

· Relies on MIPv4 signaling and is not dependent on the non-3GPP access specific signalling between UE and the network. Support of RFC4433 by the FA is however required. 
· Possible to assign a unique PDN GW / HA to the UE, as required e.g. if the UE has previously been assigned a PDN GW when attaching using a network based mobility protocol. 
5. Proposal

DS-MIPv6 (S2c) 

It is proposed to use the following solution for PDN GW selection at initial attach using (host based) Mobile IP with co-located CoA (S2c):

1. The network delivers PDN GW / HA information to the UE during initial attach (as described in options 2 and 3 above)
· Either in the form of IP address or logical name (FQDN)
· If a logical PDN GW name was provided, the UE does a DNS resolution to find a PDN GW IP address
2. If no PDN GW / HA information was provided in step 1, the UE may do DNS resolution based on pre-configured information to find a PDN GW IP address
MIPv4 in FA mode (S2a)

For MIPv4 in FA mode (S2a) it is proposed to use the same mechanisms as for DS-MIPv6 (S2c). Having a unified mechanism for the different version of host based mobility protocols simplifies the implementations and configurations. 

In case the non-3GPP access does not support means for communicating the PDN GW information to the UE during access setup (e.g. with DHCP), RFC4433 may provide an alternative.  
*** Beginning of change in 23.401 ***

4.3.7
GW selection

4.3.7.1
PDN GW Selection Function (3GPP accesses)

The PDN GW selection function allocates a PDN GW that shall provide the PDN connectivity for the UE when connectivity to a PDN is established (i.e. no PDN GW has been assigned to the UE to connect to that PDN) via 3GPP access. The selection uses subscriber information provided by the HSS and possibly additional criteria. The HSS provides: 

-
either one or more IP addresses of one or more PDN GWs and an APN, or

-
an APN and an indication whether the allocation of a PDN GW from the visited PLMN is allowed or a PDN GW from the home PLMN shall be allocated. The APN may be an FQDN.

Editor's note: It is FFS what additional criteria beyond the subscriber information can be used for PDN GW selection.

Editor's note: It is FFS whether the UE can provide additional input information (e.g. the desired APN) for the PDN GW selection function.

If the HSS provides a single IP address of a PDN GW, no further PDN GW selection functionality is performed. Note that the provision of an IP address of a PDN GW as part of the subscriber information allows also for a PDN GW allocation by HSS.

If the HSS provides an APN of a PDN GW and the subscription allows for allocation of a PDN GW from the visited PLMN, the PDN GW selection function derives a PDN GW address from the visited PLMN. 

If the HSS provides an APN of a PDN GW and the subscription does not allow for allocation of a PDN GW from the visited PLMN, the PDN GW selection function derives a PDN GW address from the subscriber's home PLMN.

Note if the APN is provided as an FQDN then the selection function resolves it to an IP address of the PDN GW. 
During attach an IP address of the assigned PDN GW may be provided to the UE for use with host based mobility as defined in TS 23.402. 

Editor's note: It is FFS whether host-based mobility requires additional information and/or mechanisms.
Editor's note: If 2G/3G access is connected to EPC and the SGSN does the PDN GW selection, the following additional principles are followed. PDN GW selection function shall be backwards compatible with existing GGSN selection as specified in Rel-7 version of 23.060 annex A. This implies that for 2G/3G access, the UE may also provide an APN which is authorized based on the subscription record received from the HSS. APN resolution is performed by DNS. If selection of a VPLMN PDN GW is allowed by the subscription record, a PDN GW in the VPLMN will be selected. If this fails or selection of a PDN GW in the VPLMN is not allowed, a PDN GW in the HPLMN will be selected. The APN is sent to the PDN GW to identify the PDN that the UE is connecting to.

4.3.7.2
PDN GW address retrieval (to 3GPP accesses)

To connect the UE with an already allocated PDN GW the HSS shall provide the IP address of the already allocated PDN GW during inter-access system mobility.

Editor's note: It is FFS whether host-based mobility requires additional information and/or mechanisms.
*** End of change in 23.401 ***

*** Beginning of change in 23.402 ***

5.4.2.1 
PDN GW Selection Function for non-3GPP Accesses
PDN Gateway selection for non-3GPP accesses uses similar mechanisms as defined in 3GPP TS 23.401, with the following modification:

-
Instead of the HSS, the PDN Gateway selection function interacts with the 3GPP AAA Server or 3GPP AAA Proxy. 

During the initial authorization, PDN Gateway selection information is returned.  This enables the entity requiring the address of the gateway to proceed with selection. Once the selection has occurred, the PDN Gateway stores its association with a UE.  This permits the 3GPP AAA Server or Proxy to provide the PDN Gateway address subsequently.  
In the case that a UE already has an assigned PDN Gateway, this gateway's address will be returned by the 3GPP AAA Server or Proxy during the authorization step.  This eliminates the need for PDN Gateway selection. 

Editor's Note: The storage of the PDN Gateway address information (whether in the HSS or 3GPP AAA Server) is FFS.

Editor's Note: It is FFS whether the PDN Gateway selection mechanism defined in 23.401 can be used to determine the Serving Gateway.


Note that the location of the PDN GW selection function depends upon the type of S2 interface used for attachment and the IP mobility mechanism being used.
· For PMIPv6 on S2a/b, the entity selecting the PDN Gateway is the entity acting as Mobile Access Gateway (MAG)

· For MIPv4 FA mode on S2a, the entity selecting the PDN Gateway is the entity that plays the role of the FA

Additionally, for the S2c reference point, the UE needs to know the IP address of the PDN Gateway for the PDN the UE wants to connect to. This address is made known to the UE with one of the following ways:

1. Via attach procedure for 3GPP access (as defined in TS 23.401)

2. Via IKEv2 during tunnel setup to ePDG
3. The UE can request a PDN Gateway address in a given PDN via DHCP
4. If the IP address of the PDN GW is not delivered using options 1-3 above the UE can resolve an FQDN corresponding to a PDN via DNS.

Editor’s note: It is FFS under which conditions (e.g. in which accesses) the above methods can be used
Editor's Note: It is FFS how the FQDN in alternative 4 is constructed from available information. For example the UE could use home APN (or W-APN) and well known strings (e.g., “homeagent”) to construct such an FQDN.
*** End of change in 23.402 ***
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