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1
Introduction
There was an agreement in the discussion at the SA2 #57 meeting in Beijing that the IMS or at least some nodes in the IMS need information about reachability of the ICS UE in the CS domain in order to enable provisioning of registered services and in order to ensure correct call routing. Some companies argued that only reachability needs to be solved and these companies proposed solutions not based on registration (in the following denoted as “non registration”, see S2-071789 for AS based solutions, and S2-071804 for CS Presence based solution). Some other companies argued that registration is the best way to solve the reachability also because in addition to reachability also other aspects have to be taken into account, as listed below in the discussion section, which can only be enabled via registration from the ICCF (in the following denoted as “RUA registration” because it is the RUA within the ICCF which performs the registration into IMS, see S2-071863, S2-071838 and S2-071839 as well as S2-071335). Also TISPAN has for instance defined the AGCF for IMS based PSTN/ISDN emulation (ETSI TS 183 043) to be a trusted entity that can register on behalf of one or more user(s).

However, an agreement could not be reached at the SA2 #57 whether registration in the IMS for I1-cs is the right solution or whether non-registration solutions are the right way ahead, and hence all related contributions have been noted, but it has been documented as a contentious issue to be resolved. Note that for I1-ps, the ICS UE is registered in the IMS via the IP CAN. 
2
Discussion

During the discussion at the SA2 #57 meeting in Beijing and at the SA2 #56 meeting in Warsaw it became clear that registration and non registration solutions differ in their impacts on IMS nodes and functionalities (the 'how') and also in the capabilities (the 'why'). In the following, only I1-cs case is being discussed, i.e., it is assumed that the ICS UE is using a CS access only. The following table lists the capabilities which have been used as arguments in the discussion and checks which of these capabilities are supported by using registration and which are supported by the non-registration solutions under discussion. Note that there are of course many open issues which are FFS, but which are not included in this overview.
	Required functionality
	RUA Registration
	Non-Registration
	Key Decision-point?

	Authorization of the UE in IMS

Note: UE already authorized in CS domain.
	Yes

Re-uses IMS authorization.

	Yes

Origination: The user is authorized in the CS network and the ICCF adds the corresponding P-asserted-identity.
Termination: When the ICCF initiates a terminating session towards the ICS UE, it initiates a CS call and USSD request to the MSISDN of the terminating user. It is the responsibility of the CS network to ensure that their requests really end up to the right UE.
	Yes

	Authentication of the UE in IMS (this may or may not be required)
	Yes

IMSI authenticated by CS domain; see S2-071863
Note: Registration procedures are similar to the ones specified in 3GPP Rel-6 TR 33.978 for Early IMS security. An LS has been send to SA3 (S2-072244) to perform a technical review of S2-071863. 
	Yes

Reuse of authentication in CS network
	Yes

	Support of registered services
	Yes
	Yes
Note: The registered and unregistered filter criteria must be configured identically.
	Yes

	Ability to subscribe to presence data regarding CS registration 
Note: No application has been identified
	Yes

IMS registration provides the IMS status (if needed)
	Yes

Yes, for the Presence based solution (if needed).

An AS can be configured to offer CS registration as presence data (if needed) for AS based solution.
	No

	Able to provide unregistered iFC which are distinct from registered iFC
	Yes

Note: The registered and unregistered filter criteria need not to be configured identically.
Service providers can use unregistered iFCs to configure a service set for unregistered user state which is different from the service set used when the user is registered , e.g. to route a terminating call to mailbox or for resource efficiencies with AS-O calls in unregistered state.
	No

Note: The registered and unregistered filter criteria must be configured identically.
	Yes


	Support of terminating call handling if a user is unregistered
	Yes

Unregistered iFCs can be used to configure a service set for unregistered user state to route a terminating call to mailbox when the user is unregistered.
	Yes 
If the TAS has access to CS registration then it can determine whether to invoke CFNL logic, else the ICCF can determine CS attach status and it hands the call back to the TAS with a 404
 indication so the CFNL logic can be invoked. 


	Unclear

Operator’s view required



	Support of terminating services if a user is  registered but unreachable
	Yes

An attempt is made to deliver the call, code 408 is returned and the delivery failure is handled by the TAS to provide the services (CFNR).
	No

	Ability of the AS to accurately determine reachability status of the ICS UE in the CS Domain for bi-directional speech service before trying to deliver the call
	Yes

The AS is invoked by registered iFC and uses the IMS registration status to decide whether to attempt to reach UE 

ICCF registers the ICE UE upon CS attach, based on received trigger events (e.g. via USSD from UE, or via M-CSI from MSC)

	Yes

Alt 1: The AS may use the Sh interface or MAP interface to query the HSS/HLR for CS registration status to decide whether to attempt to reach UE 

Alt 2: The AS may subscribe to CS attach presence data provided by the ICCF or other AS. 
	Yes



	Contact selection and routing to ICCF and registered IP-CAN contacts
	Yes

S-CSCF forks according to q-value settings sequentially or in parallel to registered contacts, including ICCF and registered IP-CAN contacts.
Alternatively, DSF decides whether to deliver to CS domain 
	Yes
DSF decides whether to deliver to CS domain; while S-CSCF forks to registered IP-CAN contacts.
Note: Requires DSF in ICCF to route a call to CS domain.
	Yes

	Method of associating a CS domain registration with one or more IMS PUIDs in the ICS UE. Allows UE to indicate preferred P-Asserted Identity.
	Yes

IMS registration provides a means of implicitly associating one or more IMS PUIDs with a CS registration, which can be delivered to ICS UE if required (via ICCF)


	Yes, but only if there is a registration via an IP-CAN the CS domain registration can be associated with this and inherit its implicit PUIDs. 


	No
Unclear whether required

	CS Service Information (TS 23.218) stored as part of filter criteria included in REGISTER requests by S-CSCF to Application Server
	Yes

Yes, via third party registration notification (if needed)

Note: AS need not to implement Sh to get CS Service Information.
	No
Any CS-specific service information (if needed) would have to be stored as transparent data and accessible via the Sh interface.

Note: AS must implement Sh to get CS Service Information.
	Yes

if needed.

	Consistent IMS solution: CS Access handled by IMS as any other access, but with limited capabilities (bi-directional speech only)
	Yes
	No
	Yes


In the flowing table, the identified 3GPP Rel 8 impacts on IMS nodes are listed.
	IMS Nodes
	RUA Registration
	Non-Registration

	Application Server
	No
	Yes 
Any AS which has to provide registered services when being invoked need to be access aware by pulling CS status; see S2-071789.

Any AS which needs CS Service Information must implement Sh (not possible via iFC)

	DSF as specified in Rel 7 (always IMS is selected)
	No
	Yes
DSF in ICCF

	S-CSCF
	Yes (multiple registrations, support for RUA registration procedures)
	No

	HSS
	No
	No


In the following table, the identified requirements on deployment of functionalities are listed (no requirement on standardization).

	Nodes
	RUA Registration
	Non-Registration

	VMSC
	CAMEL phase 1 for call origination using CAMEL redirection of CS call to IMS. 
In case M-CSI triggers are required to push CS status into ICCF then also CAMEL phase 3 support
	CAMEL phase 1 support for call origination using CAMEL redirection of CS call to IMS

	HSS
	No
	Supports Sh-Pull to retrieve subscriber's CS Domain state (HSS may query standalone HLR using MAP ATI service; HLR sends a Provide Subscriber Information (PSI) to the VLR to get the CS attach/detach status
Notes: Query per call will add call process delay. HSS/HLR may push CS status information to RUA if we think HSS/HLR’s status is enough (requires stage 3 changes).


3
Proposal

It is proposed to include the following text into 3GPP TR 23.892. 

( Begin 1st Change (
7.x
Interim conclusion on registered services to ICS users when using I1-cs
There are three solutions in the TR on how to enable registered services to ICS users for I1-cs: 
1. I1-cs: unregistered user solution

2. I1-cs: registered user solution: SIP Register performed by the ICCF

3. I1-cs: registered user solution: CS Registration status push from the HSS




It is for further study to assess the different alternatives under discussion for provision for the following key capabilities:

· 
· Enable registered and unregistered services (in the S-CSCF)
· Enable Application Servers to receive service information included in filter criteria as needed.
Note that these service capabilities are also supported for an IMS UE over an IP CAN.
Only one of the three alternatives shall be selected as part of the TR conclusion.


(  End 1st Change (
� See ETSI 183-004 v1.1.1, 4.5.2.6.2.3, Communication Forwarding Not Logged In
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