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Introduction
In the current TR 23.892 the I1-cs and I1-ps solutions are presented as alternatives, though not as mutually exclusive ones. It is important when considering the solutions being proposed for the IMS Centralized Services architecture to understand the requirements for service support when the UE has CS only access and when it has CS access plus a “limited” PS access
. To detemine the way forward, we present the following analysis.
Service Consistency Requirements

For the purposes of this analysis, we consider that there are two types of service: Those based on the requirements in 22.173, and other IMS services, such as those described in 23.892, Annex A.
The requirements in 22.892 and 23.892 related to service consistency are: -

· ICS should be available from any access network and domain. A reduced set of services may be offered subject to constraints of the UE, access network and domain. (22.892)

· The system shall be capable to provide to ICS controlled subscribers IMS Multimedia telephony services (TS 22.173) and other IMS services. 

· Pre-release 8 UEs (without IMS Centralized Services enhancements) should be supported.  When services are provided by the IMS, a reduced supplementary service set may be allowed. (23.892)
· The IMS Centralized Services solution is required to enable subscribers to have consistent service behaviour upon Domain Transfers between access networks, subject to the constraints of the device and access network. (23.892)
Signalling limitations

The contraints to providing a consistent service experience are broadly the following: -
1 UE limitations (a legacy UE, not modified for ICS)

2 Bearer limitations (the limitations of the CS bearer compared with PS)

3 Signalling limitations (USSD, versus SIP support)

The approach to be taken in the first case has already been documented in 23.892, clause 6.3.2.1. The second case is clearly an intrinsic limitation of CS access when compared with PS access.
The third case is somewhat different. In fact it is useful to be more specific about the signalling in question. Dividing SIP capabilities into four categories: -

1. Basic call services (simple originations and terminations)
a. Addressing URIs
b. Calling/called party identity
2. Additional basic call services enabled by SIP (associated with an INVITE) 
a. Media attachments
b. Indirection to URLs for call-info, error-info, alert-info
c. Alternative media
3. SIP building blocks for enhanced services (some required by 22.173, others not)
a. REFER
b. SUBSCRIBE/NOTIFY
c. MESSAGE
d. OPTIONS
4. Enhanced SIP service enablers

a. Presence

b. Location
Now consider the key SIP capabilities used by services described in 24.173: -

· OIP/OIR (ETSI TS 183 007)
· P‑Preferred‑Identity header field, P‑Asserted‑Identity header field, Privacy header field, From header field
· TIP/TIR (ETSI TS 183 008)

· P‑Asserted‑Identity header field, Privacy header 
· CDIV (ETSI TS 183 004)

· INVITE, 180, 181, 200 (History-Info-Header, Privacy header, cause-parameter in the uri-parameter)
· 302 (Moved Temporarily) (Contact header, cause parameter in the uri-parameter)
· HOLD (ETSI TS 183 010)

· INVITE (Use of SDP settings sendrecv, inactive and sendonly)

· Call Barring (ETSI TS 183 011)
· Privacy header field, P‑Asserted‑Identity header field, response code 433 (Anonymity Disallowed)
· MWI (ETSI TS 183 006)
· SUBSCRIBE, NOTIFY (“message-summary” event package), application/simple-message-summary MIME type
· CONF (ETSI TS 183 005)

· REFER (note, need to limit REFER scope, since the possible semantics are huge), SUBSCRIBE, NOTIFY (“refer” and “conference” event package) 
· ECT (ETSI TS 183 029)

· REFER, NOTIFY (“refer” event package)
Of course, INVITE, and other basic SIP methods and capabilities are also used.

It seems then that for support of 22.173 services SIP capabilities from category 1 and (some of) category 3 are required, and the ICCP would need to be able to support at least equivalents to those capabilities.
ICCP options

It seems clear that the ICCP can be designed to support the 22.173 services, and so there seems to be no reason why these services can’t be provided consistently whenever an ICS UE has CS access. 

For other IMS services (future/arbitrary/non-standard) on the other hand the situation is more complicated, since ICCP would potentially need to support all of the above SIP capabilities. Great effort could be made to define ICCP support for them, and in many (though by no means all) cases this could be made to work and clearly, such ICCP support would be required if services need be offered consistently to an ICS UE, regardless of available access domains. However, we believe that for most operators, not all such IMS services need to be offered regardless of access, as reflected by the requirements extracted from 22.892 and 23.892
. 
Important note: When we talk about “other IMS services” in this contribution the intention is to refer to services that can be offered over a “limited” PS access in parallel with CS access. In general there are IMS services that require “full” PS access and these aren’t considered to be part of the scope of this work.

There appear to be two basic directions that the protocol could take, and these are described below. Before doing so, a clarification is perhaps needed about the terminology used. When talking about types of protocol, the terms “stimulus” and “functional” are often used. There are interpretations that these terms can place in people’s minds, so to avoid it we use the terms “S-type” and “F-type”: -

S-type: An operation, or event, on this type of protocol will map to one or more operations over SIP. Thus typically there will be a 1:n mapping, though there will be exceptions when the desired operation related to a service maps directly to a SIP operation.

F-type: An operation, or event, on this type of protocol will map to just one operation over SIP. Thus the mapping will (almost) always be 1:1.
S-type
One approach for ICS is then for the 22.173 services a simple S-type protocol could be defined. There is very little signalling that would actually need to be defined for support of the 22.173 services and so standardization of this could in principle be completed very quickly. However, when considering Domain Transfer for a dual-mode device there is quite a bit more work required re-create states, etc. Once this is done the 22.173 services could be supported for the CS only case and full session continuity after a domain transfer could be supported. PS signalling would not be used for these services. If additional services are standardised then the S-type protocol could be exended as appropriate, and proprietary services could be supported with proprietary extensions of course.
For all other services, SIP over PS would be used. Obviously this would mean that support for these services is limited to circumstances where both CS and PS access are available, but this appears to be an acceptable limitation, based on the requirements already identified in 22.892 and 23.892. What if there are particular services that an operator wants to have supported even when the UE has only CS access? In this case again, in may be possible to define proprietary extensions to support the signalling necessary. In other words, decisions regarding service consistency across domains would need to be made by operators on a case by case basis, and so we feel that explict ICCP support for such services should not be standardized. ICCP should, however, be desgined to allow proprietary extensions that could be used to support services as necessary.
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F-type
Now consider the possibility of defining ICCP as a F-type protocol. In this case, it would be possible to take the SIP capabilities listed previously and define equivalents for some, or all, of them. As long as a sufficient number of the capabilities are supported by ICCP the range of services that can be offered consistently via CS only and via CS + PS is expanded. There would certainly need to be limitations made to the support of SIP eg by limiting the scope of REFER and support of certain event packages. Rather than standardizing services as such, the signalling building blocks would be standardized. The expectation is that the F-type protocol will be much more verbose than the S-type option, and may be too verbose for USSD.

[image: image2]In the case of a F-type protocol support of Domain transfer is somewhat easier since state establishment may be more straightforward, but this for further study.
Conclusion

We conclude the following: -

1 The 22.173 services can be provided consistently (when accessing via CS only or via CS and PS access), and USSD should be used to carry the signalling. An operator that only requires ICS to support the 22.173 services will not need to support PS access at the same time as CS access, and so would only need to support I1-cs.

2 Given the overhead of functinal signalling, ICCP should use a S-type protocol. This reduces the level of USSD signalling required, but the impact of Domain Transfer still needs to be studied.
3 Other IMS services should be provided using SIP signalling, and so would not be available when PS access is not available. (The relationship between simultaneous signalling in the two domains is FFS).
4 Operators that require other (non 22.173) IMS services to be offered consistently regardless of available access domains will need to ensure that proprietary extensions to ICCP are developed, and ICCP should provide for such extensions.

The detail of the protocol to be carried over USSD is for Stage 3 to work through and define. SA2 should determine the scope of the protocol. Our conclusion is that the scope of the protocol carried via USSD should be limited to supporting the services defined in 22.173/24.173. 
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� Limited in terms of bearer capabilities, that is.


� Note that if a particular service is only provided when PS is available issues may arise in the case of Domain Transfer. We faced a similar situation in Release 7 VCC in the case that a UE has an active and a held call. We concluded that operator policy would need to be applied to this case to decide whether to go ahead with the Domain Transfer. In general it seems likely that operator policies would need to be applied for cases where service signalling, or components of the service, would be lost if a Domain Transfer is performed. However, such policies need only be documented if a service is standardlized.
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