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It is proposed that the ePDG should be added and described in chapter 4.4.3 Gateway in the TS23.402.

1. Introduction
It is proposed that ePDG should be added and described in the chapter4.4.3 Gateway in the TS23.402. The functions of the ePDG have changed much in comparison with the PDG in TS23.234, since the part functions of PDG have been transferred to the PDN GW, and the ePDG has been designed for the non-trusted non-3GPP access system.
2. Discussion

As described in TS23.402, the ePDG is the gateway which terminates the Wn* reference point towards non-trusted non-3GPP access network. And at the same time, it also terminates the Wm* reference point towards 3GPP AAA proxy. And it also connects with PDN GW by the S2b reference point. Clearly, the functions of ePDG take insignificant role in UE accessing EPS by the non-trusted non-3GPP access network. We should make clear that what functions the ePDG should take in order to make decision of the PDN GW function for the non-trusted non-3GPP access.
When UE accesses the EPS through the non-trusted non-3GPP access, ePDG needs to perform security converting functions between the non-trusted non-3GPP access and EPS. The ePDG needs to retrieve the security information from the 3GPP AAA server by the Wm* reference point and then perform the authentication of the IPSec tunnel on the Wn* reference point.
The ePDG should perform the function of encapsulating and de-encapsulating between the IPSec tunnel on the Wn* reference point and MIP/PMIP tunnel on the S2b reference point. And also the ePDG need to perform the mapping function between the IPSec tunnel and MIP/PMIP tunnel.
Since the non-trusted non-3GPP access may hold the own address allocation mechanism, e.g. it is possible that UE may be allocated a local IP address and a remote IP address, the ePDG needs to perform registration of UE’s local IP address and binding/unbinding of this address with the non-3GPP UE’s remote IP address. And at the same time, the ePDG should perform address translation and mapping function. It is FFS that whether the allocation of the remote address is perform by the ePDG or the PDN GW.
As for the EPS, non-trusted non-3GPP access is not trusted. Therefore it should take firewall functions. The ePDG should provide procedure for authentication and prevention of hijacking. It also should take Lawful Interception function.
As for QoS/PCC, if the non-3GPP applies the QoS mechanism, the ePDG should take PCEF function. Since the ePDG is a QoS edge router between 3GPP EPS and non-3GPP interworking system, and it performs address translation/mapping function, re-classification (remarking the DSCP) function is also needed in the ePDG. On the other side, non-trusted 3GPP access may have its own policy control mechanism, it is a ideal point that ePDG perform local policy and convert them between the two different systems.
3. Proposal
It is proposed that the ePDG should be added and described in chapter 4.4.3 Gateway in the TS23.402.

                             The start of the 1st change to TS23.402
4.4.3
Gateway
4.4.3.3
ePDG

The evolved PDG is the gateway which terminates the Wn* reference point towards non-trusted non-3GPP access network.
For each UE associated with the EPS, at a given point of time, there is a single ePDG.
The ePDG includes:
-
routeing and forwarding the packet data from/to the PDN GW to/from the non-3GPP user;

-
de-capsulation and encapsulation between IPSec tunnel and MIP/PMIP tunnel;

-
establish the IPSec SAs between UE and ePDG according to the decision made by the 3GPP AAA server;

-
delivering the mapping of a user identifier and a tunnel identifier to the 3GPP AAA server/proxy.
                             The end of the 1st change to TS23.402
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