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1 Introduction

SA2 has received LS numbered S2-07xxxx/C1-071378 and S2-07xxxx/C4-070905 related to Alias Identities from CT1 and CT4 respectively, asking SA2 for more clarifications on the concept. This contribution attempts to address the issues raised by CT1 and CT4.
2 Discussion 
2.1 Discussion on questions received from CT1:

Q1: CT1 has introduced alias definition already in Rel-6, which did not mandate identical service data configured for each and every service (see also the attached discussion paper). It was questioned whether the Rel-6 alias definition still can be used for this procedure.
Dis1: It has been discussed several times in SA2 that alias public user identity shall have the same service data configured for each and every service. In that effect, CR S2-072114 was approved by SA#36 for Rel-7. CT1 introduced alias definition already in Rel-6, but the concept does not mandate identical service data configured for each and every service. As such, SA2 would like to ask CT1 to remove the usage of Alias from the Rel-6 CT1 specifications and introduce the correct understanding in Rel-7 in order to keep the alignment between stage 2 and stage 3. 

Q2: It was questioned whether the "identical service data configured for each and every service" applies for external application servers as well. As the Sh interface is not available for external application servers, it is possible that either a protocol solution or network management procedures are needed to make AS aware of the alias grouping. Also it was questioned if there is any impact for Rel-6 application servers.
Dis2: Aliases shall have "identical service data configured for each and every service", this applies for application servers whether they support Sh interface or not. 
For Rel-7 application servers, 

- If the application server supports Sh interface, it could get the alias relationship from the HSS directly;
- If the application server does not support Sh interface, the alias relationship could be locally configured in the AS by network management procedures 
In the above two cases, the AS shall configure the service configuration data of the Public User Identities according to the alias relationship information, i.e. if Public User Identities are indicated as an alias group, the AS shall configure the same service data for all of the Alias Public User Identities in the same alias group. Besides the initial service configuration shall be guaranteed to be the same for Alias Identities, the changes to the service data made by the user shall be guaranteed to be the same too.
For Pre-R7 application servers, 
They are unaware of Alias information. The synchronization of service data configured for alias identities shall be guaranteed by O&M whether the application server supports Sh interface or not. Besides the initial service configuration shall be guaranteed to be the same for Alias Identities, the changes to the service data made by the user shall be guaranteed to be the same too. 
For example, if IMPU1 and IMPU2 are aliases, if the user changes the service data of IMPU1 through Ut interface, O&M shall be involved to guarantee that the change will also be applied to IMPU2 and vice versa. 
In addition, if the application server supports the Sh interface and stores service related data of IMPU1 or IMPU2 in the HSS, when the service data of the IMPU1 is created or changed in the AS and is sent to the HSS, then the HSS shall store the service data as shared by IMPU1 and IMPU2. The HSS needs to notify all the application servers subscribing to the changes in service data of IMPU1 and IMPU2.
Q3: Assuming that the "identical service data" requirement means single service data for the whole alias group, it is questioned that these data can be changed using any identity in the group (and changes made for different identities in the group may overwrite that), or changes are allowed for a dedicated identity only.

Dis3: The network will treat all of the Alias Public User Identities exactly the same. So any identity in the group could change the service data and the changes are shared by all the identities in the group. 

Q4: It was asked whether it is mandatory to convey Rel-7 alias grouping information to UE.
Dis4: So far, there is no use case identifying that the UE must be aware of alias identities. Hence, in Rel-7 conveying alias grouping information to UE is not need. 
2.2 Discussion on the questions received from CT4:

Q: Is the scenario valid where Public User Identities within the same implicit registration set, sharing the same service profile but having different service data configured?
Dis5: As discussed at the last SA2 meeting (S2-071792), Public User Identities within the same implicit registration set, sharing the same service profile may have different service data configured, which is what it has been assumed before Rel-7. It is not proper to add such a restriction that Public User Identities within the same implicit registration set, sharing the same service profile must have identical service data configured just to implement alias. 

3 Proposal

It is proposed that the answers given above will be the basis for a reply LS from SA2 to CT1 and CT4 in order to help the CT WGs to finalize any outstanding issues for a completion in Rel-7.
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