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Abstract of the contribution: This contribution discusses what kind of bearers should be re-established when the UE change form idle to active and proposes to be included into the TS23.401.
Discussion
There are still some open issues for service request procedure in the TS23.401. One issue is about the need for a mechanism to activate only a subset of the existing EPS bearers. Before we discuss this issue, it is helpful to look into what happens in the current 3G system.

In the current 3G system, the SGSN shall perform preservation function after Iu or RAB release. The preservation function allows the active PDP contexts associated with the released RABs to be preserved in the CN, and the RABs can then be re-established at a later stage. However, the SGSN also needs to differentiate the PDP contexts between using background or interactive traffic class and using streaming or conversational traffic class when performing preservation. That is, the SGSN shall downgrade the maximum bit rate of the latter to 0kbit/s and so that the statically allocated user plane resource in the CN for the latter can be free. As such, the MS can request the network to re-establish the RAB via service request (Service Type = Data) only for those PDP contexts using background or interactive traffic class. And for those PDP contexts using streaming or conversational traffic class, the MS shall perform a MS-initiated PDP Context Modification if the MS want to resume the data transfer or Deactivation procedure if the MS doesn’t need to use corresponding PDP context again.
For detail reference, the following two paragraphs are excerpted from current 23.060.
======================= Start excerpt 1st from TS23.401===================================
9.2.3.5
RAB Release-Initiated Local PDP Context Modification Procedure

The RNC can request a RAB to be released through the RAB Release procedure without releasing the Iu connection.

After the RAB(s) release the SGSN shall modify the PDP context as follows:

-
In the SGSN, for a PDP context using background or interactive traffic class, the PDP context is preserved with no modifications.

-
In the SGSN, for a PDP context using streaming or conversational traffic class, the PDP context is preserved, but the maximum bit rate is downgraded to 0 kbit/s (for both uplink and downlink) when the associated RAB is released. The SGSN sends an Update PDP Context Request (TEID, QoS Negotiated) message to the GGSN to set the maximum bit rate to 0 kbit/s in the GGSN. The value of 0 kbit/s for the maximum bit rate indicates to the GGSN to stop sending packets to the SGSN on this PDP context. The value of 0 kbit/s for the maximum bit rate for both uplink and downlink indicates to the SGSN that a RAB shall not be re-established for this PDP Context in subsequent Service Request Procedure. CAMEL procedure calls shall be performed, see referenced procedure in TS 23.078 [8b]: CAMEL_GPRS_Change_Of_QoS. The procedure returns as result "Continue".

======================= End excerpt 1st from TS23.401 ===================================
======================= Start excerpt 2nd from TS23.401==================================
9.2.5.2
Re-establishment of RABs

The procedure for re-establishment of RABs allows the SGSN to re-establish RABs for active PDP contexts that don't have an associated RAB.

The MS initiates the re-establishment of RABs by using the Service Request (Service Type = Data) message. This is described in the sub-clause "MS Initiated Service Request Procedure". SGSN shall not establish RABs for PDP contexts with maximum bit rate for uplink and downlink of 0 kbit/s. For these PDP contexts, the MS shall perform a MS-initiated PDP Context Modification or Deactivation procedure.

When RABs for an MS that has no RRC connection needs to be re-established, the CN must first page the MS. The clause "Network Initiated Service Request Procedure" describes this.
======================= End excerpt 2nd from TS23.401 ==================================
In EPS, when the radio bearer or S1-connection is released, the CN shall also perform preservation function like current 3G. That is, the CN shall preserve related bearer context and just release the user plane resource allocated for released GBR bearers to save the available user plane resource of the CN. Based on the above understanding, we think the present bearer re-establishment principle in the TS 23.401 is not reasonable.
According to the present TS 23.401, the CN shall re-establish the radio and S1 bearers for all the existing bearers of the UE during the service request procedure. And that means the CN may re-establish the radio and S1 bearers for GBR bearers which the UE does not need to use. In this case, the resource of the UE and the network is wasted. And the UE may then initiate deactivation to those GBR bearers. That is not an efficient way and unreasonable.
In summary, we think it is also necessary to differentiate the GBR bearers and non-GBR bearers when dealing with bearer re-establishment. In another word, the CN shall re-establish the radio and S1 bearers for all the non-GBR bearers during the service request procedure. As for those existing GBR bearers, the CN could re-establish the radio and S1 bearers according to the request indication from the UE or just wait for the UE initiated bearer modification procedure. And since it is yet not clear so far that whether or not the UE initiated bearer modification procedure is needed, we propose to adopt the method of adding a request indication provided by the UE. By this indication, the CN knows definitely which GBR bearers need to be re-established for the UE.
Similarly, the same principle should be applied to the TAU procedure. It was advised by some company to add an indication to the Tracking Area Update Request message to allow the UE to request the CN to re-establish the user plane on radio and S1 as part of the TAU procedure. We think the indication could fasten the bearer re-establishment procedure since the bearer establishment is included into TAU procedure and the UE does not need to initiate a separated service request procedure after TAU. And such kind of mechanism should be useful in some scenarios. For example, the UE re-enters into the coverage area and need to initiate a periodic IMS re-registration. However, based the above discussion, we think the CN shall only re-establish radio and S1 bearers for all the existing non-GBR bearers to avoid potential resource wasting. And another indication from the UE is may be needed to indicate which GBR bearer need to be established if the UE demand to re-establish some existing GBR bearers.
Proposal

It is proposed to make following updates into TS 23.401.
**** Start 1st of changes ****

5.3.4
Service Request procedures

5.3.4.1
UE triggered Service Request
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Figure 5.3.4-1: UE triggered Service Request procedure

1.
The UE sends NAS message Service Request (S-TMSI, TAI, Service Type, GBR Bearer Indication) towards the MME encapsulated in an RRC message to the eNodeB. The RRC message(s) that can be used to carry this NAS message are described in 3GPP TS 36.300 [5].

2.
The eNodeB forwards NAS message to MME. NAS message is encapsulated in an S1-AP: Initial UE Message (NAS message, Cell Global ID of the serving cell). Details of this step are described in 3GPP TS 36.300 [5].


Whether TEID(s) of eNodeB could be allocated already in this step is FFS.
3.
NAS authentication procedures may be performed.

4.
The MME sends S1-AP Initial Context Setup Request (Serving GW address, S1-TEID(s) (UL), Bearer QoS(s), Security Context, MME Signalling Connection Id) message to the eNodeB. This step activates the radio and S1 bearers for the default bearer, the pre-established dedicated Non-GBR bearers and the pre-established dedicated GBR bearers which are indicated by the GBR Bearer Indication provided by the UE in the service request message. The eNodeB stores the Security Context, MME Signalling Connection Id, Bearer QoS profile(s) and S1-TEID(s) in the UE RAN context.  The step is described in detail in 3GPP TS 36.300 [5].

5.
The eNodeB performs the radio bearer establishment procedure. The user plane security mode is established at this step. This step implicitly confirms the Service Request. This step is described in detail in 3GPP TS 36.300 [5].

6.
The uplink data from the UE can now be forwarded by eNodeB to the Serving GW. The eNodeB sends the uplink data to the Serving GW address and TEID provided in the step 4.


It is FFS if the uplink data can be forwarded onwards by Serving GW only after step 8.
7.
The eNodeB sends an S1-AP message Initial Context Setup Complete (eNodeB address, S1 TEID(s) (DL)) to the MME. This step is described in detail in 3GPP TS 36.300 [5].

8.
The MME sends an Update Bearer Request message (eNodeB address, S1 TEID(s) (DL)) to the Serving GW. The Serving GW is now able to transmit downlink data towards the UE. 

9.
The Serving GW sends an Update Bearer Response to the MME.

**** End 1st of changes ****
**** Start 2nd of changes ****
5.3.3
Tracking Area Update procedures

5.3.3.1
Tracking Area Update procedure with MME and Serving GW change
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Figure 5.3.3-1: Tracking Area Update procedure with MME and Serving GW change
1.
The UE detects a change to a new TA by discovering that its current TA is not in the list of TAs that the UE registered with the network.

2.
The UE initiates the TAU procedure by sending a TAU Request (S‑TMSI and old TAI, Selected Network, Bearer Indication) message to the eNodeB. The S‑TMSI and the old TAI associated with S‑TMSI shall be included. Selected Network indicates the network that is selected. And the UE may include a Bearer Indication into the TAU Request message to request to establish the user plane on radio and S1 for all the existing Non-GBR bearers and some existing GBR bearers. The Bearer Indication shall indicate which bearers need to be re-established if the UE intends to re-establish the user plane on radio and S1 for some specified GBR bearers.

3.
The eNodeB derives the MME from the S-TMSI and from the indicated Selected Network. If no MME can be derived the eNodeB selects an MME.

Editor's note:
MME selection function needs to be resolved.


The eNodeB forwards the TAU Request message together with an indication of the Cell Global Identity of the cell from where it received the message to the new MME.

4.
The new MME sends an MME Context Request (S‑TMSI, old TAI) to the old MME to retrieve user information. The new MME derives the old MME from old TAI and old S-TMSI. 


FFS whether TAU Request message needs to be forwarded to old MME, e.g. to perform integrity check of the message if this cannot be done by the new MME. An alternative may be using an S-TMSI signature.
5.
The old MME responds with an MME Context Response (MME context (e.g. IMSI, Authentication Quintets, bearer contexts)). If the UE is not known in the old MME, the old MME responds with an appropriate error cause.

Editor's note:
It is FFS whether MME stores all bearer context parameters including PDN GW address or whether it needs to ask the Serving GW 

6.
The authentication functions are defined in the clause "Security Function". Ciphering procedures are described in clause "Security Function". If S‑TMSI allocation is going to be done and the network supports ciphering, the NAS messages shall be ciphered.

7.
The new MME sends an MME Context Acknowledge message to the old MME. The old MME marks in its context that the information in the GWs and the HSS are invalid. This ensures that the old MME updates the GWs and the HSS if the UE initiates a TAU procedure back to the old MME before completing the ongoing TAU procedure. If the security functions do not authenticate the UE correctly, then the TAU shall be rejected, and the new MME shall send a reject indication to the old MME. The old MME shall continue as if the Identification and Context Request was never received.

8.
The new MME validates the UE's presence in the (new) TA. If due to regional subscription restrictions or access restrictions the UE is not allowed to attach in the TA, the MME rejects the TAU Request with an appropriate cause. If subscription checking fails for other reasons, the MME rejects the TAU Request with an appropriate cause. If all checks are successful then the MME constructs an MM context for the UE.


The new MME verifies whether the old Serving GW can continue to serve the UE. If not it selects a new Serving GW as described under "GW selection function" and sends a Create Bearer Request (IMSI, bearer contexts, MME Context ID) message to the selected new Serving GW. The PDN GW address is indicated in the bearer Contexts.

9.
The new Serving GW sends Update Bearer Request message (Serving GW Address, Serving GW Tunnel Endpoint Identifier) to the PDN GW concerned.

Editor's note:
Steps 9 and 10 are specific for the GTP based option of S5/S8

10.
The PDN GW updates its bearer contexts and returns an Update Bearer Response (PDN GW TEID) message. 

11.
The Serving GW updates its bearer context. This allows the Serving GW to route Bearer PDUs to the PDN GW when received from eNodeB.


The Serving GW returns a Create Bearer Response (MME Context ID, Serving GW address and TEID for user plane, Serving GW Context ID) message to the new MME.

12.
The new MME sends an Update Location (MME Identity, IMSI) to the HSS.

13.
The HSS sends Cancel Location (IMSI, Cancellation Type) to the old MME with Cancellation Type set to Update Procedure.

14.
The old MME acknowledges with Cancel Location Ack (IMSI). 

15.
The HSS acknowledges the Update Location (Subscription Data) message by sending an Update Location Ack message to the MME after the cancelling of old MM context is finished. If the Update Location is rejected by the HSS, the MME rejects the TAU Request from the UE with an appropriate cause.

Editor's note:
Further considerations on subscription data handling needed, e.g. if transferred between MMEs, if inserted by separated procedure from HSS or combined with Update Location procedure

16.
If there are active bearers in the old MME for this particular UE and the new MME has indicated that Serving GW functionality is to be moved, the old MME deletes these bearers by sending Delete Bearer Request (TEID) messages to the Serving GW.

Editor's note:
It is FFS when this step is triggered, e.g. by step 7 (by an indication from new to old MME that old MME can release the Serving GW) or by step 13 

17.
The Serving GW acknowledges with Delete Bearer Response (TEID) messages.

18.
The MME sends a TAU Accept (S‑TMSI, TA list) message to the UE. S‑TMSI is included if the MME allocates a new S‑TMSI. This message is contained in an S1_MME control message Initial Context Setup Request. This S1 control message also includes the security context for the UE. And the QoS information needed to set up the radio bearer, as well as the TEID at the Serving GW used for user plane and the address of the Serving GW for user plane may also be included in this S1 control message if the user plane on radio and S1 for all the existing Non-GBR bearers and some existing GBR bearers need to be established during the TAU.
19. The eNodeB forwards the TAU Accept message (S-TMSI, TA List) to the UE. And if the user plane on radio and S1 for all the existing Non-GBR bearers and some existing GBR bearers need to be established during the TAU, the Radio Bearer Establishment Request message will be sent along to the UE.
20. If S‑TMSI was changed, the UE acknowledges the received S-TMSI by returning a TAU Complete message to the MME. And if the user plane on radio and S1 for all the existing Non-GBR bearers and some existing GBR bearers need to be established during the TAU, the Radio Bearer Establishment Response message will be sent along to the eNodeB.
21.
If S‑TMSI was changed, the UE acknowledges the received S-TMSI by returning a TAU Complete message to the MME.The eNodeB will forward the TAU Complete message to the MME if it receives this message from the UE. On the S1_MME reference point, this message is contained in an S1_MME control message Initial Context Setup Complete. And if the user plane on radio and S1 for all the existing Non-GBR bearers and some existing GBR bearers need to be established during the TAU, the TEID of the eNodeB and the address of the eNodeB used for downlink traffic on the S1_U reference point are included in this S1 control message.

22. The MME sends an Update Bearer Request (eNodeB address, eNodeB TEID) message to the Serving GW if the user plane on radio and S1 for all the existing Non-GBR bearers and some existing GBR bearers need to be established during the TAU.

23. The Serving GW acknowledges by sending Update Bearer Response to the MME.
**** End 2nd of changes ****
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