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Abstract: This paper discusses issues with the current architectural direction of IMS Centralized Services, which would force operators to continue to invest in CS core network resources in order to provide IMS services for UEs via CS access. 
1 Introduction
This paper analyzes IMS core network support for CS access and CS mobiles. Considerable effort has already gone into this subject, primarily via the IMS Centralized Services (ICS) work item in 3GPP R8, which is documented in TR 23.892. 
A major goal of ICS is to facilitate an increased investment in IMS core networks and services by providing IMS-based service equivalency across different access network types.  Certain operators question whether increased use of the CS core network is the best way to achieve this.  ICS, like the Voice Call Continuity (VCC) standardization in 3GPP R7, requires enhanced UEs and also results in an increased use of CS core network resources when the VCC UE and/or ICS UE is using CS access, e.g. ISUP trunks to the MGCF and USSD signalling through the CS core network.  While not all operators are in a rush to consolidate call control and service logic in the IMS core network, those who do want to expedite this evolution have few options in 3GPP outside of:

1. full MMtel-enabled IP-CAN overlay with CS access with accompanying penetration of IMS-capable UEs, or 
2. 3GPP-compliant ICS implementations, which increase CS core network resource requirements and require the deployment of ICS-capable UEs (must also be VCC capable if domain transfers are required)
This paper analyzes options to short-cut the CS core network, providing CS access directly to the IMS core network for either all or a subset of CS UEs. This allows an operator to expedite evolution to a single consolidated core network (i.e. IMS) without having to overlay an MMtel-enabled IP-CAN or engineer additional CS core network resources.  The ideas in this paper are meant to give operators an alternative for providing IMS centralized services for all UE types while also facilitating the evolution towards an all-IMS core network.
2 Background
2.1 VCC

3GPP R7 defined Voice Call Continuity, a mechanism by which a VCC-capable UE could transfer between CS and IMS domains without losing active calls. However, any service invocations (eg. CFx activation/deactivation, CW activation/deactivation, etc.) are not seamlessly transferred between CS and IMS networks. In addition, per 3GPP R7 standards any non-active (e.g. held/waiting) calls are automatically dropped by the VCC UE prior to transfer, and other services (e.g. conferencing) prevent the transfer altogether.

2.2 ICS

IMS standards introduced a major paradigm shift from CS standards when they mandated that all services run in the home network. An IM core network-based proxy element (P-CSCF) is responsible for proxying signalling between either home or visited IP-CANs (IP Connectivity Access Networks) and the home IMS core network.  This concept does not exist in the CS domain, which allows services to run at Visited MSCs in roaming networks once the HLR profile is downloaded.
3GPP TR 23.892 “IP Multimedia System (IMS) Centralized Services” proposes an architecture which allows implementation of services in IMS when the serving access network is in the home or visited CS domain, referred to as IMS Centralized Services (ICS).  While not a perfect analogy, an ICS UE using CS access effectively uses the CS core network (MSC, HLR, optionally the PSTN or other tandem network) plus select IMS components (HSS, MGCF, ICCF) as the IP-CAN into IMS.  The analogy is not entirely perfect because the TR has chosen to provide an AS (rather than a P-CSCF) appearance to IMS, similar to VCC.
The following sections describe identified limitations of the current ICS direction:
a) Increased CS Core Network Usage
A goal of the ICS work item is to allow an IMS operator to provide ICS to its subscribers with minimal impact in other PLMNs. Because IMS services run in the home network, there need to be minimal impacts on the visited network, in order to achieve a fast roll‑out of this feature. Whilst this goal is understandable, it also enforces the continued (and in fact, increased) use of the CS core network for the home operator until there is full penetration of IMS UEs and IP-CANs capable of bidirectional real-time multimedia, which in turn requires more OA&M and trunking/signalling resources between all MSCs and IMS for said operator.

The following is an excerpt from TR 22.892:

...a major attraction for service providers is the possibility for reducing core network complexity, maintenance and operation by offering all services from a single consolidated core network.
However, it is unattractive to operators to invest further in the legacy CS core network, when IMS is the agreed future path for all services (as per current EPS direction). A smoother and thus more attractive evolution path for operators would be to provide a means for connecting the existing CS access networks to an IMS core network, and thus enable the operator to invest in something that does not have a limited shelf life.
b) UE Enhancements Required

The following is an excerpt from the TR 22.892 “Study on IMS Centralized Services (ICS) Requirements”:

...although support for non-ICS enabled devices may be highly desired, it may not be pursued if the impacts for supporting such devices are extensive, or result in compromised performance, or are inconsistent with the paradigm of IMS based services.

However, TR 23.892 already concludes that ICS will only be possible with enhanced UEs (referred to as ICS UEs in this paper). The following is an excerpt from the Conclusion clause of TR 23.892:

7.1 Non ICS UE Support

During the course of this study, a number of alternative architectural solutions that enable Centralized IMS services without terminal upgraded have been proposed and documented in this report. As a result of analysis, the solution in the Architecture with VMSC enhancements clause is not recommended due to the impacts to the CS network elements such as the VMSC and solution in the Architecture without VMSC clause enhancements is recommended.  Furthermore, the use of CAMEL is recommended for this solution.

UE enhancements are undesirable to certain operators, particular if an architecture and solutions exists which can provide legacy CS UEs with a sufficient subset of services from IMS.

c) New Protocol, and using USSD Transport for this protocol
The TR proposes the definition of a new IMS CS Control Protocol (ICCP) which carries service intent inside USSD transport to a new IMS CS Control Function (ICCF), which in turn converts ICCP into SIP. While the flows are still being worked, usage of USSD stands to increase considerably as it would now be used for all ICS call originations/terminations in the CS domain, all mid-call service invocations and also potentially all ICS registrations in the CS domain. The following are identified limitations of USSD:

· USSD signalling traverses the HLR, and to avoid this requires specific network configuration changes.  Certain operators who want expedite evolution to an all IMS core network do not wish to see USSD signalling requirements increase at all.
· USSD has a 160 byte limit if using the standard GSM 7-bit character set.  While the definition of the protocol to be used within USSD is yet to be defined, this size limitation imposes limitations on what can be conveyed.  A new protocol, e.g. binary SIP, should be avoided.
· Only one transaction for USSD operations per user is allowed at a time, unlike SIP which can use application and (with TCP or SCTP) transport layer sequencing to overcome this bottleneck.
While it is recognised that the TR already notes the size limitation of USSD, and the actual ICCP is not yet fully defined, due to the aforementioned limitations, the use of this intermediate protocol seems highly undesirable and not fit for this purpose.
d) Complexity
The TR proposes the definition of a new IMS CS Control Protocol (ICCP) which carries service intent inside USSD transport to a new IMS CS Control Function (ICCF) which in turn converts ICCP into SIP. This signalling traverses the CS access network, VMSC, HLR/HSS and any other intermediate SS7 nodes (e.g. STPs). The TR also proposes continued use of standard CS-IMS bearer control signalling to establish the bearer connection to IMS i.e. DTAP + a trunking protocol (ISUP, BICC, SIP on the Mg reference point) + SIP on Ma/ISC. These two signalling types take different paths through the network and rendezvous at the ICCF which provides a Remote User Agent (RUA) component towards IMS on behalf of the UE.

Two separate signalling paths taken across so many CS and IMS core network components adds considerable complexity. Additional mechanisms need to be in place to ensure that signalling messages are not lost on either path.  This approach has been taken largely to minimize new development requirements on CS access/core network components and to work within existing interface and protocol definitions, however from an operator’s standpoint this results in considerable overhead in providing O&M.
3 Conclusions/Recommendations
An option needs to be provided for operators to consolidate services in a single (IMS) core network while capping investment and maintenance requirements in the CS core network.
Refer to S2-072483 for a discussion on an architectural alternative which allows direct CS access to IMS, facilitating the evolution towards an all IMS core network.
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