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Abstract of the contribution: This contribution discusses aspects of media independent mobility signalling based on IEEE 802 Media Independent Mobility Technology. The conclusion is that Inter System mobility might be supported using media independent signalling between 3GPP and non-3GPP accesses. Procedures and specific behaviour of logical entities using such signalling requires further study.
1. Introduction
We recognize the need to have recourse to a media independent explicit mobility signalling mechanism. Quoting Ericsson contribution number S2-070710, we also agree that “even network based mobility scheme needs some form of media independent explicit mobility signalling between the network and the terminal to coordinate the access change between UE and network”. Some aspects contained within IEEE 802 Media Independent Handover Technology can provide such signalling. We propose that the text and figures described in this document be added to the relevant specification describing this type of signalling.
2. Discussion

Media Independent Signalling
Media independent signalling assumes that it is possible to communicate or command actions between the terminal and the network once an access-dependent decision has been taken within a specific technology to leave the domain controlled by such technology.

This assumes that it is not required nor desired to introduce dependencies across different access technologies. Instead, it is more flexible having a controlling entity that can reside anywhere in the network, and that can use triggers from specific access technologies, (e.g., whether to leave or enter a specific access domain when a new access technology becomes available).
Although the media independent protocol that commands the change is access independent, the execution itself takes place using access specific procedures, thereby obviating the need to modify messages or procedures within a specific access technology.

One could compare this procedure to an end user that decides to power down one access technology while an alternate access is being powered up. Such procedure is defined within IEEE 802 specifications, through a “tool box” of services that can either be used as a whole or in part.
Thus, a host-based solution can benefit from IEEE 802 triggers as a means to expedite a change amongst access domains. Likewise, a network-based solution could benefit from the media independent commands defined in IEEE 802 to complement mobility between local and global domains.
. 
Terminal considerations in an Media Independent Environment
From S2-070710, it is mentioned that “for inter-access mobility, which is the scope for SAE, is a different scenario and the terminal will in this case need to have inter-access handover logic and to be able to hide access changes from the applications in the terminal”. S2-070710 further indicates that “In practice, using network based mobility in inter-access scenarios would require that the terminals internally implement some kind of a “pseudo mobility protocol/algorithm”, which links together the logically fully separate different physical interfaces”.

We agree with this statement and propose that an media independent mechanism be used to link multiple technologies, hiding the access layer from the application in the terminal. Such a mechanism is currently being defined within the IEEE 802 standards.

3. Conclusion

Once again quoting S2-070710, we acknowledge that “Network based approaches can be studied in parallel as an additional alternative for mobility between those accesses that provide support for the network based MM scheme”.
In a mixed environment where both host based and network based approaches are present, a media independent mobility technology, can gracefully aid in the integration of access specific technologies.
4. Proposal
4.1. Information Flow

We propose that the following information flow be included in 23.402 within section 5 (5.6 Handover). 
This information flow provides an IEEE 802.21 implementation of the 3GPP to non-3GPP access technology handover along with supportive text to provide detailed explanations of each message.
Preparation and Execution Phases
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1. The source eNodeB detects that a handover is required and informs the UE of the situation. The source eNodeB sends a Relocation Required message to the source SGSN/MME in the 3GPP network.

2. A Forward Relocation Request is then sent to the MIH-capable Serving GW to establish resources in the target access network.
3a & b. The MIH_N2N_HO_Commit Request message is sent by the MIH-capable Serving GW to the MIH-capable Trusted/Untrusted Non-3GPP Network GW. This message is used to request the preparation of link resources in order for a handover to be initiated. Upon successful completion, the Trusted/Untrusted Non-3GPP Network GW returns an MIH_N2N_HO_Commit Response.
4. A Forward Relocation Response message is generated upon reception of the MIH_N2N_HO_Commit messages.

5. After committing to the prepared link resources, a Relocation Command is issued by the source SGSN/MME to the source eNodeB.

6. The source eNodeB commands the UE to perform a handover to the target access network via a HO Command message. This message includes a transparent container including radio aspect parameters that the target access network has set-up in the preparation phase.
7. After handover completion, an MIH_N2N_HO_Complete Request message is generated by the MIH-capable Trusted/Untrusted Non-3GPP Network GW to indicate that the link has switched to the target access network.

8a & b. In accordance with the completion of the handover, Forward Relocation Complete and Forward Relocation Complete Ack messages are sent.
9a & b. The Serving GW informs the PDN GW that the MIH-capable Trusted/Untrusted Non-3GPP Network GW will now assume responsibility for the UE.
10. The MIH_N2N_HO_Complete Response message is used to notify the MIH-capable Trusted/Untrusted Non-3GPP Network GW upon completion of link establishment. 
4.2. Architecture Reference Model

We propose that the following figures be modified in 23.402 within section 4.2 (4.2.1 and 4.2.2). 

4.2.1
Non-Roaming Architecture
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Figure 4.2.1-1: Non-Roaming Architecture for non-3GPP Accesses within EPS
4.2.2
Roaming Architecture

[image: image3]
Figure 4.2.2-1: Roaming Architecture for non-3GPP Accesses, Home Routed

4.2. MIH Entity

We propose that the following definition be added in 23.402 within section 4.4. 

4.4.3.4
MIHE Media Independent Handover Entity

The MIHE is a logical entity that provides abstract services through a unified interface that is independent from the underlying access network. The MIH communicates with multiple access technologies using Media Independent Signalling.

MIHE offers the following services

· Command Service

· Information Service

· Event Service

These services are not dependent on one another and can be accessed individually.
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