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Abstract of the contribution:

This contribution proposes the architecture for optimized handover from 3GPP to non-3GPP IP Access systems. The tightly coupled handover procedure is discussed and it is proposed to add a new logical functional entity, called Non-3GPP Interworking Function (IWF), and a new interface between the MME and the IWF, called Sx. This interface enables the uniform handover procedure across the different non-3GPP access systems.
1. Introduction

LTE/SAE system has aimed to provide seamless service continuity to the user across the heterogeneous access systems, including 3GPP, 3GPP2, WiMAX, TISPAN and etc. However the handover procedure in the current architecture is expected to require significant time to complete. Optimization of this long duration procedure has not yet been considered.

In the SA#36 meeting, the SA plenary approved several requirements related to non-3GPP mobility support, SP‑070365 and SP‑070483 which clarify the service continuity requirements between the LTE and 3GPP2 access and the 3GPP and WiMAX access respectively. This paper proposes architecture to achieve these requirements with minimal impact to the 3GPP system.
2. Discussion
2.1 Requirement for mobility with non-3GPP systems

SA1 has approved several requirements related to support of non-3GPP mobility, which are reflected in ref [1], e.g:
Section 3.1 “Definitions”:

Service Continuity: The uninterrupted user experience of a service that is using an active communication (e.g. an ongoing voice call) when a UE undergoes a radio access technology change  or a CS/PS domain change without, as far as possible, the user noticing the change. 
Note: 
In particular Service Continuity encompasses the possibility that after a RAT / domain change the user experience is maintained by a different telecommunication service (e.g. tele- or bearer service) than before the RAT / domain change.
Section 5 “High level requirement”:

The evolved 3GPP system shall support service continuity between 3GPP access systems and also between 3GPP access systems and non 3GPP access systems whether the UE supports simultaneous radio transmission or not.

It shall be possible for the operator to provide the UE with access network information pertaining to locally supported non-3GPP access technologies. The access network information may also include operator preferences based on locally available 3GPP and non-3GPP access technologies. The information may be restricted to the access technologies, based e.g. on the UE’s current location and circumstances, or access networks the UE can use

Section 7.1.1 “Heterogeneous access systems mobility”

The evolved 3GPP system shall provide mobility mechanisms to support frequent handovers within and across 3GPP access systems and non 3GPP access systems in order to avoid service degradation.
Also SA#36 approved that,

7.1.4.x
Service continuity between 3GPP and WiMAX access on SAE
The evolved 3GPP system shall support bidirectional service continuity between WiMAX (IEEE 802.16e-2005 [x] profiles defined by the WiMAX Forum [y]) and GERAN PS.

The evolved 3GPP system shall support bidirectional service continuity between WiMAX (IEEE 802.16e-2005 [x] profiles defined by the WiMAX Forum [y]) and UTRAN PS.
The evolved 3GPP system shall support bidirectional service continuity between WiMAX (IEEE 802.16e-2005 [x] profiles defined by the WiMAX Forum [y]) and E-UTRAN.

Note: the above requirements assume that the service continuity takes place through the SAE Core Network.
7.1.4.x
Service continuity between LTE and 3GPP2 accesses on SAE
The evolved 3GPP system shall support bidirectional service continuity between cdma2000 1xRTT Revision A [x1], [x2], [x3], [x4], [x5], [x6], [x8], [x9] and LTE. 

Note 1:
if bi-directional support is not practical, service continuity from LTE to cdma2000 1xRTT Revision A should have the higher priority. 
Note 2
The CS component of cdma2000 1xRTT Revision A is not expected to be connected to the SAE.
The evolved 3GPP system shall support bidirectional service continuity between cdma2000 HRPD (1xEV-DO) Revision A [y], [x7], [x8], [x9] and LTE for best effort and real-time applications.

The evolved 3GPP system shall support bidirectional service continuity between cdma2000 HRPD (1xEV-DO) Revision 0 [z], [x7], [x8], [x9] and LTE for best effort applications. 
In the last SA2 meeting in Beijing, an architectural requirement to include mechanism to minimize the handover latency due to authentication and authorization for network access was approved. 3GPP TS 23.402 says,
4.1   General concepts

The mobility management procedures specified to handle mobility between 3GPP and non 3GPP accesses shall include mechanisms to minimize the handover latency due to authentication and authorization for network access. This applies to UEs either supporting simultaneous radio transmission capability or not supporting it.
2.2
Optimized Handover procedure between 3GPP and Non-3GPP systems

2.2.1
Overview

Currently, 3GPP TS 23.402 provides a loosely coupled handover procedure between the 3GPP and non-3GPP access system, i.e. the terminal initiates the attach procedure all over again in the target access system. However, this loosely coupled handover cannot fulfil the above requirements, especially in the case where dual radio capability is not available. In an effort to find a way to satisfy the requirements above, a RAN study item for non-3GPP mobility was kicked off recently. As a result of the study, it is highly anticipated that a new interface to deliver RAN configuration between the two access systems will be required. Considering that interfaces and procedures for delivery of RAN configuration parameters differ for each access system and that standardization procedures vary between SDOs, it is reasonable to define an interworking node between two access systems in order to accommodate these divergences . The following figures show the hypothetical architectures for handover with 3GPP2 HRPD and WiMAX systems. Only the relevant nodes are shown here. 
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<Fig 1> handover architecture
between 3GPP and 3GPP2
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<Fig 2> handover architecture
between 3GPP and WiMAX


As seen above, these non-3GPP access systems have a similar architecture. Taking this into consideration, we can consider a common non-3GPP access system and an Interworking Function having connection to a common non-3GPP access system can be defined. 3GPP may provide a common interface to the Interworking Function. The interface to the non-3GPP access system on the other side would be non-3GPP specific and out of scope of 3GPP.
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<Fig 3> Proposed architecture for the optimized handover
2.2.2
Non-3GPP Interworking Function (IWF)

The Non-3GPP Interworking Function is not a physical entity but a logical function, which may reside in either 3GPP CN nodes or Non-3GPP access system. 

Main functionality of IWF is translation of the messages between the interfaces relating to the handover procedure across the heterogeneous access systems. This includes conversion of bearer configuration and delivery of RAN container and UE context, including the security context. In this way the IWF provides for a uniform handover procedure regardless of the type of non-3GPP access system and lessens the burden to define different handover procedures for the each Non-3GPP access system. The IWF reduces the impact to the 3GPP system to a minimum.

In this paper, a reference point between the 3GPP CN nodes and the IWF, called Sx, is defined. The Sx interface plays an analogous role to the S3 interface (between 2G/3G and the EPS) in that it allows for tight coupling of the two systems in the form of optimized and prepared handover. The S3 can be expanded to support the non-3GPP system. An interface to the non-3GPP access system is out of scope of 3GPP.
3. Conclusion and Proposal

It is proposed here to add a new clause for Non-3GPP handover in the TR 23.882.

*** start of change ***

7.X.
Non-3GPP Handover

7.X.1
Description of Issue

The intent of this clause is to study alternative solutions for tightly coupled handover between 3GPP access system and Non-3GPP access system. By tightly coupled handover, it is meant that the UE won't go through a non-optimized initial attachment procedure, i.e. location update, authentication, authorization and service request after successfully attached to the target radio access.

Proposed solutions are required to satisfy the service continuity requirements from the 3GPP TS 22.278.

NOTE: The Non-3GPP IP Access specific procedure is out of this document.
7.x.2
Architecture Reference Model

7.x.2.1
Non-roaming Architecture
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7.x.2.2
Roaming Architecture
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7.x.3
Sx interface
This reference point is located between MME and trusted non-3GPP access. This reference point may be used to exchange Radio related and Bearer related information to enable “Make before Break” and to minimize handover latency due to authentication and authorization.
The Sx interface should be based on the same protocol to the S3 interface.
7.x.4
Non-3GPP Interworking Function (IWF)

The Non-3GPP Interworking Function is not a physical entity but a logical function, which may reside in either 3GPP CN nodes or the Non-3GPP access system. 

The main functionality of IWF is translation of the messages between interfaces relating to the handover procedure across the heterogeneous access systems. This includes conversion of bearer configuration and delivery of RAN container and UE context. including security context. In this way, the IWF provides a uniform handover procedure regardless of the type of non-3GPP access system and lessens the burden to define different handover procedures for the each Non-3GPP access system. The IWF reduces the impact to the 3GPP system to a minimum.

Functionality:

· Translation of the signalling messages between 3GPP system and non-3GPP system,

· Conversion of bearer configuration,
· Delivery of RAN container

· Delivery of UE context including security context
NOTE: An interface to the non-3GPP access system and non-3GPP specific functionality of the IWF is out of scope of 3GPP.
7.x.5
Procedure

7.x.5.1
E-UTRAN to Trusted Non-3GPP IP Access with PMIPv6 Handover for the Non-Roaming Scenario
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Figure 7.x.5.1-1: Handover from E-UTRAN to Trusted Non-3GPP IP Access with PMIPv6 on S2a

The steps involved in the handover are discussed below.

1)
The UE is connected in the E-UTRAN access and has a PMIPv6 tunnel on the S5 interface.

2)
The UE discovers the trusted non-3GPP IP access system and reports it to the E-UTRAN. The E-UTRAN concludes that it is proper to transfer the current sessions (i.e. handover) from the currently used E-UTRAN access to the discovered trusted non-3GPP IP access system.

3)
The source eNB sends a Relocation Required message to the source MME to request the CN to establish resources in the target Non-3GPP access system.

4)
The source MME will forward the request to the Handover Interworking Function (HO-IWF) using the Forward Relocation Request message.

5)
The HO-IWF requests the target Non-3GPP access system to prepare resources by sending the Handover Preparation Request. The information elements which this message includes vary depending on the type of the target Non-3GPP access system. At this time, the HO-IWF may perform the target access system dependent procedures including QoS conversion.

NOTE:
Implementation of this message is dependent on the target non-3GPP access system.

6)
The target Non-3GPP IP access system performs procedures to avoid the access authentication and authorization, i.e. pre-authentication. The address of the PDN GW may be conveyed to the PMA function in the Non-3GPP IP Access as part of this procedure.

7)
The target Non-3GPP IP access system allocates resources. The details of this non-3GPP access network specific signalling are out of scope of this document.

8)
The target Non-3GPP IP access system responds to the HO-IWF with the Handover Preparation Response message. This message includes the Information element concerning resources allocated in the target access system. 

NOTE
 Implementation of this message is dependent on the target non-3GPP access system.
9)
The HO-IWF sends a Forward Relocation Response to the source MME. This message includes in the transparent container the information of the resource which is prepared in the target access system.

10)
The source MME sends a Relocation command message to the source eNodeB.

11)
The Handover Command is sent to the UE. The UE must be aware that a handover to the non-3GPP access system is being performed. The information concerning the allocated resource in the target non-3GPP access system should be included in this message, i.e. contained in the transparent container.

12)
The UE detaches from the E-UTRAN access system and synchronizes to the new non-3GPP access system.

13)
After the UE has successfully synchronized to the target Non-3GPP access system, it sends a Handover Confirm message to the target access system. This message varies depending on the type of non-3GPP access system.
14)
The Non-3GPP access system may perform access-specific procedures.

15)
The non-3GPP access system sends a Handover Complete message to the HO IWF.

NOTE:
Implementation of this message is dependent on the target non-3GPP access system.
16)
The HO IWF sends a Forward Relocation Complete message to the source MME.

17)
The source MME responds with a Forward Relocation Complete Acknowledge message to the HO IWF.

18)
After step 15, the PMA function of the target non-3GPP access system sends Proxy Binding Update message to the PDN GW. 

Editor's Note: It is FFS that the address of the PDN GW is delivered in the Handover preparation request message in step 5.

19)
The PDN GW processes the Proxy Binding Update and updates the binding cache entry for the UE. The PDN GW then sends a Proxy Binding Acknowledgement to the PMA function in the non-3GPP IP Access.

Editor’s note: How the Proxy Binding Update message is secured is FFS.
20)
At his point, a PMIPv6 tunnel exists between the PDN GW and the non-3GPP IP Access.

21)
The source MME releases the resource in the E-UTRAN by sending the Release Resource message to the eNodeB.
7.x.5.2
Trusted Non-3GPP IP Access to E-UTRAN with PMIPv6 Handover for the Non-Roaming Scenario
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Figure 7.x.5.2-1: Handover from Trusted Non-3GPP IP Access to E-UTRAN with PMIPv6 on S2a

The steps involved in the handover are discussed below.

1)
The UE uses a trusted non-3GPP access system and is being served by a PDN GW. A PMIPv6 tunnel exists between the PDN GW and the Non-3GPP IP Access.

2)
The UE discovers the LTE access system and a HO decision from the Non-3GPP IP Access to the LTE access system is made.

3)
The Non-3GPP IP Access sends the Handover Preparation request message to the HO IWF to request the target E-UTRAN to allocate the resource. This message may include current radio configuration in the transparent container.

NOTE
 Implementation of this message is dependent on the target non-3GPP access system.
4)
The HO IWF selects the target MME and sends a Forward Relocation Request message to it, which includes the UE context manipulated by the HO IWF.

5)
The target MME selects the target Serving GW and sends a Create Bearer Request message to the selected target Serving GW, including information about the established bearers of the UE and identity of the PDN GW. The target Serving GW allocates TEIDs for the uplink traffic on the S1_U reference point (one TEID per bearer). The target Serving GW sends an acknowledgement message back to the target MME, which include these newly allocated TEIDs.

7)
The target MME sends Relocation Request message to the target eNodeB. This message creates the UE context in the target eNodeB, including information about the bearers, the target Serving GW identity, TEIDs, and the security context.

8)
The target eNodeB sends a Relocation Request Acknowledge message to the MME. This includes the TEIDs allocated at the target eNodeB for downlink traffic on S1_U reference point (one TEID per bearer).

9)
The target MME determines the use of direct or indirect forwarding, which is FFS. If indirect forwarding is not used, no message is sent in this step.

11)
The target MME sends a Forward Relocation Response message to the HO IWF.

12)
The HO IWF sends a Handover Preparation response message to the Non-3GPP IP Access. This message includes in the transparent container the information concerning the resource allocated in the target eNodeB.

NOTE
 Implementation of this message is dependent on the target non-3GPP access system.
13)
The Handover Command message is sent to the UE. This message is specific to the Non-3GPP IP Access and includes the information concerning the resource allocated in the target eNodeB.

14)
The UE detaches from the Non-3GPP IP Access and synchronizes to the new E-UTRAN access.

15)
After the UE has successfully synchronized to the target cell, it sends a Handover Confirm message to the target eNodeB.

16)
The target eNodeB sends a Relocation Complete message to the target MME. This includes TEIDs allocated at the target eNodeB for downlink traffic.

17)
The target MME sends a Forwards Relocation Complete to the HO IWF.

18)
The HO IWF in response sends a Forward Relocation Complete Acknowledge to the target MME.

19)
The HO IWF also sends the Handover Complete message to the Non-3GPP IP Access.

20)
The target MME sends an Update Bearer Request to the target Serving GW. The includes TEIDs allocated at the target eNodeB for downlink traffic.

21)
The Serving GW sends a Proxy Binding Update to the PDN GW. The PDN GW responds with a Proxy Binding Acknowledgement and updates the binding cache entry for the UE.

Editor’s note: How the Proxy Binding Update message is secured is FFS.
22)
The Serving GW sends an Update Bearer Response to the target MME.
*** end of change ***

4. References

[1]:
TS22.278 v8.1.0: Service requirements for evolution of the 3GPP system  

Sx





* Untrusted non-3GPP access requires ePDG in the data path





S2c





UE





S10





S11





MME





PDN Gateway





S2a





Rx+





S6c





S5





S3





S4





2G/3G SGSN





EUTRAN





S1-MME





S1-U





Non-3GPP Networks 











HPLMN





Ta*








Wa*








Trusted


 Non-3GPP IP Access





Untrusted


Non-3GPP IP Access





Wx*








Wm*








Operator’s IP Services 


(e.g. IMS, PSS etc.)








3GPP AAA 


Server








Wn*











Serving Gateway











S2b





ePDG











HSS





S6a





S7





PCRF





SGi








Trusted/Untrusted*


 Non-3GPP IP Access 


or 3GPP Access





2G/3G SGSN





EUTRAN





S1-MME





S1-U











S6c





S2b





S2a





S2a





Rx+





VPLMN





3GPP AAA 


Server





S6d





S7





S9





vPCRF











Non-3GPP Networks 





 Wd*





HPLMN





S8b





PDN


Gateway





Ta*








Wa*








Trusted


 Non-3GPP IP Access





Untrusted


Non-3GPP IP Access





Wx*








Wm*








Operator’s IP Services 


(e.g. IMS, PSS etc.)








3GPP AAA 


Proxy








Wn*





Sx





S2b





ePDG











HSS





S6a





S7





hPCRF





SGi





Serving


Gateway 





IWF





S4





S3





MME





S11





S10





UE








Trusted/Untrusted*


 Non-3GPP IP Access 


or 3GPP Access





S2c





S2c





* Untrusted non-3GPP access requires ePDG in the data path





IWF








3GPP

SA WG2 TD


_1243710017.vsd
Core Network


MME


Serving GW


PDN GW


eNodeB


AN


IWF


non-3GPP


3GPP


S11


S1_U


S1_MME


HSS


S5


AAA


Wx


Sx


S2a



_1243710031.vsd
PDN GW


MME


Serving GW


eNodeB


PCF


AN


IWF


S11


HRPD


3GPP


S1_U


S1_MME


HSS


S5


PDSN


AAA


Sx


S2a


Wx



_1243334593.vsd
UE


Trusted Non-3GPP IP Access


MME


EUTRAN


Serving GW


PDN GW/
HA


HO IWF


8. Relocation Request Acknowledge


4. Forward Relocation Request


3. Handover preparation request


12. Handover preparation response


11. Forward Relocation Response


7. Relocation Request


HSS/
AAA


13. Handover Command


15. Handover Confirm


19. Handover Complete


22. Update Bearer Response


Radio bearer and S1 bearer


2. Decision to perform handover to 3GPP IP Access


14. Detach from old RAT and synchronize to new RAT


1. PMIPv6 Tunnel


PMIPv6 Tunnel


5. Create Bearer Request


6. Create Bearer Response


9. Update Bearer Request


10. Update Bearer Response


16. Relocation Complete


17. Forward Relocation Complete


18. Forward Relocation Complete Acknowledge


20. Update Bearer Request


21b. Proxy BA


21a. Proxy BU



_1243438635.vsd
MME


Serving GW


PDN GW


eNodeB


ASN-GW


BS


HSS


IWF


WiMAX


3GPP


S2a


R4?


Sx


S11


S1_U


S1_MME


S5


Wx


AAA



_1243280907.vsd
UE


Trusted Non-3GPP IP Access


MME


EUTRAN


Serving GW


PDN GW/
HA


HSS/
AAA


HO IWF


1. Radio bearer and S1 bearer


PMIPv6 Tunnel


11. Handover Command


12. Detach from old RAT and synchronize to new RAT


3. Relocation Required


4. Forward Relocation Request


5. Handover preparation request


13. Handover Confirm


8. Handover preparation response


9. Forward Relocation Response


Non-3GPP dependent procedure


10. Relocation Command


14. Non-3GPP specific procedures


15. Handover Complete


16. Forward Relocation Complete


18. Proxy BU (MN-NAI)


19. Proxy BA


17. Forward Relocation Complete Ack


20. PMIPv6 Tunnel


2. Decision to perform handover to non-3GPP IP Access


6. Authentication and authorization


7. Allocate Radio Resource


21. Release Resources



