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Abstract of the contribution:

Procedures are proposed for 23.402 to support policy control signalling.

Introduction

Two possible approaches to the IETF variant of control could emerge from debate on QoS signalling: off-path or on-path employing a parallel diameter protocol mechanism. This contribution suggests information flows for both in order to enable concrete comparisons between the alternatives.

In the interest of making progress in 23.402 and in order to enable the discussion to become definite and detailed, four procedures are considered - Attachment, Dedicated Bearer Establishment, Handover with Serving Gateway Relocation and EUTRAN to non-3GPP Handover using S2a.

If these flows are acceptable, a follow up contribution will be provided.

Discussion

In the case of off-path signalling, we consider that QoS signallking will be performed by means of a mechanism  based on Release 7 PCC, with additional enhancements.  These enhancements would enable communication of policies and related parameters to the S-GW in the case of IETF based S5, S8 and for S2.

In order to better discuss these enhancements, the reference points i000000nvolved are further annotated in Figure 1 and 2.  

· S7a refers to PCRF and visited S-GW interaction

· S7b refers to PCRF and P-GW interaction

· S7c refers to PCRF and non-3GPP access policy enforcement entity interaction
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Figure 1: Off-Path Signalling
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Figure 2: Parallel, On-path Signalling


On-path signalling with a parallel diameter protocol mechanism was described in [S2-071713].  All control signalling occurs along the same path as the user plane traffic.

Diameter based signalling to a non-3GPP network may in fact be infeasible to implement in an 'on-path' or parallel manner, as the diameter termination may not be in the same node as the mobility termination.

The non-3GPP access may employ a stand-alone PCRF-like node. Alternatively, the PCRF functionality may be integrated in a non-3GPP specific gateway node.
There are differences between Off-Path (see Figure 1) and Parallel, On-Path (See Figure 2) - including:

a) In the case of Parallel, On-Path signalling, all control occurs through the P-GW.  In the case of Off-Path, the control flow originates in the PCRF in the home PLMN and may not pass through the P-GW.  This does not mean that it would be infeasible to define a notification mechanism such that all information passed along S9 destined for the visited or non-3GPP access could also be delivered by means of S7b to the P-GW.

b) The topology that is established between PCRF (by means of S9) in the off-path approach is replaced by a hierarchical use of Diameter signalling, as for example, between S7b, S8b, S2a arcs in Figure 2.

c) In the On-Path, Parallel approach each of the gateways constitutes a Diameter Agent, and the connection arcs between them (S5-IETF, S8b, S2a) require peering to be established and maintained.  In the Off-Path approach, the Diameter peer approach is based upon PCC (based upon Gx).  In either case, Diameter protocol termination needs to be reestablished in the case of S-GW relocation, but the details will differ.

d) The signalling path will differ in the two approaches.  Both are effectively identical, though the off-path approach in some cases requires more signalling steps.

Consider for example the delivery of location information to the P-GW over S5-IETF or S8b in order to facillitate charging.  In the On-Path, Parallel case, this information would be forwarded using Diameter in an analogous fashion to that employed by GTP.  In the case of Off-path, the location information would be supplied using S7b to the PCRF (and potentially over S9 in the roaming case), then to the P-GW using S7b.  Note that it is currently possible for the PCRF to obtain information from a gateway to formulate rules and also to present rules to a gateway for enforcement without solicitation.  The gateway in these two cases need not be identical.  Thus the S-GW can ascertain the location change, then by means of the PCRF infrastructure, inform the S-GW of the location information.

The off-path approach is preferable to the on-path, parallel signalling.  Please see [S2-07xxxx] where this is argued in detail.  This document elaborates both approaches in order to provide as much material as possible for making rapid progress after the SA2 working group decides upon a signalling approach.

Assumptions

This document follows the assumptions discussed in [S2-071402] (noted in Warsaw), with the exception of either employing On-Path, Parallel or Off-Path throughout.  S2-071402 document discusses S8b and its similarity to S2, whereas the scope of the discussion here is broader, namely the similaryt of S5-IETF, S8b and S2a.  Nevertheless, the core assumptions are the same:

· Flow based charging will occur in a single place.  In the case of home-routed traffic, the logical place for this to happen is in the P-GW of the home PLMN for 3GPP operators.  For non-3GPP operators (i.e., 3GPP2 or WiMAX) this assumption may not hold.  These operators may perform flow-based charging closer to the edge - either in the S-GW of a visited network  or 

· QoS policy will be applied at a SDF level.

· Policy information and recognition of the SDFs themselves are required at the 'access gateways' at which policy will be enforced.  This includes the S-GW in the home-routed or roaming cases in 3GPP EPS accesses and to a non-3GPP gateway in the case of non-3GPP access.  A Diameter protocol interaction will be used to distribute this information, either using On-Path, parallel or Off-path mechanisms.

· Other policy information besides QoS may be needed at the policy enforcement point (PCEF) and can be transferred as well.  For example, gating rules may be transferred to the S-GW or non-3GPP access.

1. Off-Path Signalling Procedures

1.1 Attachment

1.1.1 Attach via S5-IETF or S8b 

TS 23.402, Section 5.4.2.6 discusses initial attachment in the case of S5-IETF or S8b.  The interaction with the PCRF is left to the P-GW.  Assuming that the bearer binding occurs in the Serving GW for the IETF variant, this call flow must be modified.

Interaction with the PCRF directly allows the Serving GW to function as the PCEF for QoS.  The PDN GW also obtains policy information, as it may apply policy other than QoS (charging, gating or legal intercept, etc.).
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Figure 3a: Attach via S5-IETF and Off-Path Signalling
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Figure 3b: Attach via S8b and Off-Path Signalling

The following steps replace 12-18 in TS 23.402, Figure 5.4.2.6-1 and the procedure description in  section 5.4.2.6.

12) As specified in TS 23.401 Clause 5.3.2, The MME selects a Serving GW and sends a Create Default Bearer Request (IMSI, MME Context ID, MN-NAI,PDN GW address) message to the selected Serving GW.

Editor's note:
Whether additional parameters are needed is FFS.

Editor's Note:
PDN GW address and Serving GW address selection is as described in the clause "GW selection" in TS23.401
13) If dynamic policy is supported, the Serving GW must establish an IP CAN session, as per TS 23.203, section 7.2, step 2.  The Serving GW, in its capacity as a PCEF, determines that PCC authorization is required and requests the authorization of allowed service(s) and PCC Rule(s) information. The PCEF includes the following information, IP-CAN type and, if available, the default IP CAN bearer establishment modes available. In the case of S8b (Figure 3b), this procedure differs from that of IETF-S5 (Figure 3a) in that the vPCRF must inform the hPCRF of the established session.

14) The PCRF sends the decision(s), including the chosen IP CAN bearer establishment mode, to the PCEF.  The Serving GW (PCEF) enforces the decision.  In the case of S8b (Figure 3b), this procedure differs from that of IETF-S5 (Figure 3a) in that the vPCRF must inform the hPCRF of the established session.

15) If dynamic policy is supported, the PDN GW must establish an IP CAN Session for the UE as well, corresponding to that  of  the Serving GW.  The IP CAN Session Prompt informs the PDN GW that it must proceed with IP CAN Session Establishment.

16) The PDN GW initiates an IP CAN session, as per TS 23.203, section 7.2, step 2.  The PDN GW, in its capacity as a PCEF, is informed by the PCRF that PCC authorization is required and requests the authorization of allowed service(s) and PCC Rule(s) information. The PCEF includes the following information, IP-CAN type and, if available, charging modes available.

17) The PCRF sends the decision(s), including the chosen IP CAN bearer establishment mode, to the PCEF.  The PDN GW (PCEF) enforces the decision.

Editor's note: How the QoS is applied for the IETF based S5 or S8b interface is FFS.
18) The Serving GW sends Proxy Binding Update to the PDN GW.
Editor's note: How the Proxy Binding Update message is secured is FFS.

Editor's note: It is FFS whether the Proxy Binding Update suffices to provide equivalent functionality to the GTP "Create Bearer Request" message and if additional messages are needed.
19) The PDN GW may perform authentication and authorization of the PMA in the Serving GW based on the information received from the AAA server. It is FFS when this step is used, e.g., the PDN GW may have received all needed information before this attachment. If the PMA is successfully authenticated and authorized, the PDN GW allocates a PDN address for the UE.
20) 
21) The PDN GW processes the binding update and creates a binding cache entry for the UE. The PDN GW sends Proxy Binding Acknowledgment to the Serving GW including the PDN address allocated for the UE.
22) The PMIPv6 tunnel is set up between the Serving GW and the PDN GW.
23) As specified in TS 23.401 Clause 5.3.2, The Serving GW returns a Create Default Bearer Response (PDN Address, Serving GW address for User Plane, Serving GW TEID for User Plane, Serving GW Context ID) message to the MME.
Editor's note:
Whether additional parameters are needed is FFS.
1.1.2 Attach via S2a

Steps 8 to 10 establish the 'second leg' of the PCC system.  That is, there must be agreement in policy control between the Serving GW and the PDN GW.  The Serving GW will serve as the PCEF, according to the assumptions above.  The PDN GW may also be configured with certain (non-QoS) policies, such as gating or legal intercept.
The following figure is intended to replace Figure 5.4.2.3.3-1 in Section 5.4.2.3.3 of 3GPP TS 23.402.
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Figure 4: Attachment via S2a with Off-Path Signalling

The procedure description remains largely the same as that in section 5.4.2.3.3.

1)
The initial Non-3GPP access specific L2 procedures are performed. These procedures are Non-3GPP access specific and are outside the scope of 3GPP;
2)
The EAP authentication procedure is initiated and performed involving the UE, Trusted Non-3GPP IP Access and the 3GPP AAA Server. In the roaming case, there may be several AAA proxies involved. The PDN Gateway address is determined at this point as described in section 5.4.2.1.  The PDN GW information is returned as part of the reply from the 3GPP AAA Server to the PMA in the trusted non-3GPP access. This may entail an additional name resolution step, issuing a request to a DNS Server;
3)
After successful authentication and authorization, the L3 attach procedure is triggered;

Editor's note:
The details of this step including selection of PMIP vs CMIP is FFS.
4)
If dynamic policy is supported, the Trusted Non-3GPP IP Access must establish an IP CAN session, as per TS 23.203, section 7.2, step 2.  The Trusted Non-3GPP IP Access, in its capacity as a PCEF, determines that PCC authorization is required and requests the authorization of allowed service(s) and PCC Rule(s) information. The PCEF includes the following information, IP-CAN type and, if available, the default IP CAN bearer establishment modes available;

5)
The vPCRF requests an IP CAN session from the hPCRF;

6)
The hPCRF sends the decision to the vPCRF;

7)
The vPCRF sends the decision(s), including the chosen IP CAN bearer establishment mode, to the PCEF.  The Trusted Non-3GPP IP Access (PCEF) enforces the decision;

8)
If dynamic policy is supported, the PDN GW must establish an IP CAN Session for the UE as well, corresponding to that  of  the Serving GW.  The IP CAN Session Prompt informs the PDN GW that it must proceed with IP CAN Session Establishment.;
9)
The PDN GW initiates an IP CAN session, as per TS 23.203, section 7.2, step 2.  The PDN GW, in its capacity as a PCEF, is informed by the PCRF that PCC authorization is required and requests the authorization of allowed service(s) and PCC Rule(s) information. The PCEF includes the following information, IP-CAN type and, if available, charging modes available;

10)
The PCRF sends the decision(s), including the chosen IP CAN bearer establishment mode, to the PCEF.  The PDN GW (PCEF) enforces the decision;

11)
PMA function of Trusted Non-3GPP IP Access sends Proxy Binding Update message to PDN GW;

Editor's note:
How the Proxy Binding Update message is secured is FFS.

12)
The selected PDN GW informs the 3GPP AAA Server of its address;

Editor's note:
It is FFS whether this step can be avoided, e.g. if the PDN GW address is already known by the AAA/HSS by other means.
13)
The PDN GW processes the proxy binding update and creates a binding cache entry for the UE. The PDN GW allocates IP address for the UE. The PDN GW then sends a proxy binding acknowledgement to the PMA function in Trusted Non-3GPP IP Access, including the IP address(s) allocated for the UE;
NOTE:
If UE requests for both IPv4 and IPv6 addresses, both are allocated.  If the UE requests for only IPv4 or IPv6 address only one address is allocated accordingly.

Editor's note:
It is FFS which entity stores the allocated PDN GW IP Address.

14)
The PMIPv6 tunnel is set up between the Trusted Non-3GPP IP Access and the PDN GW;

15)
L3 attach procedure is completed. IP connectivity between the UE and the PDN GW is set for uplink and downlink directions.

Editor's note:
The details of this step is FFS
1.2 Dedicated Bearer Establishment

1.2.1 Dedicated Bearer Establishment via S5-IETF

The following is intended to be added as a new section, under 5.5

5.5.x. Dedicated Bearer Establishment

5.5.x.1. Dedicated Bearer Establishment with use of S5-IETF
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Figure 5.5.x.1-1: Dedicated Bearer Establishment via S5-IETF
1.
For IETF-based S5: Optionally, the PCRF sends a PCC decision provision (Charging, Gating, and other non-QoS policy) message to the PDN GW. If the PCC architecture is not present, the PDN GW may apply a local policy.
2.
For IETF based S5/S8: If the dedicated bearer activation procedure was triggered by a PCC Decision Provision message from the PCRF, the PDN GW indicates to the PCRF whether the requested PCC decision (Charging, Gating and other non-QoS policy) could be enforced or not by sending a Provision Ack message. 

3.
For IETF-based S5: Optionally, the Serving GW uses this QoS policy to assign the bearer QoS, i.e., it assigns the values to the bearer level QoS parameters (excluding AMBR); see clause 4.6.2. The Serving GW sends a Create Dedicated Bearer Request message (Bearer QoS, UL TFT, S5/S8 TEID) to the MME.
Editor's note:  The identifier(s) used for bearer identification and linking with the default bearer is FFS.

4.
The Serving GW sends the Create Dedicated Bearer Request (Bearer QoS, UL TFT, S1-TEID) message to the MME. 

5.
The MME builds a Session Management Configuration IE including the UL TFT. The MME then signals the Bearer Setup Request (Bearer QoS, Session Management Configuration, S1-TEID) message to the eNodeB. 
6.
The eNodeB maps the bearer QoS to the Radio Bearer QoS. It then signals a Radio Bearer Setup Request (Radio Bearer QoS, Session Management Configuration) message to the UE. The UE uses the uplink packet filter (UL TFT) to determine the mapping of service data flows to the radio bearer. 

NOTE:
The details of the Radio Bearer QoS are specified by RAN2.
7.
The UE NAS layer builds a Session Management Response IE. The UE then acknowledges the radio bearer activation to the eNodeB with a Radio Bearer Setup Response (Session Management Response) message. 

8.
The eNodeB acknowledges the bearer activation to the MME with a Bearer Setup Response (S1-TEID, Session Management Response) message. The eNodeB indicates whether the requested Bearer QoS could be allocated or not. 

9.
The MME acknowledges the bearer activation to the Serving GW by sending a Create Dedicated Bearer Response (S1-TEID) message. 
10.
For IETF based S5/S8: If the dedicated bearer activation procedure was triggered by a PCC Decision Provision message from the PCRF, the Serving GW indicates to the PCRF whether the requested PCC decision (QoS policy) could be enforced or not by sending a Provision Ack message. 

NOTE:
The exact signalling of step 1 and 10 (e.g. in case of local break-out) is outside the scope of this specification. This signalling and its interaction with the dedicated bearer activation procedure are to be specified in 3GPP TS 23.203 [6]. Steps 1 and 10 are included here only for completeness.
1.2.2 Dedicated Bearer Establishment via S8b

The following is intended to be added as a new section, under 5.5

5.5.x.2. Dedicated Bearer Establishment with use of S8b
The only difference between the use of S5-IETF and S8b is in the use of S9 to indirectly provision a PCC Decision to the  Serving GW, by way of the vPCRF.
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Figure 5.5.x.2-1: Dedicated Bearer Establishment with use of S8b
1)
Optionally, the PCRF sends a PCC decision provision (Charging, Gating, and other non-QoS policy) message to the PDN GW. If the PCC architecture is not present, the PDN GW may apply a local policy.
2.
If the dedicated bearer activation procedure was triggered by a PCC Decision Provision message from the PCRF, the PDN GW indicates to the PCRF whether the requested PCC decision (Charging, Gating and other non-QoS policy) could be enforced or not by sending a Provision Ack message. 

3.
The hPCRF sends a PCC decision provision which is relayed by the vPCRF to the Serving GW. Optionally, the Serving GW uses this QoS policy to assign the bearer QoS, i.e., it assigns the values to the bearer level QoS parameters (excluding AMBR); see clause 4.6.2 in 3GPP TS 23.401. The Serving GW sends a Create Dedicated Bearer Request message (Bearer QoS, UL TFT, S5/S8 TEID) to the MME.

Editor's note:  The identifier(s) used for bearer identification and linking with the default bearer is FFS.

4.
The Serving GW sends the Create Dedicated Bearer Request (Bearer QoS, UL TFT, S1-TEID) message to the MME. 

5.
The MME builds a Session Management Configuration IE including the UL TFT. The MME then signals the Bearer Setup Request (Bearer QoS, Session Management Configuration, S1-TEID) message to the eNodeB. 
6.
The eNodeB maps the bearer QoS to the Radio Bearer QoS. It then signals a Radio Bearer Setup Request (Radio Bearer QoS, Session Management Configuration) message to the UE. The UE uses the uplink packet filter (UL TFT) to determine the mapping of service data flows to the radio bearer. 

NOTE:
The details of the Radio Bearer QoS are specified by RAN2.
7.
The UE NAS layer builds a Session Management Response IE. The UE then acknowledges the radio bearer activation to the eNodeB with a Radio Bearer Setup Response (Session Management Response) message. 

8.
The eNodeB acknowledges the bearer activation to the MME with a Bearer Setup Response (S1-TEID, Session Management Response) message. The eNodeB indicates whether the requested Bearer QoS could be allocated or not. 

9.
The MME acknowledges the bearer activation to the Serving GW by sending a Create Dedicated Bearer Response (S1-TEID) message. 

10.
If the dedicated bearer activation procedure was triggered by a PCC Decision Provision message from the vPCRF, the Serving GW indicates to the vPCRF whether the requested PCC decision (QoS policy) could be enforced or not by sending a Provision Ack message. This message is relayed by the vPCRF to the hPCRF.
NOTE:
The exact signalling of step 1 and 10 (e.g. in case of local break-out) is outside the scope of this specification. This signalling and its interaction with the dedicated bearer activation procedure are to be specified in 3GPP TS 23.203 [6]. Steps 1 and 10 are included here only for completeness.
1.2.3 Dedicated Bearer Establishment using S2a

The following is intended to be added as a new section, under 5.5

5.5.x.3. Dedicated Bearer Establishment with use of S2a
The policy distribution distribution occurs over the S9 topology to the vPCRF in the non-3GPP access.  The means by which this policy is enforced is specific to the non-3GPP access.
[image: image8.png]Trusted
Non-3GPP
Access GW

VPCRF

PDN GW

hPCRF

T
1. PCC Decision Provision

2. PCC Dx

ion| Provision

4. Access-
specific
mechanism
to enforce
the policy.

5. Provision A ck





Figure 5.5.x.3-1: Dedicated Bearer Establishment with use of S2a
1)
Optionally, the hPCRF sends a PCC decision provision (Charging, Gating, and other non-QoS policy) message to the PDN GW. If the PCC architecture is not present, the PDN GW may apply a local policy.
2.
If the dedicated bearer activation procedure was triggered by a PCC Decision Provision message from the hPCRF, the PDN GW indicates to the PCRF whether the requested PCC decision (Charging, Gating and other non-QoS policy) could be enforced or not by sending a Provision Ack message. 

3.
The hPCRF sends a PCC decision provision to the vPCRF.  This message is relayed by the vPCRF to the Trusted Non-3GPP Access GW. Optionally, this GW uses this QoS policy to assign the bearer QoS, i.e., it assigns the values to the bearer level QoS parameters (excluding AMBR); see clause 4.6.2 in 3GPP TS 23.401. 
4.
The Trusted Non-3GPP Access GW employs an access specific mechanism to enforce the policy.

5.
If the dedicated bearer activation procedure was triggered by a PCC Decision Provision message from the vPCRF, the Trusted Non-3GPP Access GW indicates to the vPCRF whether the requested PCC decision (QoS policy) could be enforced or not by sending a Provision Ack message. This message is relayed by the vPCRF to the hPCRF.

Editor's note:  The identifier(s) used for bearer identification and linking with the default bearer is FFS.

1.3 Serving GW Relocation as a result of Handover

Aside from interactions between the target and source Serving GW and the PCRF infrastructure, no change from the CN relocation procedure in TS 23.401, Annex C is proposed.

The motivation for these changes is that as the Serving GW (not the PDN GW) will perform bearer binding, it must maintain a policy distribution interface with the PCRF.  In the case of Serving GW relocation, new S7 instances must be established.  Upon retiring a 'source Serving GW', the session with the PCC infrastructure is terminated.

The following is intended to be added as a new section, under 5.5

5.5.y. Active Mode Relocation supported by S5-IETF and S8b
The Active Mode Relocation procedure only requires three changes in case IETF-based S5 or S8 are deployed.

First, in step 4a.1 the target Serving GW establishes a S7 diameter session with the PCRF, requesting QoS policies so it can serve as the PCEF after the relocation.  Step 4a.2 returns the policy decision from the PCRF.

Second, in step 16a and 16b, the user plane is established between the target Serving GW and the PDN GW.  During the time between step 12 and the completion of 16b, uplink user data will have to be buffered by the target Serving GW.

Third, in step 21e.1, the IP CAN Session established between teh source Serving GW and the PCRF function is terminated.  The PCRF function responds in step 21e.2.
Editor's Note: The procedure introduced in this section is based on 3GPP TS 23.401, Annex C. The Active Mode Relocation procedure has not yet been decided.  As it evolves and completes, it is expected that this section will track the changes.
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Figure 5.5.y-1: Core Node Relocation with IETF based S5 and S8 
4.
It is FFS which node decides if the Serving GW needs to be relocated. 

4a-
If the Serving GW is not relocated, no message is sent in this step. In this case, the target Serving GW is identical to the source Serving GW.
4a.1
If dynamic policy is supported, the Target Serving GW must establish an IP CAN session, as per TS 23.203, section 7.2, step 2.  The Target Serving GW, in its capacity as a PCEF, determines that PCC authorization is required and requests the authorization of allowed service(s) and PCC Rule(s) information. The PCEF includes the following information, IP-CAN type and, if available, the default IP CAN bearer establishment modes available.
4a.2
The PCRF sends the decision(s), including the chosen IP CAN bearer establishment mode, to the PCEF.  The Target Serving GW (PCEF) enforces the decision.
4b-
If the Serving GW is relocated, the target MME selects the target Serving GW and sends a Create Bearer Request message to the selected target Serving GW, including information about the established bearers of the UE and identity of the PDN GW and its TEIDs. The target Serving GW allocates TEIDs for the uplink traffic on S1_U reference point (one TEID per bearer). The target Serving GW sends an acknowledgement message back to the target MME, which include these newly allocated TEIDs. 

5.
The target MME sends Relocation Request message to the target eNodeB. This message creates the UE context in the target eNodeB, including information about the bearers, the target Serving GW identity, TEIDs, and the security context. The target eNodeB sends a Relocation Request Acknowledge message to the MME. This includes the TEIDs allocated at the target eNodeB for downlink traffic on S1_U reference point (one TEID per bearer), and the TEIDs to be used for packet forwarding to the target eNodeB. 

...

12.
After the UE has successfully synchronized to the target cell, it sends a Handover Confirm message to the target eNodeB. Downlink packets forwarded from the source eNodeB can be sent to the UE. Also, uplink packets can be sent from the UE, which are forwarded to the target Serving GW.  The Serving GW must buffer the uplink packets until step 16b completes.
13.
The target eNodeB sends a Relocation Complete message to the target MME. This includes TEIDs allocated at the target eNodeB for downlink traffic. This is FFS as it is FFS if the TEIDs used for forwarding are different from the TEIDs used for downlink packets.

14.
The target MME sends a Forward Relocation Complete to the source MME. The source MME in response sends a Forward Relocation Complete Acknowledge to the target MME. 

15.
The target MME sends an Update Bearer Request to the target Serving GW. This includes the TEIDs allocated at the target eNodeB for downlink traffic. 

16
If the Serving GW is not relocated, no message is sent in this step.

a) The Target Serving GW sends a Binding Update message to the PDN GW.


b) The PDN GW sends a Binding Acknowledgement to the Target Serving GW.


Uplink data may now be sent from the Target Serving GW to the PDN GW.
17.
The target Serving GW sends an Update Bearer Response to the target MME. 

18.
After the source MME has received the Forward Relocation Complete message, it sends a Release Resources message to the source eNodeB. The source eNodeB can the release resources in the source eNodeB. The timing of this message and the timing of releasing the resources are FFS.

...

20.
The target MME may optionally authenticate the UE

21.

a.
The target MME updates the HSS by sending an Update Location message

b.
The HSS sends a Cancel Location message to the source MME.

c.
The source MME sends a Cancel Location Ack message to the HSS. 

d.
After the HSS has received the Cancel Location Ack message, it sends an Update Location Ack to the target MME. 

e.
The source MME releases the bearer in the source Serving GW by sending a Delete Bearer Request message. Note that if the Serving GW is not relocated, only the signalling relationship is released between the Serving GW and the source MME, but the UE context continues to exist in the Serving GW.
e1.
GW indicates to the hPCRF that its IP CAN Session can be terminated.
e2.
The PCRF removes the information related to the terminated IP CAN Session and acknowledges to the PCEF that the PCRF handling of the IP CAN Session has terminated.
f.
The source Serving GW sends a Delete Bearer Response to the source MME. 

22.
The target MME sends a Tracking Area Update Accept to the UE, which include a new S-TMSI allocated by the target MME. 

1.4 EUTRAN to non-3GPP Handover using S2a

In this procedure, we consider handover in the roaming case, where the traffic is anchored in the Serving GW before but not after the handover to trusted non-3GPP.

The changes are to be applied to TS 23.402, Annex C.1.2.  Replace the procedure diagram as well as the description.
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Figure C.1.2-1: Handover from E-UTRAN to Trusted Non-3GPP IP Access with PMIPv6 on S2a and S5 interfaces
Editor's Note:  These flows do not show the setup of QoS in the non-3GPP IP access and interactions with the PCC architecture. These are FFS.

Editor's Note:  It is FFS how the QoS bearers on S5 interface are handed-over.

1)
The UE is connected in the E-UTRAN access and has a PMIPv6 tunnel on the S5 interface.

2)
The UE discovers the trusted non-3GPP IP access system and determines to transfer its current sessions (i.e. handover) from the currently used E-UTRAN access to the discovered trusted non-3GPP IP access system. The mechanisms that aid the UE to discover the trusted non-3GPP IP access system, are specified in section 5.3 (Network Discovery and Selection).
3)
The initial Non-3GPP access specific L2 procedures are performed. These procedures are Non-3GPP access specific and are outside the scope of 3GPP.
4)
The EAP authentication procedure is initiated and performed involving the UE, Trusted Non-3GPP IP Access and the 3GPP AAA Server. In the roaming case, there may be several AAA proxies involved. As part of the authentication procedure, the IP address of the PDN GW that needs to be used is conveyed to PMA in the trusted Non-3GPP IP Access.

Editor's Note:  It is FFS if the AAA Server interacts with the HSS to provide the IP address of the PDN GW serving the UE.

5)
After successful authentication and authorization, the L3 attach procedure is triggered.

6)
the Trusted Non-3GPP IP Access must establish an IP CAN session, as per TS 23.203, section 7.2, step 2.  The Trusted Non-3GPP IP Access, in its capacity as a PCEF, determines that PCC authorization is required and requests the authorization of allowed service(s) and PCC Rule(s) information. The PCEF includes the following information, IP-CAN type and, if available, the default IP CAN bearer establishment modes available;

7)
The vPCRF requests an IP CAN session from the hPCRF;

8)
The hPCRF sends the decision to the vPCRF;

9)
The vPCRF sends the decision(s), including the chosen IP CAN bearer establishment mode, to the PCEF.  The Trusted Non-3GPP IP Access (PCEF) enforces the decision;
10)
The hPCRF informs the PDN GW of the radio characteristics of the new IP CAN session.  The PDN GW (PCEF) will enforce the rules provided.
11)
The PDN GW acknowledges its receipt of the rules.
12)
PMA function of Trusted Non-3GPP IP Access sends Proxy Binding Update message to PDN GW.

Editor's note:  How the Proxy Binding Update message is secured is FFS.

13)
The PDN GW processes the proxy binding update and modifies the  binding cache entry for the UE. The PDN GW confirms the IP address(es) for the UE sending a proxy binding acknowledgement to the PMA function in Trusted Non-3GPP IP Access, including the IP address(es) allocated for the UE.

Editor's note:  Whether the PDN GW should inform the 3GPP AAA server/HSS that it is serving the UE is FFS. It is FFS which entity stores the allocated PDN GW IP Address.

14)
The PMIP tunnel is set up between the Trusted Non-3GPP IP Access and the PDN GW.

15)
L3 attach procedure is completed. IP connectivity between the UE and the PDN GW is set for uplink and downlink directions. UE resumes data communication over the trusted non-3GPP IP access system.

Editor's Note:  The point at which resources in the E-UTRAN access are torn down is FFS.
16)
The Serving GW indicates to the hPCRF that its IP CAN Session can be terminated.
17)
The PCRF removes the information related to the terminated IP CAN Session and acknowledges to the PCEF that the PCRF handling of the IP CAN Session has terminated.
2. On-Path, Parallel Signalling Procedures

The procedures in this section are intended for comparison and discussion only.  They do not provide fully documented procedure steps nor are they intended to serve as the basis for changes in the TS (in their current state).
2.1 Attachment

2.1.1 Attach via S5-IETF or S8b

TS 23.402, Section 5.4.2.6 discusses initial attachment in the case of S5-IETF or S8b.  The interaction with the PCRF is left to the P-GW.  Assuming that the bearer binding occurs in the Serving GW for the IETF variant, this call flow must be modified.
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Figure 10: Attach via S5-IETF or S8b and on-path, parallel signalling

The PCEF for QoS is located in the Serving GW. The Serving GW has no direct S7 interface to the PCRF.  Instetad, the Serving GW employs an indirect path over S5-IETF or S8b.  The PDN GW then provides PCRF interaction on the Serving GW's behalf.

The Serving GW sends sufficient parameters to the PDN GW in the On-Path Diameter Session Establishment so that the PDN GW may interact with the PCRF on the Serving GW's behalf. 

The PDN GW may also obtain non-QoS policy information at the same time as it interacts with the PCRF (in step 17).  The PDN GW can obtain and then enforce charging, gating, legal intercept, etc.
2.1.2 Attach via S2a
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Figure 11: S2a Attachment with On-Path Parallel Signalling

The non-3GPP access initiates a request to obtain policy directly.  It follows the same path as the subsequent binding update.  

Step 4 (the On-Path Diameter Session Establishment message) is needed to establish the on-path parallel signalling interface between the Trusted Non-3GPP access and the PDN GW. 

Steps 5-6 are essentially the same steps as used to perform IP CAN session establishment in Gx.

Step 7 returns the policy decision to the Trusted Non-3GPP access and completes the On-Path Diameter session establishment.  The Trusted Non-3GPP access serves as the PCEF for the rules provided.

All other steps remain the same as the existing procedure in TS 23.402.
2.2 Dedicated Bearer Establishment

2.2.1 For S5-IETF and S8b
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Figure 12: Dedicated Bearer Establishment for S5-IETF and S8b, using On-Path Parallel Signalling

The flow of information resembles that for the GTP variant of S5 and S8, however there are differences.  

In step 1, the PCC decision is provided to the PDN GW solely to forward it to the Serving GW. The PCEF resides in the Serving GW not the PDN GW for S5-IETF and S8b.

In step 2, instead of sending a Create Bearer Request message from the PDN GW to the Serving GW, the PDN GW instead sends an On-Path PCC Provision message using the existing established Diameter based parallel signalling interface. 

In step 9, the On-Path PCC Provision Ack is sent from the Serving GW to the PDN GW by means of the parallel on-path signalling interface, in order that the PDN GW can respond to the PCRF.

In step 10 the PDN GW responds on behalf of the Serving GW.
2.2.2 For S2a

The policy distribution distribution occurs by means of the PDN GW in the home PLMN.  The policy is communicated with the Trusted Non-3GPP Access GW in the non-3GPP access by way of the on-path parallel interface established during attachment (see 2.1.2, Step 4). The means by which this policy is enforced is specific to the non-3GPP access.
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Figure 13: Dedicated Bearer Establishment for S2a, using On-Path Parallel Signalling
2.3 S-GW Relocation as a result of Handover

Aside from interactions between the target and source Serving GW and the PCRF infrastructure, no change from the CN relocation procedure in TS 23.401, Annex C is proposed. 

The motivation for these changes is that as the Serving GW (not the PDN GW) will perform bearer binding, it must maintain a policy distribution interface with the PCRF.  In the case of Serving GW relocation, new diameter peering instances must be established to support On-Path, Parallel signalling.  Upon retiring a 'source Serving GW', the diameter session with the PDN GW is released.

There are three interactions required to support Serving GW relocation in this manner.  

First, the on-path diameter session between the Target Serving GW and the PDN must be established.  This session is per UE, whereas the association between the PDN GW to the hPCRF is for all UEs (it is shared).

Second, the Proxy MIP binding update / binding ack must be exchanged, triggered by the update bearer request in step 15.  Note that uplink traffic must be buffered by the Target Serving GW until the PMIP tunnel is complete.

Third, the on-path diameter session between the Target Serving GW and the PDN GW is freed in step 21e.1.
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Figure 14: Dedicated Bearer Establishment via S5-IETF, On-path signalling

2.4 EUTRAN to non-3GPP Handover using S2a

This procedure modifies Annex C.1.1 in TS 23.402, both the procedure and Figure C.1.1-1.
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Figure 15: EUTRAN to non-3GPP Handover using S2a, On-Path, Parallel Signalling

Steps 1-5 remain unchanged.

6) A diameter peering session is established between the Trusted Non-3GPP Access and the PDN GW in order to support On-Path, Parallel signalling.  As par tof this session establishment, the Trusted Non-3GPP access indicates that it needs a session with the PCRF by means of the on-Path, Parallel signalling interface established in step 6, over S2a.

7) The PDN GW establishes an IP CAN Session with the hPCRF on behalf of the Trusted Non-3GPP IP Access.  It is that Access and not the PDN GW that serves as the PCEF.

8) The response from the PCRF is returned to the PDN GW.  This is forwarded to the Trusted Non-3GPP Access in the next step.

9) The resopnse from the PCRF is returned to the Trusted Non-3GPP Access by the PDN GW.

Steps 10-12 were present in the Handover procedure.

13) The Trusted Non-3GPP access informs the PDN GW that the IP CAN Session can be released. 

14) The PDN GW releases the session

15) The PCRF responds, indicating the session is terminated.

16) The  Diameter peering used to support the On-Path, Parallel signalling is released.

Proposal

The off-path approach is preferable to the on-path, parallel signalling.  Please see [S2-07xxxx] and [S2-072323] where this is argued in detail.  This document elaborates both approaches and shows there is no significant difference in complexity between the on-path and off-path approach for S2a, S5 and S8. We propose to adopt the same off-path signalling mechanism for S2, S5 and S8 and incorporate the flows proposed for off-path in 3GPP TS 23.402.

Changes are proposed for TS 23.402:

	Contribution
Section
	TS Section, Subclause
	Proposed Change

	1.1.1
	5.4.2.6
	Replace the procedure diagram and description (only the modified portion is given in this contribution) for "Attach via S8b and Off-Path Signalling"

	1.1.2
	5.4.2.3.3
	Replace the procedure diagram and description for "Attachment via S2a with Off-Path Signalling"

	1.2.1
	5.5.x.1
	Add a new section on "Dedicated Bearer Establishment with use of S5-IETF with Off-Path Signalling"

	1.2.2
	5.5.x.2
	Add a new section on "Dedicated Bearer Establishment with use of S8b with Off-Path Signalling"

	1.2.3
	5.5.x.3
	Add a new section on "Dedicated Bearer Establishment with use of S2a with Off-Path Signalling"

	1.3
	5.5.y.1
	Add a new section on "EPS Active Mode Relocation" 

	1.4
	C.1.2
	Replace procedure diagram and procedure description for "E-UTRAN to Trusted Non-3GPP IP Access with PMIPv6 Handover for the Non-Roaming Scenario"
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