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1 Introduction

This contribution proposes a procedure for handover from non-3GPP access to LTE access based on PMIPv6 for the scenario where the PMIP client is located at the serving GW.

2 Proposal

It is proposed to include the following text into TS 23.402. 

*** Start Change 1*****
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*** End Change 1*****

*** Start of Change 2 *****
ANNEX (Informative)
5.6.x Handover from trusted non-3GPP IP access to E-UTRAN with PMIPv6 for the non-roaming case

The steps involved in the handover from a trusted non-3GPPIP access to E-UTRAN are depicted in Figure 5.x for the case of non-roaming and when PMIPv6 is used. It is assumed that while the UE is served by the trusted non-3GPP IP access, a PMIPv6 tunnel is established between the non-3GPP access network and a PDN GW in the evolved packet core. 
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Figure 5.x: Handover from trusted non-3GPP access to E-UTRAN access with PMIPv6 on S2a and S5 interfaces.
Editor’s Note: These flows do not show the setup of bearers on S5 interface and interactions with the PCC architecture. These are FFS.

Editor’s Note: It is FFS how the multiple-SFDs are handed-over and whether additional SAE dedicated bearers need to be setup.

Note: The flow here assumes that this is an initial attach of the UE and no bearers for the UE exists in UTRAN.

The steps involved in the handover are discussed below.

1. The UE uses a non-3GPP access system and is being served by PDN GW. 

2. The UE discovers the E-UTRAN access system and determines to transfer its current sessions (i.e. handover) from the currently used non-3GPP access system to the discovered E-UTRAN access system. The mechanisms that aid the UE discover the E-UTRAN access system, are specified in section 5.3 (Network Discovery and Selection).

3. The UE sends an Attach Request which is routed by E-UTRAN to an MME instance in the EPC as specified in TS 23.401..
4. The MME contacts the HSS and authenticates the UE. As part of the authentication procedure, the IP address of the PDN GW that needs to be used is conveyed to the MME.  
5. After successful authentication, the MME performs location update procedure with HSS as specified in TS 23.401. 

Editor’s Note: It is FFS if the HSS interacts with AAA server to provide the IP address of the PDN GW serving the UE.

6. The MME selects a serving GW as described in TS 23.401 and sends a Create Default Bearer Request (IMSI, MME Context ID) message to the selected Serving GW. It also includes the IP address of the PDN GW which was provided by the HSS.

7. Based on Create Default Bearer Request from the MME, the Serving GW initiates the PMIPv6 registration procedure towards the PDN GW by sending a Proxy Binding Update according to [8]
Editor's note: It is FFS whether the Proxy Binding Update suffices to provide equivalent functionality to the GTP "Create Bearer Request" message and if additional messages are required.
8. The PDN GW responds with a Proxy Binding Ack and updates its mobility binding which effectively switches the PMIPv6 tunnel from the non-3GPP access network to the Serving GW. In the proxy Binding Ack, the PDN GW replies with the same IP address or prefix that was assigned to the UE earlier.
Editor’s Note: The flows for bearer setup on S5 and interaction with PCRF are FFS.
9. The Serving GW returns a Create Default Bearer Response  message to the MME as specified in TS 23.401. This message also includes the IP address of the UE. This message also serves as an indication to the MME that the binding has been successful.

10. The MME sends an Attach Accept message to UE through E-UTRAN as specified in TS 23.401.

11. Radio-bearer and S1-U bearear is setupo as specified in TS 23.401.

12. 
13. 
14. UE resumes data communication over E-UTRAN.
Editor’s Note: The point at which resources in the trusted non-3GPP access are torn down is FFS.
5.6.y Handover from E-UTRAN to trusted non-3GPP IP access with PMIPv6 for the non-roaming case

The steps involved in the handover from E-UTRAN to trusted non-3GPP IP access are depicted in Figure 5.y for the case of non-roaming when PMIPv6 is used. It is assumed that while the UE is served by the E-UTRAN, a PMIPv6 tunnel is established between the S-GW and a PDN GW in the evolved packet core. 
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Figure 5.y: Handover from trusted E-UTRAN to trusted non-3GPP access with PMIPv6 on S2a and S5 interfaces.
Editor’s Note: These flows do not show the setup of QoS in the non-3gpp IP access and interactions with the PCC architecture. These are FFS.

Editor’s Note: It is FFS how the QoS bearers on S5 interface are handed-over.

1. The UE is connected in the E-UTRAN access and has a PMIPv6 tunnel on the S5 interface. 

The UE discovers the trusted non-3GPP IP access system and determines to transfer its current sessions (i.e. handover) from the currently used E-UTRAN access to the discovered trusted non-3GPP IP access system. The mechanisms that aid the UE discover the trusted non-3GPP IP access system, are specified in section 5.3 (Network Discovery and Selection).
2. The initial Non-3GPP access specific L2 procedures are performed. These procedures are Non-3GPP access specific and are outside the scope of 3GPP.
3. The EAP authentication procedure is initiated and performed involving the UE, Trusted Non-3GPP IP Access and the 3GPP AAA Server. In the roaming case, there may be several AAA proxies involved. As part of the authentication procedure, the IP address of the PDN GW that needs to be used is conveyed to PMA in the trusted Non-3GPP IP Access. 
Editor’s Note: It is FFS if the AAA Server interacts with the HSS to provide the IP address of the PDN GW serving the UE.
4. After successful authentication and authorization, the L3 attach procedure is triggered. 

5. PMA function of Trusted Non-3GPP IP Access sends Proxy Binding Update message to PDN GW.
Editor’s note: How the Proxy Binding Update message is secured is FFS.
6. The PDN GW processes the proxy binding update and creates a binding cache entry for the UE. The PDN GW allocates IP address for the UE. The PDN GW then sends a proxy binding acknowledgement to the PMA function in Trusted Non-3GPP IP Access, including the IP address(s) allocated for the UE.
NOTE: 
If UE requests for both IPv4 and IPv6 addresses, both are allocated.  If the UE requests for only IPv4 or IPv6 address only one address is allocated accordingly.

Editor’s note: Whether the PDN GW should inform the 3GPP AAA server/HSS that it is serving the UE is FFS. It is FFS which entity stores the allocated PDN GW IP Address.

7. The PMIP tunnel is set up between the Trusted Non-3GPP IP Access and the PDN GW.
8. L3 attach procedure is completed. IP connectivity between the UE and the PDN GW is set for uplink and downlink directions. UE resumes data communication over the trusted non-3GPP IP access system.
Editor’s Note: The point at which resources in the E-UTRAN access are torn down is FFS.
*** End of Change 2****
_1239152687.vsd

_1239150140.vsd

