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1
Introduction
This document proposes that a sub-structure is used within the GTP-U GPRS Tunnel Endpoint ID. Although this appears to be a stage 3 issue, it has some significant stage 2 impacts (and advantages). 

At least one significant advantage is that it permits faster transition from idle state to data transfer state, and, Vodafone believe that the speed of this transition time is an important aspect for LTE. 

2
Description
The current GPRS TEID is an unstructured 32 bit field that (at the destination of the GTP tunnel) identifies the mobile and the QoS flow. Typically, when a mobile activates a secondary PDP context, there is no relationship between the TEID allocated to the primary and secondary PDP contexts.
	Octet 5
	
	Tunnel Endpoint Identifier (1st Octet)

	6
	
	Tunnel Endpoint Identifier (2nd Octet)

	7
	
	Tunnel Endpoint Identifier (3rd Octet)

	8
	
	Tunnel Endpoint Identifier (4th Octet)


With this proposal it is suggested that, for GTP-U, 26 bits of the TEID are used to identify the mobile (called here TEID-UE), and the other 6 bits are used to identify the QoS Flow (c.f. default/dedicated bearer) for that mobile (called here TEID-QF). 
For example:

	Octet 5
	
	Tunnel Endpoint Identifier –UE (1st Octet)

	6
	
	Tunnel Endpoint Identifier - UE (2nd Octet)

	7
	
	Tunnel Endpoint Identifier –UE (3rd Octet)

	8
	
	TEID-UE
	TEID-QF (last 6 bits)


3
Aspects and advantages of this TEID sub-structure
a) When the mobile attaches to the network, the S-GW and BTS allocate TEID-UE, and, a value for TEID-QF that identifies the default QoS profile. As a result, and as in the current GPRS system and SAE current SAE concept, a pair of 32 bit TEIDs are allocated.
b) any downlink packets that are received by the eNode B with that mobile’s TEID-UE, but with an unallocated TEID-QF, can be handled with the default QoS (or by some other pre-determined rule). The S-GW can apply similar handling to uplink packets.
c) By grouping all of the QoS flows under the same TEID-UE, then in the Attach, Service Request, and other procedures, the eNodeB can allocate its TEID-UE at a very early stage in the procedure. Then (using the treatment indicated in (b), above), user data flow can start earlier than in the current procedures described in 23.401. In addition, the early assignment of TEID avoids complexity at the S-GW (caused by the need to buffer uplink packets while waiting for assignment of the eNodeB’s downlink TEID).

d) When the mobile moves from one MME/S-GW area to another MME/S-GW area, currently each dedicated bearer seems to require a separate message to be sent to the PDN-GW. By using this concept, just one message, carrying the TEID-UE could be used to switch the default bearer, along with all its associated dedicated bearers.
e) the work on release 7, Direct Tunnel RNC Restart scenarios showed that ‘per secondary PDP context’ signalling was frequently needed. Network stability would be improved if this was reduced to ‘per default bearer’ signalling (and this would be possibly by utilisation of the TEID-UE).
f) upgrading GTP-C to operate with “one message per mobile” seems likely to help alignment with “the IETF based interfaces”. 

g) the 6 bits of the TEID-QF could use the same encoding of the DiffServ Code Point and/or utilise the meanings of the Diff Serv Service Classes described in RFC 4594. 
h) By setting TEID-QF equal to the values specified in RFC 4594, more compact control plane signalling for dedicated bearer establishment might be possible (e.g. the bearer establishment message could contain 8 bytes as a 64 bit bitmap to indicate which TEID-QF values needed dedicated bearer establishment and which just needed mapping to the default bearer).
i) Within the 26 bits of the TEID-UE, it is anticipated that 2-4 bits might be needed for some form of “restart counter” (thus avoiding re-allocation of an “in-use” TEID after a node has restarted).
This leaves 22-24 bits available for UE identification, giving code space for 4-16 million mobiles per S-GW. Utilisation of multiple IP addresses per S-GW would permit even larger platforms.
j) Handover between LTE and 2G/3G appears straightforward as the relocation messages should carry the complete set of GTP-U TEIDs needed by the target system

k) If desired, this concept can be retro-fitted to 2G/3G. 
l) If applied to 2G/3G the activation procedure for secondary PDP contexts could be simplified eg CR 557 to 23.060 in SP-060571/S2-062515 would not be needed (instead the RAN/2G SGSN would just handle data with an unexpected TEID-QF according to the value of TEID-UE)..
m) if a mobile has multiple Default EPS bearers active, then each Default EPS bearer has its own TEID-UE. 
In general, where the above sections say that something applies “per mobile”, it means “per mobile, per PDN address”. 

At Attach and Service Request the mobile indicates which Default bearer it wants to receive fast establishment of, and, which can wait for later TEID allocation.
n) for roaming, or, the case of separate S-GW and PDN-GW, (and as already documented in TS 23.401) the TEIDs on S1 and S5/S8 are independent. The TEID-UE/QF can be used independently on either S1 or S5/8.
4
Proposals
a) it is proposed that this concept is discussed and hopefully agreed.
b) the QoS section of 23.401 should be updated to describe this sub-structure (however, it has very little impact on the actual, currently agreed, QoS concept.)

c) this concept is used in updating the signalling flows in 23.401.

*************** extract from 29.060 v7.5.1 ********************************************************
6
GTP Header

The GTP header is a variable length header used for both the GTP-C and the GTP-U protocols. The minimum length of the GTP header is 8 bytes. There are three flags that are used to signal the presence of additional optional fields: the PN flag, the S flag and the E flag. The PN flag is used to signal the presence of N-PDU Numbers. The S flag is used to signal the presence of the GTP Sequence Number field. The E flag is used to signal the presence of the Extension Header field, used to enable future extensions of the GTP header defined in this document, without the need to use another version number. If and only if one or more of these three flags are set, the fields Sequence Number, N-PDU and Extension Header shall be present. The sender shall set all the bits of the unused fields to zero. The receiver shall not evaluate the unused fields.

The GTP-C and the GTP-U use some of the fields in the GTP header differently. The detailed use of such fields is described in the sections related to GTP-C and to GTP-U.

Always present fields:

-
Version field: This field is used to determine the version of the GTP protocol. For the treatment of other versions, see clause 11.1.1, "Different GTP versions". The version number shall be set to '1'.

-
Protocol Type (PT): This bit is used as a protocol discriminator between GTP (when PT is '1') and GTP' (when PT is '0'). GTP is described in this document and the GTP' protocol in 3GPP TS 32.295 [33]. Note that the interpretation of the header fields may be different in GTP' than in GTP.

-
Extension Header flag (E): This flag indicates the presence of a meaningful value of the Next Extension Header field. When it is set to '0', the Next Extension Header field either is not present or, if present, shall not be interpreted. When it is set to '1', the Next Extension Header field is present, and shall be interpreted, as described below in this section.

-
Sequence number flag (S): This flag indicates the presence of a meaningful value of the Sequence Number field. When it is set to '0', the Sequence Number field either is not present or, if present, shall not be interpreted. When it is set to '1', the Sequence Number field is present, and shall be interpreted, as described below in this section.

-
N-PDU Number flag (PN): This flag indicates the presence of a meaningful value of the N-PDU Number field. When it is set to '0', the N-PDU Number field either is not present, or, if present, shall not be interpreted. When it is set to '1', the N-PDU Number field is present, and shall be interpreted, as described below in this section.

-
Message Type: This field indicates the type of GTP message. The valid values of the message type are defined in clause 7.1 for both GTP-C and GTP-U.

-
Length: This field indicates the length in octets of the payload, i.e. the rest of the packet following the mandatory part of the GTP header (that is the first 8 octets). The Sequence Number, the N-PDU Number or any Extension headers shall be considered to be part of the payload, i.e. included in the length count.

-
Tunnel Endpoint Identifier (TEID): This field unambiguously identifies a tunnel endpoint in the receiving GTP‑U or GTP-C protocol entity. The receiving end side of a GTP tunnel locally assigns the TEID value the transmitting side has to use. The TEID values are exchanged between tunnel endpoints using GTP-C (or RANAP, over the Iu) messages.

Optional fields:

-
Sequence Number: This field is an optional field in G -PDUs. It is used as a transaction identity for  signalling messages  having a response message defined for a request message, that is the Sequence Number value is copied from the request to the response message header. In the user plane, an increasing sequence number for T-PDUs is transmitted via GTP-U tunnels, when transmission order must be preserved.

-
N-PDU Number: This field is used at the Inter SGSN Routeing Area Update procedure and some inter-system handover procedures (e.g. between 2G and 3G radio access networks). This field is used to co-ordinate the data transmission for acknowledged mode of communication between the MS and the SGSN. The exact meaning of this field depends upon the scenario. (For example, for GSM/GPRS to GSM/GPRS, the SNDCP N-PDU number is present in this field).

· Next Extension Header Type: This field defines the type of Extension Header that follows this field in the GTP‑PDU.

	
	
	Bits

	Octets
	
	8
	7
	6
	5
	4
	3
	2
	1

	1
	
	Version
	PT
	(*)
	E
	S
	PN

	2
	
	Message Type

	3
	
	Length (1st Octet)

	4
	
	Length (2nd Octet)

	5
	
	Tunnel Endpoint Identifier (1st Octet)

	6
	
	Tunnel Endpoint Identifier (2nd Octet)

	7
	
	Tunnel Endpoint Identifier (3rd Octet)

	8
	
	Tunnel Endpoint Identifier (4th Octet)

	9
	
	Sequence Number (1st Octet)1) 4) 

	10
	
	Sequence Number (2nd Octet)1) 4)

	11
	
	N-PDU Number2) 4)

	12
	
	Next Extension Header Type3) 4)


NOTE 0:
(*) This bit is a spare bit. It shall be sent as '0'. The receiver shall not evaluate this bit.

NOTE 1:
1) This field shall only be evaluated when indicated by the S flag set to 1.

NOTE 2:
2) This field shall only be evaluated when indicated by the PN flag set to 1.

NOTE 3:
3) This field shall only be evaluated when indicated by the E flag set to 1.

NOTE 4:
4) This field shall be present if and only if any one or more of the S, PN and E flags are set.

Figure 2: Outline of the GTP Header

The format of GTP Extension Headers is depicted in figure 2. The Extension Header Length field specifies the length of the particular Extension header in 4 octets units. The Next Extension Header Type field specifies the type of any Extension Header that may follow a particular Extension Header. If no such Header follows, then the value of the Next Extension Header Type shall be 0.

	Octets      1                                     
	
	Extension Header Length

	2 - m
	
	Extension Header Content

	M+1
	
	Next Extension Header Type (note)


NOTE:
The value of this field is 0 if no other Extension header follows.

Figure 3: Outline of the Extension Header Format

The length of the Extension header shall be defined in a variable length of 4 octets, i.e. m+1 = n*4 octets, where n is a positive integer.

Bits 7 and 8 of the Next Extension Header Type define how the recipient shall handle unknown Extension Types. The recipient of an extension header of unknown type but marked as 'comprehension not required' for that recipient shall read the 'Next Extension Header Type' field (using the Extension Header Length field to identify its location in the GTP-PDU).

The recipient of an extension header of unknown type but marked as 'comprehension required' for that recipient shall:

-
If the message with the unknown extension header was a request, send a response message back with CAUSE set to "unknown mandatory extension header".

-
Send a Supported Extension Headers Notification to the originator of the GTP PDU.

-
Log an error.

Bits 7 and 8 of the Next Extension Header Type have the following meaning:

	Bits

8      7
	Meaning

	0       0
	Comprehension of this extension header is not required. An Intermediate Node shall forward it to any Receiver Endpoint

	0       1
	Comprehension of this extension header is not required. An Intermediate Node shall discard the Extension Header Content and not forward it to any Receiver Endpoint. Other extension headers shall be treated independently of this extension header. 

	1       0
	Comprehension of this extension header is required by the Endpoint Receiver but not by an Intermediate Node. An Intermediate Node shall forward the whole field to the Endpoint Receiver.

	1        1
	Comprehension of this header type is required by recipient (either Endpoint Receiver or Intermediate Node)


Figure 4: Definition of bits 7 and 8 of the Extension Header Type

An Endpoint Receiver is the ultimate receiver of the GTP-PDU (e.g. an RNC or the GGSN for the GTP-U plane). An Intermediate Node is a node that handles GTP but is not the ultimate endpoint (e.g. an SGSN for the GTP-U plane traffic between GGSN and RNC).

	Next Extension Header Field Value
	Type of Extension Header

	0000 0000
	No more extension headers

	0000 0001
	MBMS support indication

	0000 0010
	MS Info Change Reporting support indication

	1100 0000
	PDCP PDU number

	1100 0001
	Suspend Request

	1100 0010
	Suspend  Response


Figure 5: Definition of Extension Header Type
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