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Abstract of the contribution: 
This paper discusses whether the MME stores all bearer contexts including Bearer QoS, PDN GW address, etc or whether it needs to ask the Serving GW.
1. Introduction
At the last meeting at SA2#56c Warsaw, Tracking Area Update Procedure with MME and Serving SAE GW Change was approved.
In this procedure for LTE_IDLE, when an UE sends a TAU request message to the new MME via eNodeB, the new MME sends an MME Context Request message to request an MME context including IMSI, Authentication Quintets and bearer contexts to the old MME and the old MME responds with an MME Context Response to the new MME. 
Here, it is FFS whether the MME stores all bearer contexts including PDN GW address or whether it needs to ask the Serving GW.

This paper discusses two cases for retrieving the bearer contexts between the MME and Serving GW
2.  Discussion
Following figure shows the “Tracking Area Update procedure with MME and Serving GW change for LTE_IDLE” in Figure 5.3.3-1. 

In step 4, the new MME sends an MME Context Request (S‑TMSI, old TAI) to the old MME to retrieve user information. And the old MME responds with an MME Context Response (MME context (e.g. IMSI, Authentication Quintets, bearer contexts)) in step 5.
In this time, the old MME has to retrieve the bearer contexts including Bearer QoS, PDN GW Address for the user plane to inform to the new MME. 

If the old MME doesn’t keep some bearer contexts such as a PDN GW address, it has to ask them to the old Serving GW. So the step 4.a and 4.b for requesting and responding the bearer contexts are needed as shown in the Case 1 of the figure. In this case, the MME doesn’t maintain all bearer contexts but it causes a little signalling delay.
If the old MME stores the bearer contexts such as a PDN GW address, there are no additional steps (Case 2) but it needs some changes of the Attach procedure in figure 5.3.2-1 and the Dedicated Bearer Activation procedure in the figure 5.4.1-1. 
During the create default bearer request/response steps of the Attach procedure in figure 5.3.2-1 and the create dedicated bearer request/response steps of the Dedicated Bearer Activation procedure in the figure 5.4.1-1, the Serving GW sends a Create Default Bearer Response message or a Create Dedicated Bearer Request message including PDN Address, Serving GW address for User Plane, Serving GW TEID for User Plane, Serving GW Context ID to the MME. Therefore, the Serving GW also has to send the Create Default Bearer Response message for the Attach procedure and the Create Dedicated Bearer Request message for the Dedicated Bearer Activation procedure including the PDN GW Address to the MME. 
As a result, this paper proposes the Case 1 because it has no effects on the Attach procedure and the Dedicated Bearer Activation procedure.
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1)
The UE detects a change to a new TA by discovering that its current TA is not in the list of TAs that the UE registered with the network.

2)
The UE initiates the TAU procedure by sending a TAU Request (S‑TMSI and old TAI, Selected Network) message to the eNodeB. The S‑TMSI and the old TAI associated with S‑TMSI shall be included. Selected Network indicates the network that is selected.

Editor's note: FFS whether to add an indication to the message that allows the UE to request to establish the user plane on radio and S1 as part of the TAU procedure

3)
The eNodeB derives the MME from the S-TMSI and from the indicated Selected Network. If no MME can be derived the eNodeB selects an MME.

Editor's note: MME selection function needs to be resolved.

The eNodeB forwards the TAU Request message together with an indication of the Cell Global Identity of the cell from where it received the message to the new MME.

4)
The new MME sends an MME Context Request (S‑TMSI, old TAI) to the old MME to retrieve user information. The new MME derives the old MME from old TAI and old S-TMSI. 

FFS whether TAU Request message needs to be forwarded to old MME, e.g. to perform integrity check of the message in case this cannot be done by the new MME. An alternative may be using an S-TMSI signature.
For case 1,

4.a) The old MME sends a Bearer Contexts Request to the old Serving GW.

4.b) The old Serving GW sends a Bearer Context Response to inform the bearer contexts including PDN GW address to the old MME.

For case 2,

There are no additional steps. 
5)
The old MME responds with an MME Context Response (MME context (e.g. IMSI, Authentication Quintets, bearer contexts)). If the UE is not known in the old MME, the old MME responds with an appropriate error cause. 

6)
The authentication functions are defined in the clause "Security Function.” Ciphering procedures are described in clause "Security Function.” If S‑TMSI allocation is going to be done and the network supports ciphering, the NAS messages shall be ciphered.

7)
The new MME sends an MME Context Acknowledge message to the old MME. The old MME marks in its context that the information in the GWs and the HSS are invalid. This ensures that the old MME updates the GWs and the HSS if the UE initiates a TAU procedure back to the old MME before completing the ongoing TAU procedure. If the security functions do not authenticate the UE correctly, then the TAU shall be rejected, and the new MME shall send a reject indication to the old MME. The old MME shall continue as if the Identification and Context Request was never received.

8)
The new MME validates the UE's presence in the (new) TA. If due to regional subscription restrictions or access restrictions the UE is not allowed to attach in the TA, the MME rejects the TAU Request with an appropriate cause. If subscription checking fails for other reasons, the MME rejects the TAU Request with an appropriate cause. If all checks are successful then the MME constructs an MM context for the UE.

The new MME verifies whether the old Serving GW can continue to serve the UE. If not it selects a new Serving GW as described under "GW selection function" and sends a Create Bearer Request (IMSI, bearer contexts, MME Context ID) message to the selected new Serving GW. The PDN GW address is indicated in the bearer Contexts.

9)
The new Serving GW sends Update Bearer Request message (Serving GW Address, Serving GW Tunnel Endpoint Identifier) to the PDN GW concerned.

Editor's note: steps 9 and 10 are specific for the GTP based option of S5/S8

10)
The PDN GW updates its bearer contexts and returns an Update Bearer Response (PDN GW TEID) message. 

11)
The Serving GW updates its bearer context. This allows the Serving GW to route Bearer PDUs to the PDN GW when received from eNodeB.

The Serving GW returns a Create Bearer Response (MME Context ID, Serving GW address and TEID for user plane, Serving GW Context ID) message to the new MME.

12)
The new MME sends an Update Location (MME Identity, IMSI) to the HSS.

13)
The HSS sends Cancel Location (IMSI, Cancellation Type) to the old MME with Cancellation Type set to Update Procedure.

14)
The old MME acknowledges with Cancel Location Ack (IMSI). 

15)
The HSS acknowledges the Update Location (Subscription Data) message by sending an Update Location Ack message to the MME after the cancelling of old MM context is finished. If the Update Location is rejected by the HSS, the MME rejects the TAU Request from the UE with an appropriate cause.

Editor's note: further considerations on subscription data handling needed, e.g. if transferred between MMEs, if inserted by separated procedure from HSS or combined with Update Location procedure

16)
If there are active bearers in the old MME for this particular UE and the new MME has indicated that Serving GW functionality is to be moved, the old MME deletes these bearers by sending Delete Bearer Request (TEID) messages to the Serving GW.

Editor's note: it is FFS when this step is triggered, e.g. by step 7 (by an indication from new to old MME that old MME can release the Serving GW) or by step 13 

17)
The Serving GW acknowledges with Delete Bearer Response (TEID) messages.

18)
The MME sends a TAU Accept (S‑TMSI, TA list) message to the UE. S‑TMSI is included if the MME allocates a new S‑TMSI.

19)
If S‑TMSI was changed, the UE acknowledges the received S-TMSI by returning a TAU Complete message to the MME.

==================================================================================

Start of Change

==================================================================================

5.3.3
Tracking Area Update procedures

5.3.3.1
Tracking Area Update procedure with MME and Serving GW change
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Figure 5.3.3-1: Tracking Area Update procedure with MME and Serving GW change
1)
The UE detects a change to a new TA by discovering that its current TA is not in the list of TAs that the UE registered with the network.

2)
The UE initiates the TAU procedure by sending a TAU Request (S‑TMSI and old TAI, Selected Network) message to the eNodeB. The S‑TMSI and the old TAI associated with S‑TMSI shall be included. Selected Network indicates the network that is selected.

Editor's note: FFS whether to add an indication to the message that allows the UE to request to establish the user plane on radio and S1 as part of the TAU procedure

3)
The eNodeB derives the MME from the S-TMSI and from the indicated Selected Network. If no MME can be derived the eNodeB selects an MME.

Editor's note: MME selection function needs to be resolved.

The eNodeB forwards the TAU Request message together with an indication of the Cell Global Identity of the cell from where it received the message to the new MME.

4) The new MME sends an MME Context Request (S‑TMSI, old TAI) to the old MME to retrieve user information. The new MME derives the old MME from old TAI and old S-TMSI. 
4.a) The old MME sends a Bearer Contexts Request message to the old Serving GW.
4.b) The old Serving GW sends a Bearer Context Response message for informing the bearer contexts including the PDN GW address to the old MME.
FFS whether TAU Request message needs to be forwarded to old MME, e.g. to perform integrity check of the message in case this cannot be done by the new MME. An alternative may be using an S-TMSI signature.

5)
The old MME responds with an MME Context Response (MME context (e.g. IMSI, Authentication Quintets, bearer contexts)). If the UE is not known in the old MME, the old MME responds with an appropriate error cause.


6)
The authentication functions are defined in the clause "Security Function.” Ciphering procedures are described in clause "Security Function.” If S‑TMSI allocation is going to be done and the network supports ciphering, the NAS messages shall be ciphered.

7)
The new MME sends an MME Context Acknowledge message to the old MME. The old MME marks in its context that the information in the GWs and the HSS are invalid. This ensures that the old MME updates the GWs and the HSS if the UE initiates a TAU procedure back to the old MME before completing the ongoing TAU procedure. If the security functions do not authenticate the UE correctly, then the TAU shall be rejected, and the new MME shall send a reject indication to the old MME. The old MME shall continue as if the Identification and Context Request was never received.

8)
The new MME validates the UE's presence in the (new) TA. If due to regional subscription restrictions or access restrictions the UE is not allowed to attach in the TA, the MME rejects the TAU Request with an appropriate cause. If subscription checking fails for other reasons, the MME rejects the TAU Request with an appropriate cause. If all checks are successful then the MME constructs an MM context for the UE.

The new MME verifies whether the old Serving GW can continue to serve the UE. If not it selects a new Serving GW as described under "GW selection function" and sends a Create Bearer Request (IMSI, bearer contexts, MME Context ID) message to the selected new Serving GW. The PDN GW address is indicated in the bearer Contexts.

9)
The new Serving GW sends Update Bearer Request message (Serving GW Address, Serving GW Tunnel Endpoint Identifier) to the PDN GW concerned.

Editor's note: steps 9 and 10 are specific for the GTP based option of S5/S8

10)
The PDN GW updates its bearer contexts and returns an Update Bearer Response (PDN GW TEID) message. 

11)
The Serving GW updates its bearer context. This allows the Serving GW to route Bearer PDUs to the PDN GW when received from eNodeB.

The Serving GW returns a Create Bearer Response (MME Context ID, Serving GW address and TEID for user plane, Serving GW Context ID) message to the new MME.

12)
The new MME sends an Update Location (MME Identity, IMSI) to the HSS.

13)
The HSS sends Cancel Location (IMSI, Cancellation Type) to the old MME with Cancellation Type set to Update Procedure.

14)
The old MME acknowledges with Cancel Location Ack (IMSI). 

15)
The HSS acknowledges the Update Location (Subscription Data) message by sending an Update Location Ack message to the MME after the cancelling of old MM context is finished. If the Update Location is rejected by the HSS, the MME rejects the TAU Request from the UE with an appropriate cause.

Editor's note: further considerations on subscription data handling needed, e.g. if transferred between MMEs, if inserted by separated procedure from HSS or combined with Update Location procedure

16)
If there are active bearers in the old MME for this particular UE and the new MME has indicated that Serving GW functionality is to be moved, the old MME deletes these bearers by sending Delete Bearer Request (TEID) messages to the Serving GW.

Editor's note: it is FFS when this step is triggered, e.g. by step 7 (by an indication from new to old MME that old MME can release the Serving GW) or by step 13 

17)
The Serving GW acknowledges with Delete Bearer Response (TEID) messages.

18)
The MME sends a TAU Accept (S‑TMSI, TA list) message to the UE. S‑TMSI is included if the MME allocates a new S‑TMSI.

19)
If S‑TMSI was changed, the UE acknowledges the received S-TMSI by returning a TAU Complete message to the MME.
==================================================================================

End of Change

==================================================================================
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Case 2. If the MME stores all Bearer Context parameters, there are no additional steps.
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Case 1: MME needs to ask all Bearer Context parameters to the Serving SAE GW 
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