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1.
Discussion

PDN GW selection is performed at initial IP address allocation – typically part of the Attach procedure. In existing GPRS, the GGSN can be considered similar to the PDN GW. 
The aim of this document is to highlight some possible mechanisms for PDN GW selection and therefore details for Serving GW selection are not fully discussed. Where Serving GW selection is necessary, this document assumes that the SGSN, MME, Trusted non-3GPP IP access, ePDG etc. are able to perform this. One important consideration for Serving GW selection must take into account whether GTP or IETF variant S5/8 interfaces are used where dual supporting GWs are not implemented and may directly impact some of the proposed solutions below.

1.1
The starting point - Legacy Access (Non evolved core) – GGSN selection

Below shows a very simplified view of the gateway selection procedure for the non-evolved core case used for GGSN selection, which is SGSN-centric. The rules for GGSN selection are very well defined and are based on the APN requested through the use of APN selection defined in Annex A of 3GPP TS 23.060.
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2.
3GPP Access
In the evolved packet core, the GGSN is effectively replaced by the pair of Serving GW (S-GW) and PDN GW (P-GW) when viewed from the SGSN's point of view. Due to the functional split between the S-GW and P-GW, it is necessary to identify a means to select the most appropriate P-GW. The following subsections attempt to highlight some options for performing P-GW selection by re-allocating some of the existing "GGSN selection" functionality across the evolved core.

2.1
Legacy Access (evolved core) – PDN GW selection
Option 1 – Dual DNS query 

In this option, the legacy GPRS functionality of APN selection is allocated to the SGSN, whilst the DNS query is split between both the SGSN and S-GW. 

The first DNS query from the SGSN resolves a "local" S-GW that should be used to connect to the PDN GW. The second DNS query obtains the true GW needed to access the requested PDN (via the selected APN). In order for this mechanism to work, the S-GW needs to perform a second DNS query that results in the true P-GW address being returned, based on the information it has received. 

It is unclear at the moment whether it is possible to implement this option with no impact to the SGSN (especially where reuse of legacy SGSNs is desirable). However, one way to implement this is for the SGSN to generate a DNS request before APN selection is complete by performing a DNS request that always includes the APN-OI of itself to ensure a local S-GW. The Create Bearer Request towards this local S-GW then includes the result completed APN selection process including the true APN-OI. This aspect rolls together S-GW and P-GW selection.
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Option 2 – "Static" SGSN routeing

In this option, again the legacy GPRS functionality of APN selection is allocated to the SGSN, but only a single DNS query is needed from the S-GW.

On receiving a PDP context activation request at the SGSN, the SGSN performs the necessary APN selection procedures stopping short of performing the DNS query to resolve the "GGSN" address. Instead the SGSN continues the activation procedure by forwarding the request to a statically configured S-GW including the APN that was the output of the APN selection. The S-GW can then use this to perform the DNS query to obtain the true P-GW address.
The static configuration at the SGSN obviously requires new functionality, which may not be desirable. Also it is worth noting that static configuration does not necessary mean load balancing etc. cannot operate. Static configuration may also be based on the APN-OI selected.
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Option 3 – PDN GW selection at the SGSN

In this option, the SGSN performs as is the case for currently deployed SGSNs – performing APN selection and GGSN selection.
The SGSN in option will query for the P-GW address, after performing APN selection, and provide the P-GW address to the S-GW in addition to the APN selected without targeting the Create Bearer Request message to the P-GW directly. The S-GW can then use this provided information to build the Create Bearer Request towards the P-GW.
As a result the S-GW does not need any functionality specifically to allocate the P-GW.
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2.2
EUTRAN Access

The same three options for the legacy access types apply in E-UTRAN access, by simply replacing the SGSN with the MME in the figures / text and the first step is triggered by the Attach procedure. 
However, in EUTRAN access, the issue of support of legacy nodes do not play a significant role since all nodes used in the EPC for EUTRAN access are effectively new. An aim of studying P-GW selection should be to achieve a high level of commonality with the legacy accesses, therefore the resulting solutions for EUTRAN access and 2G/3G access must be compatible in terms of functional allocation. 

Additional considerations come into effect as a result of a lack of decision on aspects associated to the support of multiple simultaneous PDN connections which will dictate where the "requested" APN is obtained from (either the UE or HSS subscription data) – but either way the MME would be the common control point. This also dictates the need for establishment of a second default bearer in much the same way as multiple primary PDP contexts.
3.
Non-3GPP Access

When we move to non-3GPP access, the story changes somewhat as there is no concept of APN anymore, since the APN cannot be signalled using IETF protocols especially across the S5b/S8b interfaces. 

Much of the functionality is built around the NAI generated by the UE which typically acts as a UE/subscriber identifier. However, in certain access scenarios, there is maybe a need to connect to a different PDN from the usual "internet" PDN – one such scenario is a UE that is only supposed to connect to corporate intranet. In order to achieve this, additional functionality is needed to make this PDN identifiable. A couple of examples of how to achieve are listed below:
· Build an NAI that combines both subscriber/UE identities and PDN identifier (APN equivalent)

· HSS / AAA approach that allows the network to control which PDN a UE connects to.
Due to the many different connectivity options (either to S-GW or P-GW) on S2a and S2b, it is difficult to pinpoint a functional element that is responsible for PDN GW selection. 

4.
Conclusion

During the course of the discussions on Gateway selection, the descriptions above should be taken into account in any decisions that may be made. 
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