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1 Introduction
In CT1#46 meeting, one contribution (C1-070848 [1]) about identifying Alias Identities has been discussed. After that discussion an LS (C1-071012 [2]) has been decided to be sent to SA2, which asks SA2 to clarify the concept and usage of Alias Public User Identities. The most focused issue is whether Public User Identities having the same Service Profile and belonging to the same implicit registration set must have the same service configuration for each and every service, i.e. whether they are “aliases”. This contribution tries to clarify this issue. 
2 Discussion 
The Alias Public User Identities shall have the same behaviour in the network. They shall have the same service profile and have the same service configuration for each and every service. In addition, they shall belong to the same implicit registration set. 

For example if IMPU-A and IMPU-B have the same Service profile, but they have different service configuration, such as different CFW number, then if a terminating call to IMPU-A may forward to IMPU-C different from the behaviour on processing terminating call to IMPU-B. If that, IMPU-A and IMPU-B should not be regarded as an Alias Public User identity. 

The following picture gives an outline of the UML model of the Service Profile class (refer to TS29.228 Annex B.2):
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The above figure shows that Service Profile doesn’t include any information about service configuration. 
As the Service Profile does not include information about service configuration, it can not be assured whether public User Identities of one user sharing the same Service Profile and belonging to the same implicit registration set have the same service configuration in the Application Servers. Though the Application Servers do have the service configurations, but there is no way for the AS to tell the S-CSCF which Public User Identities are aliases. In addition, when more than one Application Server provide services for a user, there need a synchronization mechanism for aliases among all of the Application Servers. Then it is natural to store the alias information on HSS and notify it to AS/S-CSCF/UE.

For the Sh interface, ALIAS_IDENTITIES has been introduced as one value of the Identity-Set AVP in the current TS 29.328 to support the AS requesting alias identities from the HSS. So the left work seems only exist on the Cx interface, i.e. how S-CSCF recognizes Alias Public User Identities?
Solution 1:
The aliases information shall be explicitly identified on subscriber’s profile information, so the alias information could be provisioned by the HSS. The HSS can know that by O&M procedure just as the way of knowing implicit registration set. Then the S-CSCF could get the alias information through Cx interface. .
Solution 2:
Restrict the usage of service profile that means only the alias Public User Identities can be put on the same service profile. Also IMPUs shall be stored on separated service profile if they really share the same service profile but with different service configuration. In other words, Public User Identities linked to the same service profile must have the same service configuration for each and every service, i.e. they are aliases.
Comparing the above two solutions, solution 1 is preferred. The reason is as belows:

A)Solution 2 have serious impacts to the old specifications and implementations.
· The benefit of Public User Identities being linked to the same service profile and transported over the Cx interface such as less memory occupying in the HSS and the S-CSCF and less redundant data over the Cx interface will be lost.

· There exist backward compatible problems.
A) For the IMS network has been commercially implemented in some countries, in the earlier releases before R7, there is no limitation on that Public User Identities being linked to the same service profile must have the same service configuration. So OAM have to check and configure all of the existing user’s data in the HSS. 
B) As there are not any explicitly indication on the HSS, how the S-CSCF can know that it really means alias group if two public user identities are in the same service profile configuration, for there also not any explicitly indication on whether this HSS is R7.
· The OAM must change its way when configuring service profile in the HSS, which is that if Public User Identities are not aliases, even if they do have the same service profile, in the HSS, they have to be stored with two separated service profile as if they have different one respectively.

· For all the R7 specifications, all descriptions about Public User Identities having the same service profile must be re-evaluated whether they also mean alias Public User Identities, which is different from the normal way as the earlier releases do.

B)Solution 1 only needs a minor change to the HSS and Cx interface. Also the network will be more flexible and give S-CSCF an clear indication whether the public user identity belong to the same alias group.
3 Proposal
Two associated CRs respectively related to R7 and R8 are submitted to clarify the alias Public User Identities. In addition, one draft LS has also been proposed to be sent out to CT1 and CT4 to clarify the consideration of SA2 on aliases and to initiate the related work in CT.
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