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4.4
IP-CAN

The following are the expectations on the IP-CAN for IMS emergency services:

-
It shall be possible to access the IP-CAN without sufficient security credentials.

-
It shall be possible to reject requests from UE without sufficient security credentials to establish bearer resources:

-
In the case that the IP-CAN receives a request to establish bearer resources for emergency services, it shall be possible for the IP-CAN to prioritise emergency services traffic. PCC (Policy and Charging Control) methods may be used to inform the IP-CAN and request appropriate handling of the emergency service. The QoS information for emergency traffic is specified in TS 23.203 [20].

-
In the case that the IP-CAN receives a request to establish bearer resources for emergency services, the IP-CAN shall ensure that the IP flows using the requested resources are only for communication with the network entities involved in the support of the emergency services. Applicable service data flow filters for emergency traffic  need to be defined by the operator according to the details described in TS 23.203 [20].

-
The IP-CAN may support emergency services free of charge. Applicable PCC rules need to be defined by the operator according to the details described in TS 23.203 [20].

-
The IP-CAN may provide emergency numbers to the UE in order to ensure that local emergency numbers are known to the UE (see TS 22.101 [8]).

In case the IP-CAN is a GPRS network, the requirements on the GPRS network and the UE are specified in Annex A and the detailed procedures are specified in the TS 23.060 [2].
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Annex A (Normative):
IMS emergency services using GPRS Network

A.1
Requirements on the GPRS network as an IP-CAN
For an emergency call over the GPRS, the requirements on the IP-CAN, as described in subclause 4.3, are covered by the following GPRS specific requirements:

-
It shall be possible to access the PS domain without a UICC

NOTE 1: 
IMS emergency services for terminals without a valid UICC and by UEs in forbidden areas are not supported in this Release. This means that the GPRS level emergency procedures will not work for such UEs and terminals in this Release.
-
It shall be possible to reject requests from a UE without a UICC to establish bearer resources

-
A globally dedicated emergency APN shall be used to support PDP contexts for emergency services for roaming UEs in VPLMN and for anonymous emergency calls by a UICC-less terminal. The globally dedicated APN may be configured in the SGSN and GGSN. The GGSN may use filter rules applicable to the globally dedicated emergency APN to ensure that only certain allowed IP addresses (e.g. IP addresses of the emergency P‑CSCF) can be reached. When a mobile terminal sends packets to IP addresses other than the allowed IP addresses over the PDP context for emergency services, the GGSN drops these data packets. The GGSN may also drop data packets addressed to the mobile terminal over a PDP context for emergency services, which are not coming from an allowed IP address.

-
PCC rules may be used for the emergency service data flow filtering as well as associated policy and charging. The emergency service related PCC rules may be pre-defined in the GGSN or dynamically provided by the PCRF over Gx interface. Pre-defined PCC rules may be automatically activated by the GGSN for a dedicated emergency APN. For non-emergency APN pre-defined emergency PCC rules may be activated dynamically by the PCRF. The details of the PCC rules and PCC procedures are specified in TS 23.203 [20].

-
The PS domain may support the download of emergency numbers to the UE via the procedures defined in TS 24.008 [13].
The GPRS functions to support IMS emergency services are specified in 23.060 [2].
NOTE 2: 
Support for IMS emergency calls in Gb mode is not included in this Release.
A.2
UE specific behaviour for emergency calls over the GPRS
For the specific case of IMS emergency call over GPRS the UE shall follow the following procedures:

-
If the UE was not already PS attached before initiating the IMS emergency call, the UE shall perform an ordinary attach to the PS domain (SGSN)...
-
If the UE is attached to a PS domain (SGSN) and has received an indication from SGSN that the SGSN supports IMS emergency calls, the UE shall continue the IMS emergency call setup. Otherwise, the UE shall initiate the emergency call via CS domain.
If the UE is attached to the PS domain, but does not have a control plane connection to the SGSN (PMM-IDLE mobility management state in Iu mode), then the UE and the SGSN have already established MM contexts and may or may not have PDP context(s). In order to initiate an IMS emergency call, the UE shall establish a control plane connection to the SGSN by executing the Emergency Access procedure, as defined in TS 23.060 [2].

An SGSN that does not support the IMS emergency calls would reject the emergency access request from the UE and the SGSN could even detach such an UE. In order to overcome this unwanted consequence, the SGSN that supports IMS emergency calls shall indicate this support to all UEs during an ordinary Attach and RAU procedures. If the SGSN did not indicate support for GPRS emergency functions in the latest Attach Accept or RAU Accept message received by the UE, this lack of support indication means that the UE shall not use the Emergency APN or Emergency Access method with that SGSN.
UE in forbidden areas, see TS 23.122 [xx], and terminals without a valid UICC shall not use the emergency access method and not the emergency APN.
If the UE has a control plane connection to the SGSN, then:

-
The UE that needs to do IMS emergency registration shall request a primary PDP context activation to a globally dedicated emergency APN.
- 
The UE that does not need to do the IMS emergency registration shall request a modification of the existing PDP context.

-
The UE shall include the Cell Global Identification (CGI) in the INVITE request establishing the emergency call.
A.2.1
Session management procedures for IMS emergency services

UE initiated PS domain session management procedures for the IMS emergency services are almost the same as the procedures used for ordinary IMS services with the following distinctions:

-
If the UE does not need to perform IMS emergency registration, the UE shall use the UE-Initiated PDP Context Modification Procedure and indicate emergency within the QoS profile. This is necessary for making the PS domain aware of the emergency request already in the signalling phase.

-
If the UE needs to perform IMS emergency registration, the UE shall use the ordinary primary PDP Context Activation procedure to request the Em-APN and also in this case indicate emergency within the QoS profile.
A.3
GPRS specific aspects of High Level Procedures for IMS emergency calls

For the high level procedures (as described in subclause 7.1.1.) the following statements apply for emergency calls when GPRS access is used:

-
the bearer resource request is the PDP context activation procedure, and the globally dedicated emergency APN and/or emergency QoS indication are used to indicate the emergency request.

-
the release of reserved bearer resources is the release of a PDP context.

-
the bearer registration to the IP-CAN is the PS attach procedure
The GPRS functions needed to support IMS emergency services are specified in 23.060[2].

When the UE has established a PDP context for the IMS emergency service, some mobility management procedures may be needed. The intra-SGSN RAU does not impact the IMS emergency call, because the used PDP context stays in the SGSN. In case of inter-SGSN RAU, or Combined Inter SGSN RA / LA Update, or any of the SRNS Relocation Procedures the old SGSN sends the PDP context to the new SGSN. Therefore, the old SGSN needs to indicate to the new SGSN that the PDP context is being used for an IMS emergency service using the PDP context IEs containing the APN field and QoS fields. 

If the UE requested a PDP context modification for the IMS emergency service setup, the APN field will not have Em-APN value and the emergency indication flag within QoS field shall indicate to the new SGSN that this context was used for the IMS emergency service in the old SGSN. If the UE requested a primary PDP context activation for the IMS emergency service setup, the Em-APN value within APN field indicates to the new SGSN that this context was used for the IMS emergency service in the old SGSN. The emergency indication flag within QoS field also indicates this to the new SGSN.
A.4
Location handling for GPRS
For access in the PS domain, the UE shall include the access type and cell identity as specified in TS 24.229 [19], clause 7.2A in the SIP INVITE request, when it initiates an emergency session using GPRS bearer. It is noted that the UE normally is not aware of SAI and therefore SAI cannot be used as location information in SIP signalling.

For regions (e.g. North America) in which an interim location may be required to assist routing to the correct PSAP and/or where accurate initial and updated location information may be required, the PS-NI-LR and PS-MT-LR procedures defined in TS 23.271 [5] are applicable as well as use of SUPL defined in OMA AD SUPL: "Secure User Plane Location Architecture" [15], or OMA TS ULP: "User Plane Location Protocol" [16].

NOTE:
The use of SUPL procedure depends on the UE capabilities.
A.5
Void 


















































A.6
Void
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