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Abstract of the contribution: Proposes that the timers for managing UE’s reachability are run only in the MME irrespective of where downlink idle-mode packet termination occurs.
Introduction

In idle-mode the UE typically does periodic RA update to keep the network informed about its location and reachability-condition. Such function is supported in 2G/3G and will also need to be supported in E-UTRAN.  In 2G/3G, UE reachability management in idle-state was performed by the UE running a “Periodic RA update timer” and the network (SGSN) running a “Mobile Reachable timer” which was slightly longer than the periodic RA update timer. In this contribution we consider how the UE reachability management is performed in the network depending on whether downlink idle-mode termination occurs in the S-GW or the MME.
Discussion

In case downlink idle-mode packet termination occurs in the MME, the MME performs all idle-mode related functionality including running the Mobile Reachable timer.
In case downlink idle-mode packet termination occurs in the Serving GW, there are two possibilities:

1. The UE Reachable timer is run both in the MME and the Serving-GW, or

2. The UE Reachable timer is run only in the MME

In case the UE Reachable Timer is run both in the MME and the Serving-GW, every periodic RA/TA update from the UE will need to be forwarded to the Serving-GW and the timer values will need to be quasi synchronized, otherwise the UE’s reachability state will be out-of-sync between the MME and the Serving-GW. 

In case the UE Reachable Timer is run only in the MME and the UE reachability management is performed by the MME, then the Serving-GW does not need to perform UE reachability management. The Serving-GW will probably run a (longer) “inactive user detach timer” in order to manage error cases, for eg MME (silent) failure, etc. It is entirely possible that UE is for very long period within the same TA and doing periodic TA reporting and this information is not being passed to the S-GW. Messages should be created for the S-GW to request UE’s state information from the MME.

For an optimization, in order to limit the paging request from Serving-GW when UE is in non-reachable state, the Serving-GW could store the UE-reachability state information of the UE, for example by storing the state of the Perform Paging Flag (PPF). However, in such a case PPF flag will need to be synchronized between the MME and Serving-GW, i.e when the UE becomes reachable again, the MME will need to inform the Serving-GW about this event. All error-conditions will need to be taken into account. Considering the trade-off between Serving-GW repeatedly requesting a UE to be paged when UE is not-reachable, and the additional complexity of the Serving-GW having to keep track of UE reachablilty state, it may make sense for the Serving-GW to keep track of UE’s reachability-state. However, this should be done based on commands from the MME.
Proposal

It is proposed that irrespective of where down-link idle-mode packet termination occurs, the MME performs the function of UE-reachability management in the network. Text in 23.401 already exists for this case, but discussion on this topic has not occurred in SA2 and previous contributions to SA2 (S2-071427 Motorola, Vodafone, Alcatel-Lucent, Qualcomm and S2-070797 Nokia, Simens Networks) have suggested that reachability management (ie timers) be performed by both MME and the S-GW.
The Serving-GW may optionally be informed of the reachability-state of the UE, in order to reduce paging-requests to a non-reachable UE. SA2 should discuss if this is something that is needed.
************ CHANGE  START IN 23.401 ************* 

4.3
High Level Functions

<This section explains the high level functions (eg charging, encryption) used in SAE>

4.3.1
General

The following list gives the logical functions performed within the evolved system. Several functional groupings (meta functions) are defined and each encompasses a number of individual functions:

-
Network Access Control Functions.

-
Packet Routeing and Transfer Functions.

-
Mobility Management Functions.

-
Radio Resource Management Functions.

-
Network Management Functions.

4.3.2
Network access control functions

4.3.2.1
General

Network access is the means by which a user is connected to the evolved packet core system. 

4.3.2.2
Network/Access System Selection

It is the means by which a UE selects a PLMN/Access System from which to gain IP connectivity.
4.3.2.3
Authentication and Authorisation Function

This function performs the identification and authentication of the service requester, and the validation of the service request type to ensure that the user is authorised to use the particular network services. The authentication function is performed in association with the Mobility Management functions.

4.3.2.4
Admission Control Function

<Text needs to be provided>
4.3.2.5
Policy and Charging Enforcement Function

This includes all the functionality of PCEF as defined by 3GPP TS 23.203 [6]. The PCEF encompasses service data flow detection, policy enforcement and flow based charging functionalities as defined in 3GPP TS 23.203 [6].

4.3.2.6
Lawful Interception

<Text needs to be provided>
4.3.3
Packet routeing and transfer functions

4.3.3.1
General

A route is an ordered list of nodes used for the transfer of packets within and between the PLMN(s). Each route consists of the originating node, zero or more relay nodes and the destination node. Routeing is the process of determining and using, in accordance with a set of rules, the route for transmission of a message within and between the PLMN(s).
The SAE system is an IP network and uses the standard routeing and transport mechanism of underlying IP network.
4.3.3.2
IP Header Compression Function

The compression function optimises use of radio capacity by IP header compression mechanisms. 

4.3.3.3
Ciphering Function

The ciphering function preserves the confidentiality of user data and signalling across the radio channels.
4.3.3.4
Integrity Protection Function

<Text needs to be provided>
4.3.4
Mobility Management Functions

4.3.4.1
General

The mobility management functions are used to keep track of the current location of an UE within the PLMN or within another PLMN.
4.3.4.2
Idle mode UE Tracking and Reachability Management

 This involves keeping track in the network of the TA from which the UE last performed a TA update. Reachability Management in idle-state is the process by which the network periodically keeps track whether the UE is within coverage. This function is typically performed by the UE periodically reporting its TA even in case the UE’s TA is unchanged and the network keeping track if periodic TA updates from the UE are being received or not.
4.3.4.3
Inter-eNB Mobility Anchor Function

<Text needs to be provided>
4.3.4.4
Inter-3GPP Mobility Anchor Function

<Text needs to be provided>
4.3.5
Radio Resource Management functions

Radio resource management functions are concerned with the allocation and maintenance of radio communication paths, and are performed by the Radio Access Network. Refer to 3GPP TS 36.300 [5] for further information on E-UTRAN.

4.3.6
Network management functions

Network management functions provide mechanisms to support O&M functions related to the Evolved System.
The Network management architecture and functions for the evolved packet core system are described in 3GPP TS ss.xyz[qq]
4.1 Network Elements

4.4.1
EUTRAN

EUTRAN is described in more detail in 3GPP TS 36.300 [5].

EUTRAN functions include:

-
Header compression and user plane ciphering

4.4.2
MME 

MME functions include:

-
NAS signalling 

-
NAS signalling security

-
Inter CN node signalling for mobility between 3GPP access networks (terminating S3)

-
Idle mode UE Tracking and Reachability Management (including control and execution of paging retransmission)
-
Roaming (S6a towards home HSS)

-
Authentication

-
Bearer management functions including dedicated bearer establishment.
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