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Abstract of the contribution:

This paper discusses the handover procedure between different access system. It analyses the procedure for the Handover, and proposes to add an interface between the MME and the N3PTP (non-3GPP Protocol termination point) of trusted non-3GPP system to enable solutions to enable service continuity during Handovers in the single radio case.

Introduction
The requirement from 3GPP TS 22.278 regarding the Handover between LTE and non-3GPP systems is as follows: “The evolved 3GPP system shall support service continuity between 3GPP access systems and also between 3GPP access systems and non 3GPP access systems whether the UE supports simultaneous radio transmission or not”.

Handover Procedure between different Access System
As shown in the figure 1, the procedure for the handover different access systems specifically between LTE and non-3GPP Accesses and vice versa.
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Figure 1

1) The initial attach procedure and bearer setup procedure in the old access system has established UP bearers between the UE and the PDN SAE GW via the old Access System. The UE has active UP flows.

2) Based on the Signal Strength, Load or other parameters the HO decision is taken. 

3) Once the network domain has been selected, UE connects to the non-3GPP network using the access technology specific procedures. This procedure will contain multiple steps like Scanning different RATs, Obtaining System Parameters, Ranging etc.

4) The user is authenticated and authorized for the access to the new access system 

5) Bearer for all the active flows are now setup. The path from PDN SAE GWis also switched to the new access system.

6) The Handover is now complete. UP Bearers are established.

Analysis
As shown in the Figure 1, the procedure when the UE can enable only one Radio at a time. In the present architecture, the only interface for inter Access System (LTE to non-3GPP) Handover is S2a. This is a User Plane interface between Non-3GPP Access and PDN SAE GW with some control functionality. Hence “break before make” will have to be used during the HO. We describe in detail the different steps which are required by the UE when the UE disconnects from the old RAT.

Step 3 typically consists of the scanning the spectrum, finding the best signal, obtaining system information, ranging and attaching to the new Access System. Step 3 generally takes a 1sec for some of the existing technologies on an average and the worst case is of the order of 2 sec. Time required for the obtaining the system level parameters depends on the periodicity of the broadcast messages and is implementation dependent.

Step 4: The user is authenticated and authorized for the access in this step. Depending on the authentication procedure used, this step can take upto many seconds to complete.

Step 5: Resource reservation is completed in this step. During this step the Radio Resources are reserved, the bearers between the Gateway and UE are formed. Also the error case where the QoS required by the new flows cannot be satisfied by the new Access System will cause significant delay as the attach procedure for the previous access system will have to be re-initiated.

In this paper we discuss the interruption time due to Step 3 and Step 5. [S2-071821], presented separately, discusses the mechanism for reduction of authentication delay during inter Access System Handovers.

When the interruption time due to step 3 and step 5 are considered, the average interruption is of the order of 1 or more seconds. Some of the Real Time services will break due to the interruption time of this order. Thus we need to further enhance the HO procedure between LTE and non-3GPP Access Systems (and vice versa).

In the next section we analyse solutions to reduce the delays in Step 3 and Step 5. These solutions will be necessary to meet the requirements posed by SA1 in 3GPP TS 22.278.

Solution:

Step 3: The major time involved in Attaching to the new access system is spent to discover the new access system and to obtain the various system related information. The time involved can be reduced if the system related parameters for the new Access System are informed to the UE in the previous RAT.
Step 5: The bearers for all the active flows need to re-established in the new access system and resources need to be allocated. It might be advantageous if the resources can be pre-reserved and the bearers pre-established. This will reduce the flow activation time after successful attach and also simplify the error case where the QoS is not acceptable in the new Access System. This requires the information regarding QoS parameters of the bearers known at the new RAT. 

The above mentioned solutions are possible if a reference point standard protocol exists between the non-3GPP system and the MME of the SAE core network. The MME has all the necessary information regarding the LTE Bearers and their associated security context. Also, the MME is capable of obtaining the RAN related information which can be transmitted to the UE in the old Access System. Similarly we can assume that the non-3GPP system can provide information regarding the non-3GPP system specific user and control plane signalling context associated with the UE as well as Bearers and RAN related parameters. Thus the interface between MME and non-3GPP Access system can reduce the interruption time significantly.

Thus we propose to add a new interface between the MME and Trusted non-3GPP Accesses to enable service continuity between LTE - non-3GPP accesses and vice versa. 

Conclusion
As discussed in the document, we conclude that enhanced solution is required to satisfy the SA1 requirement of service continuity during handover between LTE and non-3GPP access systems. We further argue that with additional interface between MME and non-3GPP Access system, the interruption time can be reduced considerably.

Thus we propose to add the following figure/text in the 3GPP TS 23.402.

*****Start of changes*************

4.2.1 Non-Roaming Architecture
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4.2.2
Roaming Architecture
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Figure 4.2.2-1. Roaming Architecture for non-3GPP Accesses, Home Routed

4.5
Reference Points

4.5.1 
List of Reference Points
The description of the reference points:

Editor’s Note:    Once the architecture diagrams are stable in this specification and in TS 23.401, the reference point names need to be updated to remove either the letters or only keep a number series, e.g. S6a replaced with Sn where there is only either a digit or a letter.
S1-MME, S1-U, S3, S4, S10, S11:
these are defined in [4].

S2a:
It provides the user plane with related control and mobility support between trusted non 3GPP IP access and the SAE Gateway.

S2b:
It provides the user plane with related control and mobility support between ePDG and the SAE Gateway. 
S2c:

It provides the user plane with related control and mobility support between UE and the SAE  Gateway. This reference point is implemented over trusted and/or untrusted non-3GPP Access and/or 3GPP access. 

S5:
It provides user plane tunneling and tunnel management between Serving SAE GW and PDN SAE GW. It is used for Serving SAE GW relocation due to UE mobility and in case the Serving SAE GW needs to connect to a non collocated PDN SAE GW for the required PDN connectivity.
S6a:
This interface is defined between MME/UPE and HSS for authentication and authorization. It is defined in [4].
S6c:
It is the reference point between SAE Gateway in HPLMN and 3GPP AAA server for mobility related authentication if needed.  

S6d:
It is the reference point between SAE Gateway in VPLMN and 3GPP AAA Proxy for mobility related authentication if needed.  
S7:
It provides transfer of (QoS) policy and charging rules from PCRF to Policy and Charging Enforcement Point (PCEF). The allocation of the PCEF is FFS. 
S8b:
It is the roaming interface in case of roaming with home routed traffic. It provides the user plane with related control between SAE Gateways in the VPLMN and HPLMN.
S9: 
Indicates the roaming variant of the S7 reference point for the enforcement in the VPLMN of dynamic control policies from the HPLMN.
SGi: 
It is the reference point between the SAE Gateway and the packet data network. Packet data network may be an operator external public or private packet data network or an intra operator packet data network, e.g. for provision of IMS services. This reference point corresponds to Gi and Wi functionalities and supports any 3GPP and non-3GPP access systems.
Wa*:
It connects the Untrusted non-3GPP IP Access with the 3GPP AAA Server/Proxy and transports access authentication, authorization and charging-related information in a secure manner. Differences compared to Wa as defined in [5] are FFS.  

Ta*:
It connects the Trusted non-3GPP IP Access with the 3GPP AAA Server/Proxy and transports access authentication, authorization and charging-related information in a secure manner. 

Wd*:
It connects the 3GPP AAA Proxy, possibly via intermediate networks, to the 3GPP AAA Server. Differences compared to Wd as defined in [5] are FFS.

Wm*:
This reference point is located between 3GPP AAA Server/Proxy and ePDG and is used for AAA signaling (transport of tunnel authentication and authorization data). Differences compared to Wm as defined in [5] are FFS.

Wn*:
This is the reference point between the  Untrusted Non-3GPP IP Access and the ePDG. Traffic on this interface for a UE initiated tunnel has to be forced towards ePDG. The existence of an entity corresponding to WAG in I-WLAN and its impact on Wn* is FFS.

Wx*:
This reference point is located between 3GPP AAA Server and HSS and is used for transport of authentication data. Differences compared to Wx as defined in [5] are FFS.
Sx
This reference point is located between MME and trusted non-3GPP access. This reference point may be used to exchange Radio related and Bearer related information to enable “Make before Break”.
*******END OF CHANGES*************



Trusted/Untrusted*


 Non-3GPP IP Access 


or 3GPP Access





SGi





PCRF





S7





S6a





HSS











ePDG





S2b











Serving SAE Gateway











Wn*





3GPP AAA 


Server








Operator’s IP Services 


(e.g. IMS, PSS etc.)








Wm*








Wx*








Untrusted


Non-3GPP IP Access





Trusted


 Non-3GPP IP Access





Wa*








Ta*








HPLMN











Non-3GPP Networks 





S1-U





S1-MME





EUTRAN





2G/3G SGSN





S4





S3





S5





S6c





Rx+





S2a





PDN     SAE Gateway





MME





S11





S10





UE





S2c





* Untrusted non-3GPP access requires ePDG in the data path





* Untrusted non-3GPP access requires ePDG in the data path





S2c





UE





S10





S11





MME





PDN     SAE Gateway





S2a





Rx+





S6c





S5





S3





S4





2G/3G SGSN





EUTRAN





S1-MME





S1-U





Non-3GPP Networks 











HPLMN





Ta*








Wa*








Trusted


 Non-3GPP IP Access





Untrusted


Non-3GPP IP Access





Wx*








Wm*








Operator’s IP Services 


(e.g. IMS, PSS etc.)








3GPP AAA 


Server








Wn*











Serving SAE Gateway











S2b





ePDG











HSS





S6a





S7





PCRF





SGi








Trusted/Untrusted*


 Non-3GPP IP Access 


or 3GPP Access





Sx





* Untrusted non-3GPP access requires ePDG in the data path





S2c





�








Trusted/Untrusted*


 Non-3GPP IP Access 


or 3GPP Access





UE





S10





S11





MME





S3





S4





2G/3G SGSN





LTE RAN





S1-MME





S1-U











S6c





S2b





S2a





S2a





Rx+





VPLMN





3GPP AAA 


Server





S6d





S7





S9





vPCRF











Non-3GPP Networks 





 Wd*





HPLMN





S8b





PDN SAE


Gateway





Ta*








Wa*








Trusted


 Non-3GPP IP Access





Untrusted


Non-3GPP IP Access





Wx*








Wm*








Operator’s IP Services 


(e.g. IMS, PSS etc.)








3GPP AAA 


Proxy








Wn*





Sx





S2b





ePDG











HSS





S6a





S7





hPCRF





SGi





Serving SAE


Gateway 








[image: image5.emf]_1237811647.vsd
UE�

Old Access�

PDN GW�

PCRF�

New Access�

AAA / HSS�

5. Bearer Setup�

�

�

5. Bearer Setup�

1. UP Bearer�

1. UP Bearer�

2. HO Decision�

3. Access Attach�

4. Authentication�

4. Authentication�

6. UP Bearer�

5. Bearer Setup�

6. UP Bearer�


