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this contribution proposes initial attach procedure over s2a with CMIPv4 FA mode for the home routed roaming case with the visited Serving GW as local non3GPP anchor.
1   Introduction

In SA#56c ad-hoc meeting, the attach procedure over S2a for non-roaming case was approved. This contribution proposes adding the attach procedure over S2a for home routed roaming case where Serving GW behaves as a local non-3GPP anchor.
2   High level description
In the attach procedure, CMIPv4 is used to setup the MIP tunnel between the Trusted non3GPP IP access and the visited Serving GW, and PMIPv6 is used to setup the PMIP tunnel between the visited Serving GW and PDN GW.
In the home routed roaming case with CMIPv4 FA mode, the transport network between the visited Serving GW and PDN GW may be based on IPv4 or IPv6. So both PMIPv4 and PMIPv6 are in theory capable of being used to setup the PMIP tunnel between the visited Serving GW and PDN GW (i.e. S8b). It is therefore proposed that only one PMIP protocol is selected and that is proposed to be PMIPv6 for the following reasons:
· PMIPv6 could be used to setup the PMIP tunnel between the visited Serving GW and PDN GW whether the transport network between both is based on IPv4 or IPv6. When the IPv4 transport network is employed, IPv6 packets based on PMIPv6 stack is encapsulated in IPv4 to setup PMIP tunnel over S8b. Figure 1 shows the protocol stacks.

[image: image1.emf]L2/L1

IPv6

PMIPv6

L2/L1

IPv6

PMIPv6

PDN GW

HA

S8b

IPv6

PMIPv6

IPv6

PMIPv6

PDN GW

HA

L2/L1 L2/L1

IPv4 IPv4

Visited Serving  GW

Visited Serving GW

S8b

PMA

PMA


                        Figure 1

· It has come to an agreement that PMIPv6 is used for the S2a and S2b interface. So PMIPv6 stack shall be implemented in the visited Serving GW and PDN GW. And PMIPv6 can solve the problem to setup the tunnel when the IPv4 transport network is employed between the visited Serving GW and PDN GW. Therefore, for network-based protocol interface, only PMIPv6 stack need to be implemented in the visited Serving GW and PDN GW which is able to simplify network entity function, e.g. the Serving GW and PDN GW.

· IPv6 is the trend for SAE network development.
After successful MIP registration, the MIP tunnel is between trusted non3GPP IP access and visited Serving GW, and the PMIP tunnel is between visited Serving GW and PDN GW.

3    Proposal

It is proposed to add the following text to Section 5.4.2 of TS 23.402.
******************************************** Start of Change **************************************

5.4.2.1.x  Initial Attach procedure with CMIPv4 FA mode for roaming case with home routed traffic anchored by visited Serving GW
In the roaming case of home routed traffic with local non3GPP anchor in visited Serving GW, PMIPv6 [8] is used to setup PMIP tunnel between the visited Serving GW and the PDN GW(i.e. S8b), and CMIPv4 [13] is used to setup MIP tunnel between the trusted non3GPP IP access and the visited Serving GW(i.e. S2a). It is assumed that Proxy Mobility Agent (PMA) is collocated with visited Serving GW for PMIPv6 procedure between the visited Serving GW and PDN GW and Foreign Agent (FA) is located in the Trusted non3GPP IP access for CMIPv4 procedure between the Trusted non3GPP IP access and the Visited Serving GW.
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       Figure 5.4.2.X-Y．Initial attachment when CMIPv4 FA mode MM mechanism is used over S2a for Home Routed Roaming with anchored by visited Serving GW
1) The initial Non-3GPP access specific L2 procedures are performed. These procedures are Non-3GPP access specific and are outside the scope of 3GPP;
2) The EAP authentication procedure is initiated and performed involving the UE, Trusted Non-3GPP IP Access, 3GPP AAA Proxy and the 3GPP AAA Server. There may be several 3GPP AAA proxies involved;

3) The UE may send an Agent Solicitation (AS)[13] message.

4) The Foreign Agent (FA) in the Trusted Non-3GPP IP Access sends a Foreign Agent Advertisement (FAA)[13] message to the UE. The FAA message includes the Care-of Address (CoA) of the Foreign Agent function in the FA..

5) The UE sends a Registration Request (RRQ) [13] message to the FA. Reverse Tunnelling shall be requested. This ensures that the bidirectional MIP tunnels are setup.

Editor’s note: The details of this step including selection of PMIP and CMIP is FFS. 

Editor’s note: How the Registration Request message is secured is FFS.

6) The FA processes the message according to [13] and forwards a corresponding RRQ message to the visited Serving GW.  

Editor’s note: How the visited Serving GW is resolved and selected is FFS.

Editor’s note: How the Registration Request message is secured is FFS.

7) The visited Serving GW processes the Registration Request message and creates a binding cache entry for the UE. Then the visited Serving GW sends the Proxy Binding Update message based on PMIPv6 to the PDN GW using its own address as the PMA address. Note that the binding cache entry on the Service SAE GW does not yet have the UE’s IP address information. This information will be added to the binding cache entry after step 8. The visited Serving GW initiates Proxy MIP registration procedure to PDN GW based on PMIPv6. If the IPv4 transport network is employed, the IPv6 packets based on PMIPv6 is encapsulated in IPv4.
Editor’s note: How PDN GW is resolved and selected is FFS.

Editor’s note: How the Proxy Binding Update message is secured is FFS.

Editor’s note: Whether the visited Serving GW should inform the visited 3GPP AAA server that it is serving the UE is FFS.  It is FFS which entity stores the allocated Serving GW IP Address.

8) The PDN GW processes the proxy binding update and creates a binding cache entry for the UE.  The PDN GW allocates an IPv4 address for the UE. The PDN GW then sends a proxy Binding Ack to the visited Serving GW, including the IP address allocated for the UE.

Editor’s note: Whether the PDN GW should authenticate the Registration Request message is FFS.

Editor’s note: Whether the PDN GW should inform the 3GPP AAA server/HSS that it is serving the UE is FFS.  It is FFS which entity stores the allocated PDN GW IP Address.

9) Once the Serving GW processes the proxy Binding Ack, it stores the UE’s IP address information in the binding cache entry. The visited Serving GW then sends a Registration Reply (RRP) to the FA in Trusted Non-3GPP IP Access, including the IP address(s) allocated for the UE;
10) The FA processes the RRP according to [13] and sends a corresponding RRP message to the UE.
11) IP connectivity between the UE and the PDN GW is now setup. A MIP tunnel is established between the FA in the Trusted Non-3GPP IP Access and the visited Serving GW, and a PMIP tunnel is established between the visited Serving GW and the PDN GW.
****************************************** End of Change ****************************************
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