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Abstract of the contribution: This contribution refines attach procedure and proposes to be included into the TS23.401.
Discussion
There are still open issues for attach procedure in the TS23.401. The contribution clarifies some open issues and proposes to update attach procedure.

· How to provide “default” APN
The Attach procedure includes the establishment of the default bearer, which provides the basic "always-on" IP packet bearer service. The PDN used by the default bearer should be determined by operator, not be provided by the UE. So the default APN used by the default bearer should be subscription information. The Attach Request message needn’t include APN information.

· Whether the subscription data can be included in the Update Location Ack message.
There are some drawbacks for subscription data included in Update Location Ack message:

1) The HSS doesn’t know whether the MME receives UE’s subscription data because there isn’t Ack message from the MME.

2) The MME will validate the UE's presence in the new TA based on UE’s subscription data received from HSS. If subscription checking fails, the MME rejects the Attach Request with an appropriate cause and returns a message to the HSS including an error cause, which can be handled by the Insert Subscriber Data Ack message as this is a normal SGSN behaviour during 2G/3G attach procedure. A new message and signalling flow will be required to handle the failure condition between the MME and HSS if subscription data is included in Update Location Ack message.
3) The HSS should notify modification of subscription data to the MME if the HSS modify UE’s subscription data. The Update Location Ack message is improper for the notification. So the Insert Subscriber Data signalling flow is required.
Therefore, the subscription data handling should be inserted into the MME by separated procedure from HSS.
· Whether UE needs to provide its IP version capability
There are some requirements in the SAE network:
======================= Start excerpt from TS23.401===================================
The SAE network shall support 

- IPv4 only terminals, 

- IPv6 only terminals, and

- dual stack terminals. 

The HPLMN operator shall be able to control whether or not an IPv4 only or an IPv6 only terminal is allowed access to the network.
======================= End excerpt from TS23.401 ====================================
So the SAE network requires know the UE’s IP version capability. UE reports its IP version capability to the MME in Attach Request message. The EPS knows which type of PDN address to use according to UE’s IP version capability.
· How the UE can register to IMS Sub-system.
The UE may need to obtain P‑CSCF address during or after the network attachment procedure in case the UE/user want to use IMS-based services when the UE switches on.
There are two Proxy‑CSCF discovery mechanisms for GPRS access in TS23.228:
======================= Start excerpt from TS23.228 ===================================
-
Transfer a Proxy‑CSCF address within the PDP Context Activation signalling to the UE. The UE shall request the P‑CSCF address(es) from the GGSN when activating the PDP context. The GGSN shall send the P‑CSCF address(es) to the UE when accepting the PDP context activation. Both the P‑CSCF address(es) request and the P‑CSCF address(es) shall be sent transparently through the SGSN.
-
Use of DHCP to provide the UE with the domain name of a Proxy‑CSCF and the address of a Domain Name Server (DNS) that is capable of resolving the Proxy‑CSCF name.
======================= End excerpt from TS23.228 ====================================
For the first method, the UE includes Protocol Configuration Options parameter in Activate PDP Context Request message. The UE includes P-CSCF address request information to request the P-CSCF address in the Protocol Configuration Options parameter. The GGSN returns P-CSCF address(es) to the UE when the GGSN receives this message.
The mechanism can also be applied in the SAE network. The attach procedure in the SAE network includes the establishment of default bearer. So the P-CSCF discovery can be handled in the attach procedure, which is Similar mechanisms used in the GPRS network. The UE includes Protocol Configuration Options parameter in Attach Request message. The UE includes P-CSCF address request information to request the P-CSCF address in the Protocol Configuration Options parameter. The PDN GW returns P-CSCF address(es) to the UE when the PDN GW receives this message.
Proposal

It is proposed to make following updates into TS 23.401.
**** Start of changes ****

5.3.2
Attach procedure

A UE/user needs to register with the network to receive services that require registration. This registration is described as Network Attachment. The always-on IP connectivity for UE/users of the EPS is enabled by establishing a default bearer during Network Attachment.
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Figure 5.3.2-1: Attach Procedure
1) The UE initiates the Attach procedure by the transmission an Attach Request (IMSI or S‑TMSI and old TAI, Selected Network, UE network capability, PDN Address, Protocol Configuration Options) message to the eNodeB. IMSI shall be included if the UE does not have a valid S‑TMSI available. If the UE has a valid S-TMSI, S-TMSI and the old TAI associated with S-TMSI shall be included. Selected Network indicates the network that is selected. UE network capability contains non radio-related capabilities, e.g. UE security capabilities (a list of supported encryption and integrity protection algorithms), inter-RAT Handover capability, IP version capability, etc. Protocol Configuration Options may be used to transfer optional default bearer parameters and/or request to the SAE GW. Protocol Configuration Options is sent transparently through the MME.
The UE shall use PDN Address to indicate whether it requires the use of a static default bearer IP address or whether it requires the use of a dynamic bearer IP address for the default bearer. The UE shall leave PDN Address empty to request a dynamic default bearer IP address.

2)
The eNodeB derives the MME from the S-TMSI and from the indicated Selected Network. If no MME can be derived the eNodeB selects an MME as described in clause "MME selection function". The eNodeB forwards the Attach Request message together with an indication of the Cell Global Identity of the cell from where it received the message to the new MME.

Editor's note:
It's FFS whether the eNodeB will provide the TEID to the MME in this step.
3)
If the UE identifies itself with S-TMSI and the MME has changed since detach, the new MME sends an Identification Request (S-TMSI, old TAI) to the old MME to request the IMSI. The old MME responds with Identification Response (IMSI, Authentication Quintets). If the UE is not known in the old MME, the old MME responds with an appropriate error cause. 

4)
If the UE is unknown in both the old and new MME, the MME sends an Identity Request to the UE to request the IMSI. The UE responds with Identity Response (IMSI).

5)
If no UE context for the UE exists anywhere in the network, authentication is mandatory. The authentication functions are defined in clause x.x.
6)
If there are active bearer contexts in the new MME for this particular UE (i.e. the UE re-attaches to the same MME without having properly detached before), the new MME deletes these bearer contexts by sending Delete Bearer Request messages to the GWs involved. The GWs acknowledge with Delete Bearer Response message.

Editor's note: The concept of bearer context needs to be defined.

7)
If the MME has changed since the last detach, or if it is the very first attach, the MME sends an Update Location (MME Identity, IMSI) to the HSS.

8)
The HSS sends Cancel Location (IMSI, Cancellation Type) to the old MME with Cancellation Type set to Update Procedure. The old MME acknowledges with Cancel Location Ack (IMSI) and removes the MM and bearer contexts.

9)
If there are active bearer contexts in the old MME for this particular UE, the old MME deletes these bearer contexts by sending Delete Bearer Request messages to the GWs involved. The GWs return Delete Bearer Response message to the MME.

Editor's note:
It's FFS which flow triggers the Delete Bearer Request messages.

10)
The HSS sends Insert Subscriber Data (IMSI, Subscription Data) message to the new MME. The new MME validates the UE's presence in the (new) TA. If due to regional subscription restrictions or access restrictions the UE is not allowed to attach in the TA, the MME rejects the Attach Request with an appropriate cause, and may return an Insert Subscriber Data Ack message to the HSS. If subscription checking fails for other reasons, the MME rejects the Attach Request with an appropriate cause and returns an Insert Subscriber Data Ack message to the HSS including an error cause. If all checks are successful then the MME constructs a context for the UE and returns an Insert Subscriber Data Ack message to the HSS.
11)
The HSS acknowledges the Update Location message by sending an Update Location Ack to the MME. If the Update Location is rejected by the HSS, the MME rejects the Attach Request from the UE with an appropriate cause.


12)
The MME selects a Serving GW as described under " GW Selection Function" and sends a Create Default Bearer Request (IMSI, , MME address for Control Plane, MME Tunnel Endpoint Identifier Control Plane, Protocol Configuration Options, serving network identity, RAT Type, PDN Address, IP version capability) message to the selected Serving GW. 
If the UE requests a dynamic PDN Address and a dynamic PDN Address is allowed, then the PDN Address field shall be empty. If the UE requests a static default bearer IP address or subscribed a static default bearer IP Address the PDN Address field shall contain the static IP Address.
13)
The Serving GW creates a new entry in its EPS Bearer table and sends a Create Default Bearer Request (Serving GW Address for the user plane, Serving GW TEID of the user plane, Serving GW TEID of the control plane, Protocol Configuration Options, serving network identity, RAT Type, PDN Address, IP version capability) message to the PDN GW.

Editor’s Note: It's FFS which entity will select the PDN GW. 

Editor’s Note: This step is for GTP based S5/S8 reference point, it's FFS for IETF based S5/S8 reference point.
14)
The PDN GW may interact with the PCRF to get the default PCC rules for the UE In case PCRF is applied in the network.

Editor's note:
It is FFS which kind of information will be provided by the PCRF. 
15) The PDN GW returns a Create Default Bearer Response (PDN GW Address for the user plane, PDN GW TEID of the user plane, PDN GW TEID of the control plane, PDN Address, Protocol Configuration Options) message to the Serving GW. PDN Address is included if the PDN GW allocated a PDN address.
Protocol Configuration Options contain optional bearer parameters that the SAE GW may transfer to the UE. These optional bearer parameters may be requested by the UE in the Attach Request message, or may be sent unsolicited by the SAE GW. Protocol Configuration Options are sent transparently through the MME. If the PCO information element from the UE includes P-CSCF Address Request information, the SAE GW will select the P-CSCF IP address and include P-CSCF IP address to the Protocol Configuration Options information element.
PDN Address is included if the PDN GW allocates a PDN Address according to UE’s IP version capability. If the PDN GW has been configured by the operator to use External PDN Address Allocation for the default bearer, PDN Address shall be set to 0.0.0.0, indicating that the PDN Address shall be negotiated by the UE with the external PDN after completion of the Attach procedure. 
Editor’s Note: This step is for GTP based S5/S8 reference point, it's FFS for IETF based S5/S8 reference point.

16)
The Serving GW returns a Create Default Bearer Response (PDN Address, Serving GW address for User Plane, Serving GW TEID for User Plane, Serving GW Context ID) message to the MME. 
17)
The MME sends an Attach Accept (S-TMSI, PDN address, TA List) message to the eNodeB. S-TMSI is included if the MME allocates a new S-TMSI. This message is contained in an S1_MME control message Initial Context Setup Request. This S1 control message also includes the security context for the UE and QoS information needed to set up the radio bearer, as well as the TEID at the Serving GW used for user plane and the address of the Serving GW for user plane. The PDN address assigned to the UE is included in this message.

18)
The eNodeB sends Radio Bearer Setup message to the UE and the Attach Accept Message (S-TMSI, PDN address, TA List) will be sent along to the UE.
19)
The UE sends Radio Bearer Setup Complete message to the eNodeB. In this message, the Attach Complete Message will be included.

20)
The eNodeB will forward the Attach Complete message to the MME. On the S1_MME reference point, this message is contained in an S1_MME control message Initial Context Setup Complete. This S1 control message also includes the TEID of the eNodeB and the address of the eNodeB used for downlink traffic on the S1_U reference point. 

After the Attach Accept message, the UE can then send uplink packets towards the eNodeB which will then be tunnelled to the Serving GW and PDN GW.
21)
The MME sends an Update Bearer Request (eNodeB address, eNodeB TEID) message to the Serving GW. 

22)
The Serving GW acknowledges by sending Update Bearer Response to the MME. The Serving GW can then send its buffered downlink packets.

NOTE:
After Step 13, the PDN GW may assign the PDN address to the UE or leave the PDN address unassigned. In some cases (e.g. non-integrated devices, such as Laptop), the UE PDN address may need to be assigned after the completion of attach procedure (e.g. via DHCP). 


**** End of changes ****
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