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Abstract of the contribution: The network shall be able to verify the IP address.

PROPOSAL

It is proposed to specify the possibility to verify IP address in TS 23.401.
*******************************************************Start of Changes*************************************************
4.3.3
Packet routeing and transfer functions

4.3.3.1
General

A route is an ordered list of nodes used for the transfer of packets within and between the PLMN(s). Each route consists of the originating node, zero or more relay nodes and the destination node. Routeing is the process of determining and using, in accordance with a set of rules, the route for transmission of a message within and between the PLMN(s).
The SAE system is an IP network and uses the standard routeing and transport mechanism of underlying IP network.
4.3.3.2
IP Header Compression Function

The compression function optimises use of radio capacity by IP header compression mechanisms. 

4.3.3.3
Ciphering Function

The ciphering function preserves the confidentiality of user data and signalling across the radio channels.
4.3.3.4
Integrity Protection Function

<Text needs to be provided>
4.3.3.x
Packet Screening Function
The packet screening function provides the network with the capability to check that the UE is using the exact IPv4-Address/IPv6-Prefix/Full-IPv6-Address that was assigned to the UE.
*******************************************************2nd Change*****************************************************
4.4.3.3
PDN SAE GW

The PDN SAE GW is the SAE gateway which terminates the SGi interface towards the PDN. 

If a UE is accessing multiple PDNs, there may be more than one PDN SAE GW for that UE.

PDN SAE GW functions include:

-
Policy Enforcement
-
Per-user based packet filtering (by e.g. deep packet inspection)

-
Charging Support

-
Lawful Interception
-
UE IP address allocation
-
Packet Screening
********************************************************End of Changes************************************************
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