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Abstract of the contribution: This contribution describes the information flows for handover from 3GPP to non-3GPP accesses in non-roaming case using DSMIP

1. Introduction

It is agreed that the SAE system shall support host-based mobility management mechanisms over S2c reference points. Therefore, this contribution describes the high-level information flows for handover from 3GPP to non-3GPP accesses in non-roaming case using DSMIP and outlines some possible optimizations to reduce handover delay. 

2. Discussion

Handover between 3GPP and non-3GPP access may cause some considerable delay especially for real-time services when the connection to the 3GPP access is terminated before the connection establishment to the non-3GPP access is initiated.

In order to reduce the 3GPP to non-3GPP access handover delay it is from advantage to configure the non-3GPP access connection in advance. This type of pre-configuration of the connection can be performed from the 3GPP access before the radio connection to the non-3GPP access is activated or from the non-3GPP access but with simultaneous connectivity to the 3GPP access.

One form of pre-configuration from the 3GPP access is when the non-3GPP access provides some means for query of non-3GPP specific information or setup of non-3GPP specific parameters. Another complementary form of pre-configuration from the 3GPP access is to initiate some steps of the handover procedure in advance.

In the following section the signaling flows for handover from 3GPP to untrusted non-3GPP access and for handover from 3GPP to trusted non-3GPP access based on DSMIP are described. Furthermore, it is shown, that the handover can be optimized by performing some steps from the 3GPP access in advance or by benefiting from simultaneous connectivity of 3GPP and non-3GPP radio.
3. Handover from 3GPP to non-3GPP

3.1 Handover from 3GPP to untrusted non-3GPP access with DSMIP for non-roaming
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It is assumed that the UE has already performed the initial attach with the EPS, established an bearer with a PDN GW and configured an PDN address (IP Home Address) for this bearer as described in TS 23.401

In the following, in order to reduce handover delay

· the steps 1-3 can be performed from the 3GPP access radio interface before the non-3GPP access radio interface is activated, e.g. via the SGi interface.

· the steps 1-4 can be performed from the non-3GPP access radio interface with the 3GPP access radio interfaces activated simultaneously. From step 5 on, the 3GPP interface can be deactivated.

1. The IP address of the PDN GW must be discovered by the UE (mechanism is FFS) and in case IPsec is used between UE and PDN GW for protecting BU messages (RFC 3776), the UE – PDN GW Security Association must be set up. In case RFC 4285 is used, this is done during step 4 and 5. The HoA is already configured. 

Note: In case the 3GPP radio interface is used for step 1, it can be also performed after step 2 or 3 and in case the non-3GPP radio interface is used for step 1, it can be performed only after step 3 (respectively 3b)

2. The IPsec tunnel with the ePDG is set up using IKEv2 and in the final IKE_AUTH message the UE is informed about the remote IP address (used as CoA)

i. In case of IPsec establishment from the non-3GPP the IPsec SA is between the local IP address of the UE and the ePDG IP address

ii. in case of pre-established IPsec SA from 3GPP radio interface, the SA is between the IP Home Address of the UE and the ePDG IP address and must be update after the handover (Optional step 3a and 3b)

Note: ePDG discovery is FFS

3. The IPsec tunnel between UE and ePDG is established

3a.
In case the IPsec SA between UE and ePDG was established with the IP Home Address, the tunnel must be updated with the local IP address obtained from the non-3GPP access

3b.
The tunnel update is acknowledged

4. The UE sends the Binding Update to the PDN GW using the remote IP address allocated by the ePDG as Care-of Address

4a.
In case of RFC 4285 the Binding Update is authorized by the AAA server and the UE – PDN GW SA is established

5. The PDN GW replies with an Binding Ack

After the handover the bidirectional tunnel between UE and PDN GW is established and user data traffic is tunnelled through it.

3.2 Handover from 3GPP to trusted non-3GPP access with DSMIP for non-roaming
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It is assumed that the UE has already performed the initial attach with the EPS, established an bearer with a PDN GW and configured an PDN address (IP Home Address) for this bearer as described in TS 23.401

In the following, in order to reduce handover delay

· the step 1 can be performed from the 3GPP access radio interface before the non-3GPP access radio interface is activated

· the steps 1-2 can be performed from the non-3GPP access radio interface with the 3GPP access radio interfaces activated simultaneously. From step 3 on, the 3GPP interface can be deactivated.

1. The IP address of the PDN GW must be discovered by the UE (mechanism is FFS) and in case IPsec is used between UE and PDN GW for protecting BU messages (RFC 3776), the UE – PDN GW Security Association must be set up. In case RFC 4285 is used, this is done during step 2 and 3. The HoA is already configured

2. The UE sends the Binding Update to the PDN GW using the local IP address allocated by the trusted non-3GPP access as Care-of Address

2a.
In case RFC 4285 is used, the Binding Update is authorized by the AAA server and the UE – PDN GW SA is established

3. The PDN GW replies with an Binding Ack

After the handover the bidirectional tunnel between UE and PDN GW is established and user data traffic is tunnelled through it.

4. Proposal

It is proposed to add the information flows presented in section 3 to TS 23.402 section 5.6.
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