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Introduction

This contribution discusses an additional scenario of non 3gpp roaming with home routed traffic, and the S2c attach procedure for this scenario.
Discussion

In last meeting, 4 non 3gpp roaming scenarios were discussed and added to annex B of TS 23.402. This paper envisages another scenario for client based collocated mode mobile IP roaming case where the non 3GPP network has no business agreements with the UE’s Home PLMN. See figure 1:
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Figure 1: Client based Mobile IP scenario
In figure 1, the access router still locates in the non 3GPP network or ePDG, and no tunnel is needed between the non 3GPP network/ePDG and the serving SAE gateway. The care of address for client based mobile IPv6 is allocated by the non 3GPP network/ePDG. The serving SAE Gateway acts as the home agent for client based mobile IP. To force the traffic to pass through the UE’S home PLMN, the serving SAE gateway establish a PMIP tunnel (i.e.S8b) with the PDN SAE gateway in the UE’s HPLMN. The UE’s Home address is allocated by the PDN SAE gateway.

Comparing with scenario 4 of annex B in TS 23.402, this above mentioned scenario doesn't require the behaviour change of the non 3GPP network by moving the care-of-address allocation function to the visited serving SAE gateway; and doesn’t require the non 3GPP network supports tunnel protocol to connect itself to the serving SAE gateway. Thus, the new scenario has less impact on the non 3GPP network than scenario 4.
The initial attach procedure of the roaming scenario is as shown in figure 2:
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Figure 2: Initial attach procedure from trusted non-3gpp IP access with DSMIPv6 for roaming case with home routed traffic
When the serving SAE gateway receives the MIPv6 binding update (Step 3), it initiates the PMIP binding update toward the PDN SAE gateway (Step 4). In the PMIP Binding ack (Step 5), the PDN SAE gateway includes the home address (HoA) allocated to the UE if it’s required, and this HoA would be furthered forwarded to the UE in MIPv6 Binding Ack message in Step 6.
Proposal
We propose the following changes of TS 23.402.
/***************************** Start of first change ***************************/

5.4.2.3.x
Initial Attach procedure from Trusted Non-3GPP IP Access with DSMIPv6 for roaming case with home routed traffic

This section is related to the case when the UE attaches to a Trusted Non-3GPP Access network when roaming with home routed traffic. Client based DSMIPv6 is used between UE and the Serving SAE GW in visited PLMN, PMIP is used over S8b between the Serving SAE GW and the PDN GW.
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Figure 5.4.2.3.x-1: Initial Attach procedure from Trusted Non-3GPP IP Access with DSMIPv6 for roaming case with home routed traffic
1) The initial Non-3GPP access specific L2 procedures are performed. These procedures are Non-3GPP access specific and are outside the scope of 3GPP;
2) A security association is established between UE and the Serving SAE GW to secure the MIP messages between UE and the serving SAE GW. The UE initiates the establishment of the security association. 
Editor’s note: Generation and provision of credentials, protocols used for Security Association Setup and the assigning of Serving SAE GW are FFS. The use of IETF RFC4285 [13] is FFS. When it is used the procedure will be different
Editor’s note: It is FFS how the UE is informed of the assigned serving SAE GW.
3) The UE sends the MIP Binding Update message to the serving SAE GW as specified in [10].
4) The serving SAE GW processes the binding update. During the processing the serving SAE GW performs authentication and authorization of the user based on the information received from SAE AAA infrastructure.
NOTE:
The communication between the serving SAE GW and the SAE AAA infrastructure during this step is optional, e.g., the serving SAE GW may have received all needed information for authentication and authorization in step 2.

Editor’s note: Whether the serving SAE GW should inform the 3GPP AAA server/HSS that it is serving the UE is FFS. 
5) The serving SAE GW sends “PMIP Binding Update” to the PDN SAE GW. How the serving SAE GW decides to initiate this step, and how the serving SAE GW finds the PDN SAE GW is FFS. As a possible option, information that help the serving SAE GW to make these decisions can be sent to the serving SAE GW in step 2 or step 4. If the HoA allocation is requested by UE in step 3, the serving SAE GW indicates the request in the S8 tunnel request message.
6) The PDN SAE GW sends “PMIP Binding Ack” to the serving SAE GW. If the UE requested to allocate the home address (HoA), the PDN SAE GW allocates an IP address for the UE, and includes the home address into this message.
Editor’s note: The details of IP address allocation is FFS.
7) The serving SAE GW sends the MIP Binding Ack to the UE, including the IP address allocated for the UE as specified in [10].
As a result of the above steps the IP connectivity is established and the UE can start using its home address at the application level.
/***************************** End of first change *****************************/

/***************************** Start of second change ***************************/
Annex B: Roaming scenarios for non-3GPP accesses (informative)

Scenario 5

This scenario shows a case were a host based mobility management mechanism is used on S2 and the roaming interface when roaming in non-3GPP IP accesses is based on S2.

The scenario shows a case where the UE is at its “home link” (in Mobile IP sense) when in 3GPP accesses. Mobile IP user plane tunneling is thus not used over the 3GPP accesses, only Mobile IP signaling is sent if needed. The difference between this scenario and scenario 4 is that non 3gpp networks don’t need to be customized for 3GPP interworking.

Mobile IP signaling between UE and network is used to signal access change. 


PMIP Tunnels (or equivalent) are used between the Serving SAE GW in VPLMN and PDN SAE GW in HPLMNN to force traffic through the Serving SAE GW. Host based Mobile IP (S2c) is run between UE and Serving SAE GW.

The scenario is e.g. applicable in a three-operator scenario where there is no direct business relationship between the non-3GPP access network operator and the HPLMN. The business relation is mediated by the VPLMN operator.
-
UE capability: Mobile IP with co-located CoA

-
Local IP address in ePDG or trusted non 3GPP IP access
-
Anchor in VPLMN: Mobile IP Home Agent, 3GPP Anchor, Proxy Mobile IP Agent (PMA in PMIPv6), S8b origination

-
Anchor in HPLMN: S8b termination and Proxy Mobile IP Home Agent

-
Non-3GPP roaming interface: S2c + S8b

-
3GPP roaming interface: S8b
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Figure B-5: Scenario 5

*) See note after Figure B- 1
/***************************** End of second change ****************************/
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