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1. Introduction
The PDN-GW is used for external packet data network connection and it terminates the SGi interface towards the PDN. The PDN-GW acts as common anchor for 3GPP accesses and for non-3GPP accesses, i.e. PDN-GW doesn’t change during handovers. Therefore, in addition to the initial PDN-GW selection, there must be solution how to keep the already selected PDN GW in different handover scenarios.

There are multiple alternatives for PDN-GW selection in the initial attachment to EPC and there are multiple alternatives how the PDN-GW address can be retrieved during handovers. In this paper the solutions for initial selection and address retrieval are further analyzed, especially from non-3GPP access point of view.
2. Discussion

2.1 PDN-GW selection during initial attachment

In this paper it is assumed that the PDN-GW selection at initial attachment is based on the APN information as nowadays in GPRS. The APN information may come from the subscription or the UE may request it. In the 3GPP access it is question whether the MME/SGSN or the Serving-GW should do the APN based DNS query to get the PDN-GW address. This issue is further discussed in S2-071935 paper.
In case of non-3GPP access the PDN-GW may be selected by the 3GPP network or by the UE (host-based mobility) or the PMA (network based mobility). 

In the 3GPP network based solution the PDN-GW selections should happen during AAA procedures. The UE sends the required APN at the initial phase of the authentication and the address of the PDN-GW is a result of the successful authentication. The actual address resolution can be performed by the AAA server or proxy. In case of trusted access networks the authentication means the 3GPP based access authentication. In case of non-trusted access networks the authentication happens during the tunnel establishment. When host-based mobility is used, the UE uses the address of the PDN-GW as the address of the MIP HA. When network based mobility is used, the PMA uses the address of the PDN-GW as the address of the MIP HA. 
In the UE or PMA based solution the UE or the PMA resolves the PDN-GW address as a result of a DNS query, where the resolved domain name is created based on the APN. In case of host based mobility the UE performs that DNS query. In case of network based mobility the UE provides the desired APN during the initial phase of the authentication and then the PMA performs the DNS query. 
Another possible solution in case of non-3GPP access is that the address of the PDN-GW is provisioned to the UE with any provisioning method. When host-based mobility is used the UE uses the provisioned address as the address of the MIP HA. When network-based mobility is used the UE provides the provisioned address to the network during the authentication, then the PMA will use it as the address of the MIP HA.

2.2 PDN-GW address retrieval in handovers
Within 3GPP accesses the PDN-GW address can be kept in the MME/SGSN or Serving-GW, and PDN-GW address is transferred as part of context transfer in the intra 3GPP handover when needed.

For non-3GPP mobility scenarios there is no similar kind of context transfer, and it cannot be assumed that the new access network has any information before the attachment that this attachment is performed as part of a handover. It is possible that the network provides the address of the PDN-GW or the UE can also provide it.

In the network based solution the PDN-GW address is stored in the HSS or AAA server after PDN-GW selection is done. When UE makes attachment to other access network the PDN-GW address is delivered to corresponding element that is responsible for PDN-GW selection. 
For 3GPP access the HSS is used for subscription database, thus selected PDN-GW address can be stored to HSS.
When host-based mobility is used, the UE receives the PDN-GW address from AAA server/proxy during the authentication. In case of trusted access networks this happens during 3GPP based access authentication. In case of non-trusted access networks this happens during the tunnel establishment. 
When network based mobility is used, the PMA receives the PDN-GW address from the AAA server/proxy during the authentication of the subscriber. For non-3GPP access the AAA server may request PDN-GW address from HSS if that is not there.
In the UE based solution the address of the PDN-GW is stored in the UE. This requires support in terminal to deliver PDN-GW address between accesses. When network based mobility is used, the UE provides that address to the network during the 3GPP based access authentication (Trusted non-3GPP Access) or the tunnel establishment (Non-trusted Non-3GPP Access). When host based mobility is used, the UE uses this address as the address of its MIP HA.
3. Conclusion
In case of 3GPP access there is no need to change the principle of using APN for initial PDN-GW selection as APN is used for GGSN selection in GPRS. In this case the backward compatibility can be easily provided. For HOs within 3GPP access the network can provide the address of the actively used PDN-GW. For HOs between non-3GPP and 3GPP the PDN GW address can be stored either in the HSS or the UE.
For HOs to a non-3GPP access the question is whether an element in the EPC or an element outside the EPC (UE/PMA) performs the initial selection and keeps the PDN GW address. The network based solution can be implemented via the AAA procedure if a 3GPP based access authentication or tunnel establishment to the ePDG is performed. Note there is a very important consequence of this approach: the 3GPP based access authentication is mandated in case of Trusted Non-3GPP Access. 
In case of UE based solution the subscription based APN selection requires some additional mechanism. Pre-provisioning the address of a default PDN-GW or APN to the UE is a possible solution, i.e., the UE provides the APN or the PDN-GW address in all cases. Another way forward is that the UE/PMA based solution is used for initial selection if the APN is provided by the UE, and the network (AAA) based solution is used for the subscription based APN selection.
4. Proposal

It is proposed to discuss different alternatives and make a decision on the PDN-GW selection and address retrieval principles.
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