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Abstract of the contribution:

This contribution revisits the requirements that the S2 reference point should fulfil in order to be generically applicable to connect non-3GPP accesses to the 3GPP Evolved Packet Core.
Introduction

This contribution first of all revisits the rational for the adoption of IETF based protocols for S2 at SA #34. Based on this rational we propose a high level requirement that the S2 reference point should fulfil with respect to QoS control in non-3GPP accesses.
Discussion
One of the key motivations for the adoption of IETF based protocols for the S2 reference point was to define an interface for connection of non-3GPP accesses that is as close as possible to the equivalent reference point defined by the SDOs responsible for the non-3GPP accesses. This is particularly relevant for the S2a reference point to trusted non-3GPP accesses. Potential trusted non-3GPP accesses that should be considered in this context are mobile WiMAX and TISPAN fixed access. Also 3GPP2 accesses could be considered as trusted non-3GPP access in certain deployment scenarios.
For WiMAX, 3GPP2 and TISPAN there is ongoing work on new releases  and still some flexibility in order to reach common interface definitions, but we can consider the current releases as a starting point. One essential difference between 3GPP and these non-3GPP accesses is in the way that multi-operator scenarios are supported. 
In 3GPP the access is part of the visited network - with the possibility of access network sharing - and there is an established roaming practice backed by roaming agreements that provides the home operator with full QoS control of the radio bearers for a UE in a visited network. In order to exercise this control the roaming interface supports bearer signalling. 
In the WiMAX architecture a distinction has been made from the start between the Network Access Provider and the visited and home Network Service Provider domains. Even in the non-roaming case in WiMAX Rel-1.0, the access network (ASN) performs local QoS policy authorization on the basis of the user QoS profile provided by the core network (CSN). The policy and charging control framework for WiMAX Rel-1.5 is still under discussion, but the latest draft builds on this principle and applies the 3GPP Rel-7 PCC framework by providing PCC rules to the ASN (see annex A). It is the ASN that is responsible for mapping IP-level QoS to WiMAX SF-level QoS and to perform bearer binding.
The current 3GPP2 Service Based Bearer Control (SBBC) framework (X.P0013-012-SBBC-Stage 2) follows the same principle. The PCRF provides PCC rules over the Ty (Gx equivalent) reference point to an access gateway in the PDSN. There is no connection with the CMIP HA.
In the TISPAN RACS architecture for Rel-2 we also see a distinction between the NGN Access Network Provider and the NGN Connectivity Provider (see annex B). 
The models from these three SDOs allow for QoS policy control by the Access Network Provider based on QoS policy information provided by the Service/Connectivity Provider. QoS policy is provided in terms of layer 3 service flows. No assumptions are made about layer 2 aggregation and there is no bearer signalling between the Access Network and the Connectivity Network. In case of TISPAN this is not only a consequence of the business model requirements, but also due to the diversity in layer 2 technologies that are used in xDSL and FTTx access networks.
We conclude that potential trusted non-3GPP accesses assume a QoS policy control interface to the Service/Connectivity Provider network. This is unlikely to change and is hence considered to be a basic requirement for the S2a interface.
In the Warsaw meeting it has been agreed that S2a will support both PMIPv6 and CMIPv4 with Foreign Agent CoA. PMIPv6 is still under development in IETF and it has been suggested that it might be possible to extend the support for GRE tunnel configuration to include per QoS ‘bearer’ tunnel signalling. CMIPv4 is however a mature protocol that doesn’t have such capabilities. The only way to convey QoS to a trusted non-3GPP access using CMIPv4 on S2a is via a separate QoS policy interface. Apart from the fact that bearer signalling on S2a is not desirable from a non-3GPP access perspective, it is also a solution that would not be generically applicable.

We can therefore conclude that a solution to provide QoS policy control over S2a is required anyhow and a Gx/S7/S9 type interface has the advantage that it can be defined by 3GPP as a generic interface for policy control of non-3GPP accesses.
Proposal
It is proposed that SA2 adopts the following architecture requirement for the S2a reference point as the basis for the detailed definition of the reference point:
Policy control information across the S2a reference point shall not be performed in-band nor assume any form of Layer 2 aggregation.  An out-of-band policy control distribution mechanism that allows the non-3GPP access to apply local QoS policies shall be defined instead.
Annex A

Excerpt from WiMAX Forum NWG contribution 041707_NWG_Sprint_PCC.doc
Reference architecture

This section describes the architectural model for the WiMAX PCC solution that conforms to the requirements and principles of Section 5.
Non-roaming architecture

Figure 1 illustrates the architectural view of WiMAX PCC which includes both standalone WiMAX networks as well as 3GPP/2 Interworking for the non-roaming scenario.
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SBAC : Subscriber-based admission control (is this request compatible with the subscription data?)
TBAC : Transport-based admission control (is this request compatible with remaining transport resources?)





Roaming architecture 

Functional elements and reference points
Functional Entities 

PCRF
The PCRF is equivalent to 3GPP/2 PCRF [2][4]. In the WiMAX PCC framework, the PF is replaced by PCRF which is connected to PDF via the Gx/Ty reference point.  The PCRF may be aware of a WiMAX access type with an optional RAT-Type AVP in the PCRF over the Gx/Ty reference point. 

The PCRF encompasses policy control decision and flow based charging control functionalities. The PCRF performs session binding (i.e., the association of the AF session information and applicable PCC rules to an IP-CAN session) and PCC rule authorization.

Policy Distribution Function (PDF)
The Policy Distribution Function (PDF) is a new function introduced to handle the relocation of the Anchor SFA and enable interworking with 3GPP/2 PCC framework and has the following characteristics:
· From the PCRF’s point of view the PDF is the termination point of Gx/Ty reference point.

· The PDF hides the distributed nature and mobility of WiMAX enforcement points from the PCRF. The PDF is connected to the Anchor SFA in the ASN via PCC-R3 interface and supports SFA relocation with SFA ID attribution and location update procedure while Gx/Ty does not.

· The PDF relays Gx/Ty messages over PCC-R3 between the PCRF and PCEF in the ASN as well as Gx messages between the PCRF and PCEF in the CSN.
· The PDF relays Gy/Gz messages over PCC-R3 between the OCS/OFCS and PCEF in the ASN.
Note: The physical location of the PDF within the CSN is an implementation choice.
ASN Functions
The section describes functions in ASN involved in the enforcement of PCC rules and/or charging in the ASN.
The Anchor SFA/PCEF is responsible for: 

· Serving as the PCEF in the ASN by receiving PCC rules from PCC-R3 interface. 

· Relaying QoS related polices to Serving SFA,  relaying charging information to Accounting Client and relaying PCC Service data flow template to Anchor DPF

· Handling the relocation of Serving SFA

· Mapping IP-level QoS to SF-level QoS

· Bearer binding. WiMAX SFA performs the bearer binding – the association of the PCC rule to an IP-CAN bearer within that IP-CAN session.

The Accounting Client is defined in [1] and is responsible for:
· Receiving the charging  information in the PCC rule and relaying it to Accounting Agent

· Collecting the accounting information from Accounting Agent and relaying it to the PDF via the R3-PCC interface. 

The Serving SFA/Anchor DPF is the enforcement point for QoS and service flow level policies over the ASN reference points and also relays accounting information between Accounting Agent and the Accounting Client in the anchor SFA.
The Accounting Agent is defined in [1] is the enforcement point of charging in the ASN. Additionally, it is responsible for:

· Enforcing charging policy of PCC rule and generating accounting information

· Reporting accounting information to accounting client 

PCEF in CSN
A PCEF in the CSN is optional and performs that same functions as the PCEF in ASN as described in [2]/[4] to IP level flows. It has access to the bearer traffic and communicates to the PDF over the Gx/Ty reference point.

Note: The physical location of the PCEF within the CSN is an implementation choice.

****End of excerpt***

Annex B
TISPAN RACS Release 2
Draft ETSI TS 182 019 V0.5.1 (2007-03) annex E (informative) provides a number of network deployment scenarios, that have been used to derive the RACS architectural requirements. Deployment scenario 2.2.1 is applicable to the use of a TISPAN access as a trusted 3GPP access. The NGN access domain is split into NGN Access Network Provider (NANP) and NGN Connectivity Provider (NCP) domains with all admission control done by the NANP. This scenario is depicted in figure 17 that is reproduced below.
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The SPDF is comparable with the PCRF, but the functionality doesn’t completely overlap. TISPAN is making a comparison of the RACS architecture with the PCC architecture. The latest draft of this analysis can be found in TISPAN 12tTD094 that provides the following functional model comparison with respect to resource, policy and admission control (cause 6.2.2, figure 4):
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Figure 4: Functional view for resource, policy and admission control within TISPAN R1 and 3GPP R7

A major difference between PCRF and SPDF is that the former performs subscription based admission control, while this function is not included in the SPDF, but in A-RACF i.e. within the Access Network in the TISPAN architecture. This is one of the many reasons why it is unlikely that RACS R2 that is intended as an evolution of RACS R1 can be aligned with PCC Rel-7. It does illustrate that the starting point for TISPAN is to provide the Access Network operator with detailed QoS controls, while PCC Rel-7 provides full control to the home network. It may be possible to find common ground between TISPAN Rel 3 and PCC Rel-8, but it should be obvious from the current architectures that a Gx/S7 type interface is a better candidate from a TISPAN perspective than a bearer signalling interface.

In RACS R2 the Ri’ reference point provides the means for interaction between SPDFs in different operator domains. It supports the same resource management schemes as defined for the Rq and Gq’ interfaces. 

We therefore conclude that the TISPAN equivalent interfaces Di and Ri’ are the most likely candidates for alignment with S2a.
3GPP

SA WG2 TD


[image: image1.emf]CSN

ASP

Rx (Tx) Gx (Ty)

Policy 

Distribution 

Function

ASN

AAA

R3

Sp 

Home IP Network

PCRF

ASN1

Accounting Client

Anchor SFA/PCEF

ASN2

Accounting Agent

Serving SFA

Anchor DPF/FA

R4

PCC-R3

(MIP)

OCS/

OFCS

Gy/Gz

AF

(

P-CSCF 

or non-IMS 

appl server

)

Gx (Ty)

PCEF

(in CSN)

HA

_1238318704.vsd
OCS/OFCS



