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1. Introduction

User identification mechanisms in non-3GPP accesses require special attention since they need to be compatible with 3GPP accesses to allow for seamless change between different access-technologies in SAE while at the same time maintain compatibility with existing user identification mechanisms in a given non-3GPP access. Hence, this discussion paper assumes overall compatibility of non-3GPP user identification schemes in SAE without impacting existing networks.
2. Discussion

3GPP accesses identify end users via an IMSI, which is used for identifying a mobile subscriber, and an MSISDN, which identifies the mobile station. Both of these parameters used for user identification are related to traditional telecom signalling that based identification and addressing on number analysis and tightly coupled together identification and addressing in the process. The Internet domain introduced flexibility into this relationship by separating identification, in the form an NAI (username@realm), from an address, such as an IP address. 
Introduction of I-WLAN specifications dealt with user identification by deriving the realm part of the user’s NAI from the MCC and MNC values in the user’s IMSI and thus creating the Home Network Realm. The username part of the WLAN user’s NAI (called root NAI) can take on the value of the IMSI and can be prefixed with a flag indicating either EAP-AKA or EAP-SIM. For example, an IMSI with value 234150999999999 and that uses EAP-AKA is derived into the following WLAN root NAI: 0234150999999999@wlan.mnc015.mcc234.3gppnetwork.org. 
More detailed information on numbering, addressing and identification in 3GPP I-WLAN is available in 3G TS 23.003. For instance, decorated NAI, Fast Re-authentication NAI and Temporary identities are well explained there. This discussion paper proposes that I-WLAN user identification mechanisms described in TS 23.003 be used also in SAE for non-trusted non-3GPP accesses such as I-WLAN whenever possible. Note that for trusted non-3GPP accesses, they might also be used although it might be necessary to add a new prefix values to the root NAI depending on the authentication method selected (or even no authentication method is selected).
An important property of I-WLAN identification and addressing is that it assumes that end users will have an IMSI assigned since these end-users are also 3GPP subscribers. It is reasonable to assume that most end-users in an SAE network will also be 3GPP subscribers and thus have an IMSI assigned for identification/authentication purposes in 3GPP accesses. Hence, the root NAI derivation procedures in I-WLAN may be generalised to any non-3GPP access if it does not result in drastic impacts to the latter. 

If an IMSI is not available for any reason (e.g. USIM-less device), then other alternative 3GPP user identities, that contain MCC and MNC, could be used such as MSISDN or Line ID.  The derivation procedure would be very similar.
Finally, the case of currently deployed non-3GPP access networks that are using user identities that are not related to any 3GPP identity or address needs consideration. It is unlikely that these networks will change their existing user identities to adapt to any new user identification scheme. Doing so would contradict the second assumption outlined in the Introduction chapter: maintain compatibility with existing user identification mechanisms in a given non-3GPP access. 
Maintaining existing non-3GPP access user identity formats and values that are not related to a 3GPP identity means that a user identity NAI can be of the form “any-username@any-realm”. It is safe to assume that the realm part of the NAI contains a routable value in order to address the user’s home domain or an intermediate domain that is able to discover the user’s home domain. Hence one can narrow down the previous user identity NAI to “any-username@home-network”.

However, the username part will not contain neither be derived from any 3GPP user identity, i.e. IMSI, MSISDN. In order to also ensure that we do not break the first assumption outlined in the Introduction chapter, “allow for seamless change between different access-technologies in SAE”, the network needs to provide a mechanism that can safely correlate these different user identities that are used in different accesses but which all represent or identify the same user. Note that this applies to both permanent user identities as well as to temporary user identities used in 3GPP and non-3GPP accesses. 
Different user identification rules will co-exist in SAE core networks as different non-3GPP accesses are added to evolved architecture. Imposing new user identification schemes on these accesses is a restrictive measure that can be avoided; it is possible to correlate a set of user identities if the set is part of the user’s profile. Therefore we are effectively providing a solution that conforms to the two assumptions outlined in the introduction chapter.
3. Conclusion
In order to allow a smooth integration of different non-3GPP accesses the SAE core network must be able to handle different user identification schemes that may or may not be based on IMSI or MSISDN. The simplest way to handle such a variety of user identities is provide them as part of the user’s profile in the SAE HSS.
4. Text Proposal for TS 23.402
The following text is proposed to be added in 3GPP TS 23.402 v0.2.0 under chapter 5.2
 Identities:
*********************** start change to 3GPP TS 23.402 ***********************************
5.2 Identities
5.2.1 User identification
User identification in non-3GPP accesses is based on use of an NAI that is defined in IETF RFC 4282. 

3GPP I-WLAN user identification shall follow 3G TS 23.003 and derive a home network realm and a root NAI from an IMSI. Decorated NAI, Fast Re-authentication identities and Temporary Identities shall also follow TS 23.003.
Non-3GPP accesses that are able to follow user identification principles defined for 3GPP I-WLAN in TS 23.003 shall apply said principles. 
************************ end change to 3GPP TS 23.402 **********************************
5. References
1) 3GPP TS 23.003 Numbering, addressing and identification
2) RFC 4282 The Network Access Identifier
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