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1. Overall Description:

SA2 would like to thank TISPAN for their liaison on connecting corporate networks over an aggregated UNI type interface, and SA2 appreciates the opportunity to provide input into this topic.

SA2 has discussed the issue and concluded on a number of requirements that can be used as guidance when considering a solution. These are: 

1. The architectural solution SHALL maximise re-use of existing IMS architectural concepts.

2. The architectural solution SHALL ensure that only public user identities registered with the IMS (the “public network”) may be used to access IMS services provided by the public network. 

3. The architectural solution SHALL ensure that information that is “network asserted” is indeed asserted by the network so that it may be used as trusted information within the context of the trust domain.

NOTE: In particular this requirement refers to the key issue in the current TISPAN LS whereby for outgoing calls the From header in the SIP INVITE may be used to replace the (P-CSCF inserted) P-Asserted-Identity to enable communication of the corporate user id.  Use of the From header in this manner conflicts with requirement 3.

4. In developing an architectural solution it SHOULD be considered as to the internal modelling of the IP-PBX in terms of the roles it plays with respect to Applications, management of user (service) profiles and identities and session control/triggering for corporate users. Such modelling will aide determination of the IMS roles that an IP-PBX plays during registration and during origination / termination of calls from / to corporate users served by the IP-PBX and will act as a focal point to determine architectural gaps whilst meeting requirement #1.

SA2 has discussed one possible solution along the lines of the above requirements, which introduce a means of supporting an aggregated UNI through the use of a wildcarded IMPU, and has included a discussion paper illustrating an example of this technique.

The basic principles of the wildcarded IMPU are:

· an wildcarded IMPU represents a range of IMPUs (or potentially list of ranges) in the same manner as a wildcarded PSI represents a range of PSIs

· When applicable, the wildcarded IMPU would be included in the implicit registration set.  This implies that the both the S-CSCF and the P-CSCF are made aware of the wildcarded IMPU.

· For calls from a corporate network, calling party identity assertion is performed in the P-CSCF in that if the value of P-Preferred-ID is matched by the wildcarded IMPU for the corporate network, then that identity will be include in the P-Asserted-ID.
· For calls from a corporate network, the S-CSCF will match the P-Asserted-ID against the wildcarded IMPU provided in the implicit registration set.  In this manner, the S-CSCF can perform the analysis against the profile of the group number.

· For terminating calls, when I-CSCF receives an INVITE request destined to a corporate network it will do normal location information request to the HSS, which will find after matching that the request is for an identity that is part of the implicit registration set, the I-CSCF will forward the request to the S-CSCF that was allocated to the group user profile
· For terminating calls, the S-CSCF will match the R-URI against the wildcarded IMPU provided in the implicit registration set.  In this manner, the S-CSCF can perform the analysis against the profile of the group number.

SA2 discussed if there was a need for different corporate users having different service profile. The solution above assumed that there may not be a need for that. 
2. Actions:

To TISPAN WG 2.

ACTION:  SA2 would like to request TISPAN WG2 to give SA2 feedback on these requirements and whether the proposed solution can fulfil the requirements of TISPAN.
3. Date of Next TSG-SA2 Meetings:

TSG-SA2 Meeting #57 
23rd – 27th  April 2007
Asia.

TSG-SA2 Meeting #57b
25th – 29th June 2007
US.

