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1 Introduction

This contribution proposes the initial attach procedure for trusted non-3GPP Access networks towards SAE system using network-based mobility procedures. 
2 Proposal
The adoption of following text into TS 23.402 Section 5.5.1.
*** Start of Change *****
5.5.1
SAE-GW Selection and IP address allocation

<This section specifies selection of SAE-GW for PDN access and allocation of IP address applied when connecting non-3GPP accesses to the SAE core as part of  Session Management. >
Editor’s note: Initial attach will be covered in this section.

Initial network attach and network selection procedures are carried out as described in section “Network Discovery and Selection”.
5.5.1.X
Initial Attach procedure over S2a
This section is related to the case when the UE powers-on in a trusted non-3GPP network and attaches to the SAE system via S2a interface. Section 5.5.1.X.1 describes the case when network based mobility management mechanism is used.
5.5.1.X.1
Initial Attach procedure with PMIPv6 for non-roaming
PMIPv6[8] is used to setup a PMIP tunnel between the Non-3GPP Access and the PDN SAE GW. In both roaming and non-roaming cases, S2a is present. It is assumed that Proxy Mobile Agent (PMA) exists in the Non-3GPP Access.
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Figure X. Initial attachment with Network based MM mechanism over S2a for non-roaming
1) The initial Non-3GPP L2 procedures are performed. These procedures are Non-3GPP access specific and are outside the scope of 3GPP;
2) The EAP authentication procedure is initiated and performed involving the UE, Non-3GPP System and the 3GPP AAA Server. In the roaming case, there may be several AAA proxies involved;
3) After successful authentication and authorization, the L3 attach procedure is triggered;
Editor’s note: How PDN SAE GW is resolved is FFS.
4) Non-3GPP PMA function sends Proxy Binding Update message to PDN SAE GW;

Editor’s note: How the Proxy Binding Update message is secured is FFS.
5) The PDN SAE GW processes the proxy binding update and creates a binding cache entry for the UE. The PDN SAE GW allocates IP address for the UE. The PDN SAE GW then sends a proxy binding acknowledgement to the Non-3GPP PMA function, including the IP address(s) allocated for the UE;

Note: If UE requests for both IPv4 and IPv6 addresses, both are allocated.  If the UE requests for only IPv4 or IPv6 address only one address is allocated accordingly.
Editor’s note: Whether the PDN SAE GW should inform the 3GPP AAA server/HSS that it is serving the UE is FFS.  It is FFS which entity stores the allocated PDN SAE GW IP Address.

6) The PMIP tunnel is set up between the Non-3GPP system and the PDN SAE GW;
7) L3 attach procedure is completed. IP connectivity between the UE and the PDN SAE GW is set for uplink and downlink directions;

*** End of Change ****
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