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I. Introduction

At the last SA2 ad-hoc meeting the concept of Compatibility Class for iFC was accepted to be included in section 5.5 of TR 23.810. During the discussion, there were some concerns raised regarding the definition of those compatibility classes, how those would be handled in the S-CSCFs in order to ensure multi-vendor interoperability. The goal of this paper is to try to bring some clarifications on how those could be achieved.

II. Description
Orange view of a possible implementation is that the Compatibility Class will be a new parameter included in the iFC definition in the user profile. In the informative annex B of 29.228, we can find a model of what an iFC looks like. 
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Based on this, one possible implementation of the Compatibility Class could be as shown in the figure above. This parameter is configured by the operator statically in the iFC.

The other part of the mechanism is the set of rules that must be configured in the S-CSCF. This set of rules defines the allowed interaction between the different classes of compatibility. One possible implementation could be:
· COMPATIBILITY_RULE = COMPATIBILITY_CLASS, LIST_OF_NON_COMPATIBLE_CLASSES

· LIST_OF_NON_COMPATIBLE_CLASSES =  *{COMPATIBILITY_CLASS}

An iFC is then validated if none of the compatibility classes associated with each of the previously validated iFCs is included in the list of non compatible classes applicable to its own compatibility class.
The actual way how those are going to be implemented in the S-CSCF (e.g. XML file, etc ) is a stage 3 issue.
Those set of rules are normally pre-configured in the S-CSCF as they are not intended to change very often. They should also be the same set of rules in all S-CSCF in the network. When those are changed, this means that the new rules will need to be provision in the S-CSCF through O&M mechanism for example (download of the new XML file in all the S-CSCFs).

III. Conclusion

Orange proposes to add the following text into TR 23.810 to reflect those clarifications.

Start of Proposed Text
5.5.2
Improvement for Incompatible Services
5.5.2.1
Problem description

Let's consider a user profile containing 3 initial filters criteria for triggering:

· A freephone service 

· A voice-activated dialling service

· An outgoing call barring service

When making an outgoing call, the user decides to speak or dial, on per-call basis. If the user dials a service access code to the voice-activated dialling service, the first initial filter criteria will be evaluated but will not match. The second initial filter criteria will be evaluated and will match. The AS hosting the voice-activated dialling service will ask the calling user to speak the name of the person he wants to call and translate this name into a destination number. According to the current IMS procedures, the third trigger will be evaluated when the AS returns an INVITE request with the destination number. The third trigger will match and the outgoing call barring service may reject the call if the user is not allowed to place outgoing calls to this number.

This is an acceptable behaviour.

If the user dials a freephone number, the first initial filter criteria matches and the INVITE request shall be routed to the appropriate AS. The AS translates the freephone number into a geographical number that can be used to route call to the appropriate location. According to the current IMS procedures, the second and third triggers will be evaluated when the AS generates an INVITE request with the translated number. The third trigger will match and the outgoing call barring service may reject the call if the user is not allowed to place outgoing calls to the area in which the actual destination is located.

This is not an acceptable behaviour.

5.5.2.2
Potential Solution 1: Addition of Compatibility Class to initial Filter Criteria
To allow the S-CSCF to handle simple services interaction, such as avoiding to trigger two incompatible services during the same sessions, the notion of class of compatibility could be introduced. This class of compatibility would be contained in the iFC information stored in the HSS and downloaded to the S-CSCF, and would indicate to the S-CSCF which iFC should not be triggered after other iFCs has been triggered.

For example, in the figure below, the user profile contains 4 iFCs. Each of those iFC has been assigned a compatibility class:

· iFC1 has been assigned a compatibility class of 1

· iFC2 has been assigned a compatibility class of 1

· iFC3 has been assigned a compatibility class of 2

· iFC4 has been assigned a compatibility class of 3. 
The number of set of compatibility class needed is defined by the operator. The rules of allowed interaction between those different classes are pre-configured in the S-CSCF by the operator. Those set of rules could be defined for example as follow:

· COMPATIBILITY_RULE = COMPATIBILITY_CLASS, LIST_OF_NON_COMPATIBLE_CLASSES

· LIST_OF_NON_COMPATIBLE_CLASSES =  *{COMPATIBILITY_CLASS}
and stored in the S-CSCF (e.g. in an XML file) and could be provisioned in the S-CSCF (e.g. by O&M mechanisms).
Note: the detailed structure of those set of rules is left for stage 3.
An iFC is validated if none of the previously triggered iFCs compatibility class are part of the list of non compatible classes. This means that if iFCa has been triggered then this will result in a subsequent iFC (e.g. iFCb) being disabled if iFCa is in a compatibility class that is considered non compatible with iFCb.
In our case, iFCs belonging to compatibility class 2 must not be triggered if iFCs belonging to compatibility class of 1 have been triggered before. At the same time, iFCs belonging to compatibility class of 3 can be triggered if no iFC belonging to set 2 has been triggered.
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Figure 5.5.2.2-1 Example of iFC Compatibility Class Checking
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