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Introduction
The ICS drafting group has agreed that there is a need to study non-ICS UE access to the network.  One aspect of this study is to investigate how existing Supplementary Service requests made by a non-ICS UE should be processed.  Other (but related) aspects are how a non-ICS UE or an ICS UE unable to obtain an ICC connection might be able to control IMS based services.  
HP has suggested (in a fairly detailed prior contributions) that the HSS could be used as one way to solve both of these issues.  This contribution is intended to be a “high level overview” of this idea, and provide a high level framework for the detailed contributions on this subject. 
UE’s and Message Paths
There are a number of possible paths that could in principle be used by an ICS UE: -

· Existing CS signalling (while in the CS domain)

· Existing Ut (while in IMS)

· The new Ix reference point (while in the CS domain)
The Ix interface has been defined within the ICS work.  This interface allows service requests to be sent out to the Remote User Agent (RUA) while the ICS UE is in the CS domain.  (The mechanism for carrying messages over the Ix interface is still be investigated, but USSD has been noted as a candidate. )

A non-ICS UE would clearly need to use existing CS signalling to generate service requests to the CS network.  These service requests will include activating Call Forwarding or Call Barring for example.  

An ICS UE would need to use existing CS signalling in the case that it is loaded with a non-ICS SIM or if the Ix interface was not available.
Figure 1 shows the architecture suggested by the text above.  Orange elements exist in the CS network, and green elements are primarily in the IMS network.  Some green elements (such as the RUA) could be said to have a “touch of orange” in them, since they interface to the existing CS network.  The UE is a firm “blend” of both green and orange since it understands both networks.
Figure 1 shows three different paths for service activations.  It would appear at first glance that only two would be needed: one for access in the CS domain, and one for access in the PS domain.  The Ut interface would exist for IMS, and the Ix interface would be available in the CS domain.  So why should the old CS path to the HLR be retained?
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Figure 1: ICS UE paths for service activation messages.
One reason for this path to be used was noted in the introduction: that an ICS SIM is placed in a non-ICS UE.  Please take as a given that (for the purposes of this paper) that an IMS service can be developed to replace the existing CS service.  
At this point, an unmodified HSS would attempt to turn on the service by sending a message to the VLR letting it know that it should turn on Call Forwarding.  This is probably bad (and can be VERY bad based on the design of IMS Call Forwarding).  It would be better for the HSS to do nothing at that point.  

However, if the HSS does nothing, the service is still not activated.  It would be best if the HSS did something… in this case forward the message to the IMS system for processing.  This way, the non-ICS UE would actually succeed in sending an activation request to IMS via the HSS even though the UE, MSC, and VLR are all unmodified, pre-release 8 elements.   This approach solves both the issue of how to prevent the existing Supplementary Service requests from causing problems, and how to access the IMS services from the CS domain. 
HSS and Application Servers

The HSS has an existing interface to an Application Server via the Sh interface.   This is the interface the AS may use to store permanent data related to services, and also to share data with other AS’s.  It would be useful to have the HSS use the Sh interface to update the AS responsible for the service.
Given this view, it becomes more reasonable that the HSS be allowed to access this specific transparent data as if it were a separate AS.   Actually, it is recommended that the format of this data be standardized, so both the HSS and the AS may use this data.  In this one special case, the existing GSM standards would define all the information available in the HSS which could be placed into the “Transparent Data”.  Providing this definition would allow the new AS to conform to the HSS data format, instead of forcing the HSS to be modified for a variety of AS.  The new AS would also be free to have additional Transparent Data in the same HSS if they needed information stored beyond that provided by the HSS. 

Overall, this approach allows a non-ICS UE to send a message through the CS network to the HSS, and have the HSS notify the correct AS all without defining new interfaces, and re-using existing protocols. 
Summary and Conclusion
The goal of this paper is to provide a high level view of how a modified HSS can support ICS.   It has shown how an ICS subscriber may need to use the existing CS signalling to invoke a service, and how a modified HSS can prevent this signalling from causing problems in the CS domain while at the same time providing a path to the IMS AS where the service is actually provided.  
Based on the discussion above we recommend that for an ICS UE: -

· Out of call signalling is carried via the Ix reference point when only CS access is available, and then sent towards the TAS over the Ut reference point

· Out of call signalling is carried via Ut when IP-CAN access is available (existing functionality)
We recommend that for a non-ICS UE: -

· The HSS is modified such that out of call signalling via the CS domain results in the HSS using Sh to update the TAS’s service information 
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