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Abstract of the contribution:

This contribution discusses the issue related to an initial LTE attach procedure by NAS message concatenation for reducing C-plane latency.
1. Introduction

In previous SAE discussion in SA2 WG there has been discussion regarding to reduce the low latency (including C-plane) for overall network 

Also, following the TS 36.300 from RAN2, the NAS message can be either concatenated with RRC messages or carried in RRC without concatenation in E-UTRAN. And when the size of the delivering message in the random access allows it, the initial NAS message can be included.
This contribution proposes an initial attach procedure by NAS message concatenation with RRC messages for reducing C-plane latency.
2. Discussion
In this contribution, the attach procedure is concatenated with RRC message if the size of the concatenated NAS message is allowed by the random access. For default IP Bearer Access, initial attach procedure includes PDP context information (e.g. APN) for default IP Access Service.
In case of the size of NAS message is allowed by the random access, the following attach procedure is accepted. 
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 Figure 1. Attach Procedure for NAS message concatenation with RRC message

1. The UE sends an RRC Connection Request Message including an Attach Request Message with PDP context information (e.g. APN) for default IP access service.
2. The eNB sends the Attach Request Message to the MME.

3. The Access Authentication is performed for RRC Connection Setup procedure between the UE and the eNB. 

4. The MME registers itself as serving MME for the UE to the HSS/AAA. 

5. The MME sends the Bearer Request to serving SAE Gateway. 

6. The serving SAE Gateway selects the PDN SAE Gateway by the requested APN
7. The HSS/AAA confirms the registration of the MME. Subscription data authorizing the Default IP Access Service is transferred. 
8. The PDN SAE Gateway sends the Bearer Response to the serving SAE Gateway.

9. The serving SAE Gateway sends the Bearer Response including the context of the default IP Access Service to the MME.
10. The MME requests Radio Bearer with the context of the default IP Access Service to the eNB.

11. The eNB sends the Radio Bearer Setup with the context of the default IP Access Service to the UE. 
12. The UE establishes a Radio Bearer and informs the completion of the Radio Bearer Setup to the eNB.

13. The eNB informs the Radio Bearer setup to the MME.

14. The MME sends the Bearer Ack to the serving SAE Gateway.

15. 16. The Attach Procedure is completed.  

If the size of the NAS message isn’t satisfied by the random access, the following procedure is accepted.
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Figure 2. Attach Procedure for only NAS message concatenation 
1. The RRC Connection is established between the UE and the eNB, the MME 

2. The UE sends an Attach Request Message with PDP context information (e.g. APN) for default IP access service.

3. The Access Authentication is performed between the UE and the HSS/AAA. 

4. The MME registers itself as serving MME for the UE to the HSS/AAA. 

5. The MME sends the Bearer Request to serving SAE Gateway. 

6. The serving SAE Gateway selects the PDN SAE Gateway by the requested APN
7. The HSS/AAA confirms the registration of the MME. Subscription data authorizing the Default IP Access Service is transferred. 
8. The PDN SAE Gateway sends the Bearer Response to the serving SAE Gateway.

9. The serving SAE Gateway sends the Bearer Response including the context of the default IP Access Service to the MME.
10. the Radio Bearer is established between the UE and eNB, MME.
11. The MME sends the Bearer Ack to the serving SAE Gateway.

12. The MME sends an Attach Response Message including the context of default IP Access Service to the UE.

13. The Attach Procedure is completed.  

Proposal 
We propose to consider the common initial procedure of SAE in SA WG2 and insert the initial attach procedure in section 5.3 of TS 23.401. 
Subsections in TS 23.401:

First Change 

5.3
Authentication, Security and Location Management

<This section describes the MM functionality and signalling flows for, eg attach, detach, identity check, paging, etc.>

5.3.x    Network Attach
The attach procedure is concatenated with RRC message if the size of the concatenated NAS message is allowed by the random access. 

For default IP bearer access, initial attach procedure includes PDP context information (e.g. APN) for default IP Access Service.
In case of the size of NAS message is allowed by the random access, the following attach procedure is accepted. 
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1. The UE sends an RRC Connection Request Message including an Attach Request Message with PDP context information (e.g. APN) for default IP access service.

2. The eNB sends the Attach Request Message to the MME.

3. The Access Authentication is performed for RRC Connection Setup procedure between the UE and the eNB. 

4. The MME registers itself as serving MME for the UE to the HSS/AAA. 

5. The MME sends the Bearer Request to serving SAE Gateway. 

6. The serving SAE Gateway selects the PDN SAE Gateway by the requested APN
7. The HSS/AAA confirms the registration of the MME. Subscription data authorizing the Default IP Access Service is transferred. 
8. The PDN SAE Gateway sends the Bearer Response to the serving SAE Gateway.

9. The serving SAE Gateway sends the Bearer Response including the context of the default IP Access Service to the MME.
10. The MME requests Radio Bearer with the context of the default IP Access Service to the eNB.

11. The eNB sends the Radio Bearer Setup with the context of the default IP Access Service to the UE. 

12. The UE establishes a Radio Bearer and informs the completion of the Radio Bearer Setup to the eNB.

13. The eNB informs the Radio Bearer setup to the MME.

14. The MME sends the Bearer Ack to the serving SAE Gateway.

15. 16. The Attach Procedure is completed.  

If the size of the NAS message isn’t satisfied by the random access, the following procedure is accepted.
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1. The RRC Connection is established between the UE and the eNB, the MME 

2. The UE sends an Attach Request Message with PDP context information (e.g. APN) for default IP access service.

3. The Access Authentication is performed between the UE and the HSS/AAA. 

4. The MME registers itself as serving MME for the UE to the HSS/AAA. 

5. The MME sends the Bearer Request to serving SAE Gateway. 

6. The serving SAE Gateway selects the PDN SAE Gateway by the requested APN
7. The HSS/AAA confirms the registration of the MME. Subscription data authorizing the Default IP Access Service is transferred. 
8. The PDN SAE Gateway sends the Bearer Response to the serving SAE Gateway.

9. The serving SAE Gateway sends the Bearer Response including the context of the default IP Access Service to the MME.
10. the Radio Bearer is established between the UE and eNB, MME.
11. The MME sends the Bearer Ack to the serving SAE Gateway.

12. The MME sends an Attach Response Message including the context of default IP Access Service to the UE.

13. The Attach Procedure is completed.
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