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This contribution discusses IP version to be supported by SAE network and SAE UEs
1. Introduction

Currently, except IPv4/IPv6 interworking aspects, the IP version to be supported by SAE network and SAE UEs is not clearly defined in TS 22.278 and TR 23.882:

16
The Evolved 3GPP System shall support IPv4 and IPv6 connectivity. Interworking between IPv4 and IPv6 terminals, servers and access systems shall be possible. Mobility between access systems supporting different IP versions should be supported with minimum network/terminal impacts.

However, effectively this allows any of the following configurations: IPv4-only, IPv6-only or even dual-stack UEs. While this appears preferable at first sight as it allows flexibility, it maximizes complexity of SAE network as well as SAE UEs. Therefore, this contribution proposes details on the use of IP versions and also lists some areas where further study is deemed necessary. 

2. Discussion

Scarcity of available IPv4 addresses obviates always-on support for all UEs within SAE networks. Furthermore, usage of NAT techniques requires keep-alive traffic to enable reachability of UEs behind the NAT boxes for many applications, which in turn leads to quick draining of UE battery power and prevents the UE from entering idle mode, while eating up SAE capacity at the same time without any benefits for the user/operator. As a result, IPv6 support by SAE is a necessity. 
Furthermore, considering the maturity that IPv6 has gained (note that IPv6 support is already available by default in all major OS), it is worth considering mandated user plane support for IPv6 only for SAE network and SAE UEs

While it is clear that this would exclude IPv4-only UEs (e.g., laptops running IPv4-only OSes), we believe – considering the time frame for introduction of SAE - their numbers would be very small; hence, this aspect can be neglected.
Moreover, since the transition of existing PDNs to IPv6 will happen in a step-by-step manner, interworking with IPv4 PDNs is necessary. However, network-based interworking solutions exist, which provide this functionality transparently to IPv6-only UEs while at the same time avoiding additional IPv4 burden for the SAE core network.

Nevertheless, it is important to note that in case UEs want to use legacy access networks, the legacy networks’ IP version requirements are still to be fulfilled by the UEs.

In contrast to the situation on the user plane discussed above, we consider IP version aspects of SAE control plane as ffs.  In addition, the required IP version support for the SAE tunnelling protocol(s) requires further study.
3. Proposal

1) Based on the discussion in the previous section, we suggest that the following requirement is added in clause 4.1 of TS 23.401 and clause 4 of TS 23.402: 

For user plane traffic in SAE:

- the network supports IPv6 only
- UEs shall use IPv6 only
2) IP version aspects on the control plane and for the tunnelling of user plane traffic should be further studied.
Annex A

<<< BEGIN OF CHANGE TO 23.401 >>>

4.1
General concepts
For user plane traffic in SAE:

· the network supports IPv6 only

· UEs shall use IPv6 only
<<< END OF CHANGE TO 23.401 >>>

<<< BEGIN OF CHANGE TO 23.402 >>>

4.1
General concepts
For user plane traffic in SAE:

· the network supports IPv6 only

· UEs shall use IPv6 only
<<< END OF CHANGE TO 23.402 >>>
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