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Abstract of the contribution: This paper proposes a grouping of Evolved Packet Core functions in each entity (MME, Serving SAE GW and PDN SAE GW) based on the proposals made in the TR23.882 [1] We propose to add the proposal below into the TS23.401 [2] in the section “4.3 High level functions” or “4.4 Network elements”.
1. Introduction
According to the decision of standardised functional split between MME, Serving SAE Gateway, PDN SAE Gateway, the functions are divided among MME, Serving SAE Gateway, and PDN SAE gateway in terms of the control plane functions, the termination of S1/S3/S4 interfaces and the inter-system mobility.

2. Proposal
It is proposed to include the following function grouping table in Section 5, TS23.401.
	Entity
	Functions
	Comments

	MME


	Context management and allocation of temporary user identities
	

	
	Management and storage of UE control plane
	

	
	Authentication, authorization (PLMN, TA) and key management
	

	
	Lawful interception of signalling
	

	
	The MME terminates and handles UE NAS signaling; non-access stratum (NAS) signaling is not relayed via UPE; NAS signaling means direct signaling between UE and entities above eNodeB
	

	
	Ciphering/integrity termination for UE NAS signaling
	

	
	Mobility management
	

	
	Control plane function for inter-3GPP access system mobility
	

	Serving SAE GW

(UPE)
	Packet routing and forwarding
	

	
	Allocation of a local IP address from the UPE address space for use by mobility mechanisms
	

	
	Gateway functionality to PDN including IP address allocation from PDN address space
	

	
	Lawful interception of user plane traffic
	

	
	Trigger/initiation of paging when downlink data arrives for the UE in LTE_IDLE state
	

	
	Routing path establishment/change with SAE GW
	

	
	Authentication, authorization and key management, for mobility management signaling or for PDN access control
	

	
	Inter-eNodeB Mobility Anchor for user plane
	

	
	inter-3GPP access system Mobility Anchor
	

	
	Mobility Anchor for mobility between 3GPP accesses and non 3GPP accesses
	

	
	
	

	
	
	

	PDN SAE GW


	Policy and Charging Enforcement Function (PCEF)
	

	
	Per-user based packet filtering (by e.g. deep packet inspection)
	

	
	Policy and Charging Enforcement Function (PCEF) based on TS 23.203 for roaming scenarios
	

	
	Policy and Charging Enforcement Function (PCEF) based on TS 23.203 for route optimisation scenarios
	

	
	Collection of Charging Information for online or offline charging systems for roaming with home routed traffic
	

	
	Collection of Charging Information for online or offline charging systems when route optimisation is applied.
	

	
	Lawful interception of user plane traffic
	

	
	Generation of Charging Data Records (CDRs) and delivery to charging systems
	

	
	
	


Figure 1 : Grouping of Evolved Packet Core functions
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