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Abstract of the contribution:

This contribution analyses QoS signalling aspects for the IETF roaming option (S8b) and for support of non-3GPP accesses. It proposes to rename the two instances of S7 into S7a and S7b, and then provides call flows for dedicated bearer establishment in Section 4.6 of TS 23.402.
1
Discussion

We envisage that policy and charging control for the IETF-based roaming option (S8b) shall be based on mechanisms defined in REL-7 PCC, with additional enhancements to support the S8b roaming option and non-3GPP accesses.

Figure X1 illustrates a possible QoS policy signalling architecture for the S8b roaming option with support for non-3GPP IP accesses. The two instances of S7 are referred to as S7a and S7b for convenience. The same QoS signalling architecture applies for 3GPP IP accesses (2G/3G/LTE-based) when S8b is used as a roaming interface.

In comparison to REL-7 PCC, there are now two “Gateways” in the architecture: Serving SAE GW and PDN SAE GW. This calls for a review and potential redefinition of the REL-7 Policy and Charging Enforcement Function (PCEF).
We believe that flow based charging in SAE will still be done in a single place. In case of Home routed traffic, the logical place for execution of flow based charging is the Home Gateway (PDN SAE GW).
Moreover, we expect that “layer 3” QoS information (i.e. information on per-SDF basis) will be made available in more than one node in the network. E.g. with the IETF-based roaming option (S8b) we expect that at least Serving SAE GW will need per-SDF QoS information (in addition to the PDN SAE GW) in order to be able to apply appropriate QoS handling in the Visited network. Given the candidate protocol for S8b (Proxy MIP) we believe that the S9-S7a path will be used to convey the per-SDF QoS information from the hPCRF to the Serving SAE GW.

The QoS information may further need to be relayed towards the non-3GPP IP access, so that these network elements can map IP flows (SDFs) onto layer 2 bearers specific to that non-3GPP access. We believe that the IETF-based reference point S2 will actually consist of two interfaces: one of them for tunnel mobility management (Proxy MIP) and another one for QoS signalling (probably Diameter based). We refer to these as S2 (tnl) and S2 (policy), respectively.
Other policy control information (e.g. gating) may also be conveyed to the IP-aware nodes in the Visited network. The reason for this is that gating of UL traffic is most efficiently done close to the radio edge.
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 Figure 1: QoS policy signalling architecture for the S8b roaming option (Home routed traffic scenario)

It is our belief that all of the following reference points: S7a, S7b, S9 and S2 (policy) are based on the REL-7 Gx reference point as defined in [TS 29.212] and their functionality is a subset of the REL-7 Gx functionality.
In the Home routed traffic scenario it is expected that the S9 and S7b functionalities combined together are similar or identical to the REL-7 Gx functionality.

2
Proposal

It is proposed to:

· Rename the two S7 instances in the roaming figure (TS 23.402) as S7a and S7b and update the text accordingly;
· Agree on call flows for dedicated bearer setup for the IETF option with both 3GPP and non-3GPP access.
*** Start of Change *****
4.2.2
Roaming Architecture

[image: image2]
Figure 4.2.2-1. Roaming Architecture for non-3GPP Accesses, Home Routed

Editor’s Note: impacts from Direct Tunnel architecture need to be considered in the architecture diagrams.
Editor’s Note:  the Roaming architecture for the Visited Services scenario and bearer traffic local breakout for the Home Services scenario needs to be included in this specification. 

*** Next Change *****

4.5
Reference Points

4.5.1 
List of Reference Points
The description of the reference points:

Editor’s Note:    Once the architecture diagrams are stable in this specification and in TS 23.401, the reference point names need to be updated to remove either the letters or only keep a number series, e.g. S6a replaced with Sn where there is only either a digit or a letter.
S1-MME, S1-U, S3, S4, S10, S11:
these are defined in [4].

S2a:
It provides the user plane with related control and mobility support between trusted non 3GPP IP access and the SAE Gateway.

S2b:
It provides the user plane with related control and mobility support between ePDG and the SAE Gateway. 
S2c:

It provides the user plane with related control and mobility support between UE and the SAE  Gateway. This reference point is implemented over trusted and/or untrusted non-3GPP Access and/or 3GPP access. 

S5:
It provides user plane tunneling and tunnel management between Serving SAE GW and PDN SAE GW. It is used for Serving SAE GW relocation due to UE mobility and in case the Serving SAE GW needs to connect to a non collocated PDN SAE GW for the required PDN connectivity.
S6a:
This interface is defined between MME/UPE and HSS for authentication and authorization. It is defined in [4].
S6c:
It is the reference point between SAE Gateway in HPLMN and 3GPP AAA server for mobility related authentication if needed.  

S6d:
It is the reference point between SAE Gateway in VPLMN and 3GPP AAA Proxy for mobility related authentication if needed.  
S7a:
It provides transfer of (QoS) policy rules from vPCRF to Serving SAE GW. The allocation of the PCEF is FFS. 
S7b:
It provides transfer of (QoS) policy and charging rules from hPCRF to PDN SAE GW. The allocation of the PCEF is FFS. 
S8b:
It is the roaming interface in case of roaming with home routed traffic. It provides the user plane with related control between SAE Gateways in the VPLMN and HPLMN.
S9: 
Indicates the roaming variant of the S7 reference point for the enforcement in the VPLMN of dynamic control policies from the HPLMN.
SGi: 
It is the reference point between the SAE Gateway and the packet data network. Packet data network may be an operator external public or private packet data network or an intra operator packet data network, e.g. for provision of IMS services. This reference point corresponds to Gi and Wi functionalities and supports any 3GPP and non-3GPP access systems.
Wa*:
It connects the Untrusted non-3GPP IP Access with the 3GPP AAA Server/Proxy and transports access authentication, authorization and charging-related information in a secure manner. Differences compared to Wa as defined in [5] are FFS.  

Ta*:
It connects the Trusted non-3GPP IP Access with the 3GPP AAA Server/Proxy and transports access authentication, authorization and charging-related information in a secure manner. 

Wd*:
It connects the 3GPP AAA Proxy, possibly via intermediate networks, to the 3GPP AAA Server. Differences compared to Wd as defined in [5] are FFS.

Wm*:
This reference point is located between 3GPP AAA Server/Proxy and ePDG and is used for AAA signaling (transport of tunnel authentication and authorization data). Differences compared to Wm as defined in [5] are FFS.

Wn*:
This is the reference point between the  Untrusted Non-3GPP IP Access and the ePDG. Traffic on this interface for a UE initiated tunnel has to be forced towards ePDG. The existence of an entity corresponding to WAG in I-WLAN and its impact on Wn* is FFS.

Wx*:
This reference point is located between 3GPP AAA Server and HSS and is used for transport of authentication data. Differences compared to Wx as defined in [5] are FFS.

Usage of S6 and S9 for providing visited network with static/dynamic policies is FFS.


S1 interface for LTE is the same for both the architectures.

Protocol assumption:

-
S2a interface and S2b interface are based on current or future IETF RFCs. S2a and S2b are based on Proxy Mobile IP and/or Client Mobile IP in FA Mode. (The exact protocol decision is FFS)
-
S2c is based on Client Mobile IP co-located mode. (The exact protocol decision is FFS)
-
The S5 interface between the MME/UPE and the SAE Gateway, S8b and S2a/S2b interfaces are based on the same protocols and differences shall be minimized. The S5 interface is based on current or future IETF RFCs. The GTP variant of S5 interface is described in TS 23.401 [4].

-
S8b interface is based on current or future IETF RFCs. The GTP variant interface (S8a) is described in TS 23.401 [4].

The SAE System shall allow the operator to configure a type of access (3GPP or non-3GPP) as the “home link” for Client Mobile IP purposes. 

Note that redundancy support on reference points S5 and S8b should be taken into account.

*** Next Change *****
5.5
Session Management, QoS and interaction with PCC Functionality 
<This section describes the SM, QoS and interaction with PCC functionality when connecting non-3GPP accesses to the SAE core network>

5.5.x1
Dedicated bearer setup for LTE access

Depicted in Figure X1 is a high-level call flows for Dedicated bearer setup with IETF-based S8 and LTE access.
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Figure X1: Dedicated bearer setup for LTE access with IETF-based S8

1) Application level signalling between UE and the AF located in the Home network.

2) AF provides service information to hPCRF.

3) The hPCRF makes the authorization and policy decision 

4a) The hPCRF sends the decision(s) to the vPCRF.

4b) The hPCRF sends PCC rules to the PDN SAE GW.
4c) The PDN SAE GW sends a response to the H-PCRF indicating that the policy decision(s) are accepted. The handling of the cases where the PDN SAE GW cannot accept the policy decisions is FFS.
5) The vPCRF polices the policy decision(s) sent by the H-PCRF, for example, based on the roaming agreement between the visited network and the user’s home network.

6) The vPCRF forwards the policy decision(s) to the Serving SAE GW.

7) The Serving SAE GW decides whether the QoS rules require establishment of new SAE bearer(s) or whether they can be applied on already established SAE bearers. Figure X1 assumes the former;

8) Serving SAE GW decides on the number of new SAE bearers, translates the SDF level QoS information (e.g. QCI) into bearer level QoS parameters (e.g. Label), and triggers bearer establishment towards MME;

9) The MME initiates the bearer establishment with the eNB;

10) The eNB perform admission control and translates the received QoS information into radio QoS information. The allocation of radio resources and the appropriate configuration of the scheduler are performed according to the translated QoS information
11) The eNB establishes new radio bearer(s). The UE is provided with information about the radio configuration necessary for the service and related information to link radio resources with IP or session flows;

12) The MME is informed about the successful outcome of the resource establishment. If the bearer level QoS parameters needs to be downgraded, then the eNB indicates the negotiate bearer level QoS parameters in a response message.
13) The MME reports the outcome of the resource establishment together with the negotiated QoS to the Serving SAE GW.

14) The Serving SAE GW sends response to vPCRF.

15) The vPCRF sends an acknowledgement about the outcome of the resource establishment to the hPCRF

16) If the requested QoS was downgraded by the VPLMN (e.g. due to VPLMN policy or limited resources in RAN), then the hPCRF initiates the QoS adjustment procedure (step 17 and 18).

17) The hPCRF sends the updated PCC rules to the PDN SAE GW.
18) The PDN SAE GW sends a response to the H-PCRF indicating that the policy decision(s) are accepted.

19) The hPCRF sends an acknowledgement about the successful outcome of the resource establishment to the AF.

5.5.x2
Dedicated bearer setup for non-3GPP access

Depicted in Figure X1 is a high-level call flows for Dedicated bearer setup with IETF-based S8 and non-3GPP access.
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 Figure X2: Dedicated bearer setup for non-3GPP access and IETF-based S8

1) Application level signalling between UE and the AF located in the Home network;

2) AF provides service information to hPCRF;

3) The hPCRF makes the authorization and policy decision.

4a) The hPCRF sends the policy decision(s) to the vPCRF.

4b) The hPCRF sends PCC rules to the PDN SAE GW.
4c) The PDN SAE GW sends a response to the H-PCRF indicating that the policy decision(s) are accepted. The handling of the cases where the PDN SAE GW cannot accept the policy decisions is FFS.
5) The V-PCRF polices the policy decision(s) sent by the H-PCRF, for example, based on the roaming agreement between the visited network and the user’s home network.

6) The vPCRF forwards the policy decisions to the Serving SAE GW;

7) Serving SAE GW forwards the policy decisions to the non-3GPP access;

8-9) The non-3GPP access decides how to bind the SDF level QoS information onto (radio) bearers specific to that non-3GPP access and possibly use NAS-equivalent signalling to install UL filters in the UE;

10) The non-3GPP access reports the outcome of the resource establishment together with the negotiated QoS to the Serving SAE GW.

11) The Serving SAE GW sends response to vPCRF.

12) The vPCRF sends an acknowledgement about the outcome of the resource establishment to the hPCRF

13) If the requested QoS was downgraded by the VPLMN (e.g. due to VPLMN policy or limited resources in non-3GPP access), then the hPCRF initiates the QoS adjustment procedure (step 14 and 15).

14) The hPCRF sends the updated PCC rules to the PDN SAE GW.
15) The PDN SAE GW sends a response to the H-PCRF indicating that the policy decision(s) are accepted.

16) The hPCRF sends an acknowledgement about the successful outcome of the resource establishment to the AF.
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