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Abstract of the contribution:

This paper provides an SAE Attach information flow for TS 23.401.
1. Introduction
To receive services from an LTE/SAE system a UE needs to register with the network and it needs to receive a number of parameters. The proposed Attach Procedure provides this functionality.

2.  Proposed procedure
5.3.1
Attach Procedure

A UE shall perform the Attach procedure in order to obtain access to the SAE services.
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1)
The UE discovers the SAE/LTE access system(s) and performs access system and network selection.

2)
The UE initiates the attach procedure by sending an Attach Request (IMSI or S‑TMSI and old TAI) message to the MME. IMSI shall be included if the UE does not have a valid S‑TMSI available. If the UE has a valid S‑TMSI, then S‑TMSI and the old TAI associated with S‑TMSI shall be included.

Editors note: An additional information element "Follow On Request" from the UE may indicate if there is pending uplink traffic. It may be used to perform a conditional SAE bearer setup on S1 and on radio. It should be compared with other procedures, e.g. TAU whether alignment is useful.

3)
If the UE identifies itself with S‑TMSI and the MME has changed since detach, the new MME sends an Identification and Context Request (S‑TMSI, old TAI) to the old MME to retrieve user information. 
4)
The old MME responds with an Identification and Context Response (IMSI, Authentication Triplets or Authentication Quintets, subscription data).
5)
If the UE is unknown in both the old and new MME, the MME sends an Identification Request to the UE. 
6)
The UE responds with Identification Response (IMSI).

7)
The authentication functions are defined in the clause "Security Function".

8)
If the MME (identity) has changed since the SAE detach, or if it is the very first attach the MME sends an Update Location (MME Identity, IMSI, subscription data received) to the HSS. 
9)
The HSS sends Cancel Location to the old MME.

10)
The old MME acknowledges with Cancel Location Ack.

11)
The HSS acknowledges the Update Location (Subscription Data) message by sending an Update Location Ack to the MME after the cancelling of old MM context.

12)
The new MME validates the UE's presence in the (new) TA and constructs an MM context for the UE.

The MME selects a Serving SAE-GW as described under “SAE-GW selection function” and  sends a Create SAE Bearer Request (PDN Address, Access Point Name, TEID, PDN SAE-GW) message to the selected Serving SAE-GW.
13)
The Serving SAE-GW creates a new entry in its SAE Bearer table and sends a Create SAE Bearer Request (PDN Address, Access Point Name, TEID) message to the PDN SAE-GW indicated by the MME. 
14)
The PDN SAE-GW creates a new entry in its SAE Bearer table. The new entry allows the PDN SAE-GW to route SAE Bearer PDUs between the Serving SAE-GW and the packet data network. The PDN SAE-GW returns a Create SAE Bearer Response (TEID, PDN Address) message to the Serving SAE-GW. PDN Address is included if the PDN SAE-GW allocated a PDN address.
15)
The Serving SAE-GW updates its SAE Bearer. This allows the Serving SAE-GW to route SAE Bearer PDUs to the PDN SAE-GW when received from evolved RAN. The Serving SAE-GW returns a Create SAE Bearer Response (TEID, PDN Address) message to the MME.
16)
The MME sends SAE Bearer Setup Request (Serving SAE-GW address, TEID) message to the evolved RAN to setup radio and S1 bearers for the SAE Bearer.
17)
The evolved RAN establishes the radio bearer.

18)
The evolved RAN confirms by sending SAE Bearer Setup Response (eNodeB address, TEID) message to the MME.

19)
The MME sends Update SAE Bearer Request (eNodeB address, TEID) message to the Serving SAE-GW. This allows the Serving SAE-GW to route PDP PDUs between the evolved RAN and the PDN SAE-GW. 
20)
The Serving SAE-GW confirms by sending Update SAE Bearer Response message to the MME.
21)
The MME sends an Attach Accept (S‑TMSI, TAI, PDN Address) message to the UE. S‑TMSI is included if the MME allocates a new S‑TMSI.

22)
If S‑TMSI was changed, the UE acknowledges the received S-TMSI by returning an Attach Complete message to the MME.
3. Proposal

It is proposed to add this procedure to TS 23.401 clause “5.3 Authentication, Security and Location Management”.
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22. Attach  Complete
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