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1
Introduction

In the currently agreed SAE bearer model, the network sets the QoS based on inspecting e.g. SIP/IMS signaling messages. SIP/SDP quality related parameters are considered in policy control; otherwise the terminal does not request for QoS.

This model works well for operator hosted services, but it is hard to apply it for any Internet or enterprise applications that are independent from the access network provider. 
The deployment of UE Initiated QoS requests for unknown services is challenging and prone to abuse. However, in order to support business models, where internet based services are the main service case, it is worth considering and analysing solutions for providing crude QoS differentiation for unknown services.
2 
Motivations and Challenges of UE Initiated QoS Requests
Motivations
The motivation for the "UE initiated" QoS comes from applications/services hosted in the Internet (including corporate services such as the basic VPN remote access), without any relationship to the access operator. For these it is hard to see how the access network would be able to determine what QoS to apply. In the Internet model such intelligence would be at the edges, meaning the application/terminal. So, this is the theory.

The main question is whether differentiated QoS is needed in the first place. In the Internet backbone it is not needed, instead it is more economical to just add capacity. Also, in the fixed consumer Internet access market no-one is offering any differentiation beyond different access speeds. This is based on simplicity of both technology and charging, and on the fact that services run quite well with best effort, if one has 2 Mbps or 8 Mbps or 24 Mbps DSL access. Reliability is much more important than QoS. At the moment the main driver for QoS in the fixed Internet access seems to be IPTV, and this is not a real Internet service.

The key question is whether the case is different for wireless access. If Skype call or YouTube streaming seem to be sometimes breaking down on the best effort LTE access, the user may not be able to purchase 2- or 4- times faster subscription to solve the problem, as he would with DSL. If the user would still see value in making these applications work better, it is possible that there would be market for the mobile operators to sell differentiated QoS. 
Challenges

If terminals are able to request for QoS, the network risks becoming a “best effort network”. A smart terminal requests the highest possible priority in order to appear high quality terminal to the end-user. In fact, no terminal manufacturer can take the risk for asking too low quality/priority. However, if all terminals request for the same “highest priority QoS”, QoS differentiation is diluted.

This is the fundamental reason why today no fixed line ISP is providing enhanced QoS for unknown applications. If an operator provides any QoS to any service that it is not hosting or somehow affiliated with it, then it has no means to validate the enhanced QoS requests coming from MS. One way to to solve this would be to have a limited quota of "enhanced QoS" per subscription to discourage abuse. Another option is differentiated charging for different QoS. The question here is whether end users are willing to afford the extra cost for differentiated QoS by the time LTE/SAE systems are expected to be widely available. 

In conclusion: even if "UE initiated" QoS is standardized and implemented for SAE, there is still the risk that this premium QoS for unknown services will not be offered nor used. For this reason, it would seem justifiable to keep any standardized scheme as simple and straightforward as possible.
3
Evaluation of UE Initiated QoS Solutions
Three different proposals have been presented in SA WG2 so far for the provisioning of QoS for unknown services.
1. The UE  maps unknown applications locally to a pre-established premium dedicated SAE bearer.

2. The UE sends application level QoS requests for unknown applications

3. The UE requests for SAE Dedicated Bearer QoS requests upon initiation of unknown applications

Premium Bearer Concept

The subscriber can select (e.g., indirectly via UE-based configuration) the IP flows requiring a higher QoS that are associated with services or applications unknown to the network for binding to a "premium bearer". 

SAE/LTE will provide the possibility for an operator to provision for such a “premium bearer” by using a static and purely DSCP-based UL packet filter in the UE, and a dynamic DL packet filter in the PCEF. The static UL packet filter is provided to the UE from the PCRF/PCEF at bearer establishment / modification. The dynamic DL packet filter is generated and maintained by the PCEF based on packet inspection of the bearer’s UL traffic.[1]
Pros:

· This is a simple model, which introduces no delays from dedicated bearer establishment.
· Easy to standardize

Cons:
· QoS requests are limited to non-GBR bearers. There is no possibility to indicate any bitrate.

· In some cases, the generation of DL TFTs can be problematic. However, for most RT applications, the flows would be symmetric. The triggering of premium QoS for unidirectional dl streaming might require the usage of UL dummy packets. 

· Configuration challenge: Which terminals and which applications should use which DSCP? This is a generic problem for UE initiated models.
· SAE Bearer requests are allowed from NW direction only. This is easier to specify and deploy than a bidirectional SAE Bearer model.
Generic Application Level QoS Requests 
The UE sends an IP-based signaling message to the SAE network requesting certain QoS (identified by the Label characteristics) for an IP flow (identified by the 5-tuple). The protocol for IP-based-signaling is could be for example NSIS, RSVP, …[2]
The SAE network requests the Policy/Charging rules from the PCRF corresponding to the requested QoS. The PCRF provides the Policy/Charging rules to the SAE Network. The SAE network checks the UE’s subscription, performs admission control according to the received QoS information and available resources and applies the received policy information. The SAE network initiates the SAE bearer establishment or modification towards the UE (same as network initiated bearer establishment).
NSIS could in theory be also used for NAT traversal and firewall handling.
Pros

· A generic QoS signalling protocol can be used to signal bitrates. Bitrate is the best candidate for accurate QoS information known by the UE.
· For example NSIS could also be considered for NAT traversal and firewall handling. 

· A generic QoS signalling protocol does not require the UE applications to be tailored to be aware of the SAE/LTE protocol stack. 
· SAE Bearer requests are allowed from NW direction only. This is easier to specify and deploy than a bidirectional SAE Bearer model.
Cons

· Application level QoS signaling introduces delays in bearer establishment.
· The required standardization effort is higher than for the premium bearer solution. It also requires 3GPP-IETF cooperation.

· Configuration challenge: How do application developers know which QoS profile to request for? Or is this configured by the operator? This is a generic problem for UE initiated QoS models.
UE Initiated SAE Dedicated Bearer Activation

The UE application layer mediates a QoS request to the UE bearer layer, which then sends a dedicated SAE bearer initiation or modification request to the SAE network requesting certain QoS for an IP flow. The SAE network requests the Policy/Charging rules from the PCRF corresponding to the requested QoS. The PCRF provides the Policy/Charging rules to the SAE Network. The SAE network checks the UE’s subscription, performs admission control according to the received QoS information and available resources and applies the received policy information. The SAE network sends to the UE a SAE bearer establishment or modification message.
Two variants include 1) The UE generates a DL TFT and requests for a dedicated SAE bearer. 2) The UE requests to trigger the establishment of a dedicated SAE bearer for a given service.
Pros

· Simple mapping to Release 99 QoS. This may mean that the product migration path from 3G to LTE is simplified.
Cons
· Requires interaction between application layer and SAE/LTE layers. This has not been trivial in the terminal models today, and it is quite challenging to achieve for external standard laptop applications

· Requires SAE/LTE QoS awareness within the applications themselves. This is challenging to control and configure.
· Increases PCC complexity, as bearer requests from both UE and NW have to be managed together.

4
Conclusion and Recommendation
The motivation for UE initiated QoS is to be able to provide enhanced end-user experience for internet hosted services. But there are fundamental deployment challenges, which require careful consideration. There must be a mechanism within the access network to control UE QoS requests e.g. through quotas or differentiated charging. The more options and granularity are included within the standardized scheme, the less probable it is that it can be deployed.
To avoid complex QoS model in SAE/LTE it is proposed that all QoS control is done based on the network requested dedicated SAE bearer activation.

The option would be to standardize UE QoS requests with simplistic models such as the premium bearer (or corresponding) model that is enough for cases where somewhat better QoS is required. As standardization progresses, work could be continued on a more elaborated model such as the generic application level QoS request.

The scheme with highest risks would be to embed QoS requests within the SAE bearer model itself. This option adds considerable complexity to the PCC architecture and bearer management procedures.  
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