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Abstract of the contribution:

The paper proposes to include the protocol stacks for both control plane and user plane over S2b interface. This document covers only the non-roaming scenario.
5.1
Control and User Planes

5.1.1
User Plane over S2b interface
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Figure X1: Protocol Stack when PMIP Mobility is supported by the network 

Figure X1 denotes the user plane protocol stack when the interface S2b between ePDG and SAE GW is based on PMIPv6.
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Figure X2: Protocol Stack when C-MIPv6 Mobility is supported by the network 

Figure X2 denotes the user plane protocol stack when the interface S2b between ePDG and SAE GW is based on CMIPv6 or CMIPv4 with CoCoA.

.
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Figure X3: Protocol Stack when C-MIPv4 FACoA Mobility is in the network

Figure X3 denotes the user plane protocol stack when the interface S2b between ePDG and SAE GW is based on CMIPv4 with FA COA.

Editor’s Note: Additional mechanisms might be required for dual radio case when both the interfaces will be required to configure same IP address.

5.1.1.1

Transport IP

Transport IP layer ensures the packets are appropriately routed and reach UE in downlink and ePDG in uplink direction. The IP Address allocated for Transport IP layer is from the untrusted network domain, and is used as the outer IP address in the IPsec tunnel between UE and ePDG, The intermediate entities between the UE and ePDG use Transport IP address to route the packet appropriately. 
5.1.1.2

Remote IP
Remote IP layer ensures the packets are routed to appropriate ePDG in downlink direction and appropriate SAE GW in the uplink direction. Remote IP address to HoA Address binding is kept by SAE GW. The SAE GW tunnels the packet originally destined to HoA to the remote IP address as mapped in the binding cache. When PMIPv6 or MIPv4 (FA CoA) is used over the S2 interface, the remote IP address is the IP address of ePDG. When MIPv6 or CoCoA MIPv4 is used, the remote IP address is allocated by the ePDG to the UE from ePDG’s domain. The UE or ePDG then register the Remote IP address in the binding cache for the UE HoA. The SAE GW tunnels all the packets to HoA to the remote IP address.
5.1.1.3

Home IP
HoA IP Address is allocated to the UE by SAE GW either from its domain or obtained from external PDN (for eg in the case of VPN connection). The SAE GW keeps the binding cache between the HoA IP address and the Remote IP address.
5.1.1.4

Tunnelling Layer

The tunnelling layer is provides data confidentiality when the intermediate network is not trusted.. Since  untrusted network need not be under the direct control of the operator and hence direct confidentiality between UE and a Core Network Node is necessary. Also, data path between ePDG and SAE GW may pass through private network domain, data confidentiality may be necessary.

IPsec/ESP is used as confidentiality and tunnelling mechanism between ePDG and UE. Tunnelling layer between ePDG and SAE GW is optional.
5.1.2
Control Plane over S2b interface
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 Figure X4: Protocol Stack when PMIP Mobility is supported by the network 

As shown in Figure X4, protocol stack with PMIP based S2b. IKEv2 is the control plane between UE and ePDG and is out of scope of the present document.

Editor’s Note: Interaction between IKEv2 and PMIPv6 stack may be required and will part of the present document.
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Figure X5: Protocol Stack when C-MIPv6 Mobility is supported by the network 

As shown in Figure X5, MIPv6 is used on S2b interface directly between UE and SAE GW.

Editor’s Note: The Control plane stack on Wn interface (IKEv2) is not shown the Figure X5. The IKEv2 Control plane between UE and ePDG is completely independent of the S2b interface and out of scope of the present document.
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 Figure X5: Protocol Stack when C-MIPv4 FACoA Mobility is in the network

As shown in Figure X5, MIPv4 is directly used between UE and SAE GW. However when FA CoA may be in the path of the control plane messages between UE and SAE GW.
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