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This paper discusses MME initiated bearer establishment procedure and MME initiated bearer release procedure.
Discussion
4.6.3.x MME initiated SAE bearer establishment procedure
According to operator’s policy, one or more dedicated SAE bearer may be established just after UE successful attachment to the network. For this purpose, dedicated SAE bearer information, e.g. QoS parameters, service ID, should be downloaded from HSS to MME during attachment procedure. The number of dedicated SAE bearer to be established after attach, and the corresponding dedicated SAE bearer information is stored in HSS, and is subscription based. 
For access to multiple PDNs, the dedicated SAE bearer information should include some routing information to simplify the PDN SAE gateway selection, e.g. an APN, or a service ID. 

A SAE bearer ID is allocated by the MME, and informed to UE during the SAE bearer establishment procedure. This SAE bearer ID is a unique identity of a SAE bearer in the UE, and is used to identify a SAE bearer between MME and UE.

An UpLink Packet Filter (UL-PF) is transferred to UE during the SAE bearer establishment procedure, and is used to match an uplink packet to a SAE bearer by UE.

The Radio Bearer is identified by Radio Bearer ID (RB-ID), which is allocated by eNodeB, and transferred to UE during SAE bearer establishment procedure.

In MME, except for MM context, for each established SAE bearer, there is a mirror SAE bearer context, storing corresponding IMSI, SAE bearer ID, S1 tunnel information, S5/S8a tunnel information, QoS parameters, etc.
The MME initiated SAE bearer establishment procedure is shown in Figure 4.6-x.
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Figure 4.6-x: MME initiated SAE bearer establishment
Before the start of MME initiated SAE bearer establishment, the information for SAE bearers to be established is already downloaded to MME.
1. MME sends bearer request message (IMSI, service ID) to the Serving SAE gateway. The serving SAE gateway is selected in attachment procedure. The Service ID is used to indicate the PDN to be connected, and is used to select PDN SAE gateway by serving SAE gateway. Service ID can be like an APN used in current 2G/3G, the definition of service ID is FFS.
2. If the serving SAE gateway decides that the PDN SAE gateway for this SAE bearer is different from itself, the serving SAE gateway sends bearer request (IMSI, service ID, DL-TEID) to PDN SAE gateway.
3. The PDN SAE gateway creates an SAE bearer context for this SAE bearer, and stores IMSI, service ID, DL-TEID, serving SAE gateway IP address into the context. The PDN SAE gateway sends SAE bearer authorization request (IMSI, service ID) to the PCRF to authorize the SAE bearer establishment request, and to obtain the corresponding QoS parameters from PCRF for this SAE bearer. 
4. After checking the UE’s subscription, the PCRF authorizes the request, and sends SAE bearer information, e.g. UL-PF, DL-PF, QoS parameters, charging rules to PDN SAE gateway. The IMSI and service ID are used to find the corresponding bearer subscription information by the PCRF. UL-PF is the uplink packet filter used by UE for matching packet to the SAE bearer.
5. The PDN SAE gateway stores DL-PF, QoS parameters, charging rules into the SAE bearer context. The PDN SAE gateway selects UL-TEID for the SAE bearer, and sends Bearer Response (UL-TEID, QoS, UL-PF) to the serving SAE gateway.
6. The serving SAE gateway stores UL-TEID and QoS information into the SAE bearer context; the S5/S8a tunnel is established. The serving SAE gateway sends Bearer Response (IMSI, service ID, QoS, UL-PF, S1 UL-TEID) to the MME. The S1 UL-TEID is the TEID allocated by the serving SAE gateway for the S1 tunnel between the serving SAE gateway and eNodeB.
7. The MME stores QoS and S1 UL-TEID into its SAE bearer context, and starts the radio bearer establishment procedure by sending the SAE bearer setup request message (IMSI, SAE bearer ID, QoS, UL-PF,S1 UL-TEID) to eNodeB. The SAE bearer ID is allocated by MME. The SAE bearer together with IMSI or S-TMSI can identify uniquely an SAE bearer context in MME. 
8. The eNodeB configures radio resources for the SAE bearer.
9. The eNodeB initiates radio bearer establishment over the air interface. The eNodeB allocates Radio bearer ID, and sends the UL-PF, SAE bearer ID, RB-ID to UE during the radio bearer establishment. The UE creates an SAE bearer context for this newly established SAE bearer, stores SAE bearer ID, UL-PF, RB-ID into the context.

10. After establishment of radio bearer, the eNodeB allocates S1 downlink TEID for the S1 tunnel, and send SAE bearer setup response (S1 UL-TEID, S1 DL-TEID) to the MME. 

11. The MME stores the S1 DL-TEID into the SAE bearer context, and sends Bearer update request (S1 UL-TEID, S1 DL-TEID) to the serving SAE gateway.
12. The serving SAE gateway stores the S1 DL-TEID to the SAE bearer context, and sends the Bearer update response to the MME.

13. If a new IP is to be allocated to the UE, the PDN SAE gateway sends router advertisement over this dedicated bearer to UE. The PDN SAE gateway starts to send this RA once the tunnel between the serving SAE gateway and the PDN SAE gateway is established, but it will not reach UE until after step 9. The router advertisement includes an IP address prefix, plus other IP configuration parameters, e.g. the default gateway IP address, and is used by the UE for IP address auto configuration. After the UE got the RA, if the UE is capable of IP address auto configuration, it will use the information inside the RA to configure the IP interface for the SAE bearer.

Optionally, if the UE is not capable of address auto configuration, the DHCP mechanism can be used to obtain IP address after the dedicated SAE bearer is established. For this purpose, the PDN SAE gateway maybe a DHCP relay agent.
4.6.3.y MME initiated SAE bearer release procedure

The UE may be in idle mode or active mode when the MME initiate the SAE bearer release procedure. If the UE is in active mode, the MME needs to initiate the radio bearer release procedure by sending “SAE bearer release command” to the eNodeB. If the UE is in idle state, then the radio bearer is already been released, there’s no SAE bearer context in eNodeB.

After the release of an SAE bearer, the SAE bearer context in UE, eNodeB, MME, Serving SAE gateway, and PDN SAE gateway is deleted or denoted as invalid. 
The MME initiated SAE bearer release procedure is shown in figure 4.6-y.
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Figure 4.3-y: MME initiated SAE bearer release procedure

The description of MME initiated SAE bearer release procedure is detailed as the following:
1a. The MME sends Bearer release Request (S1 UL-TEID) to the serving SAE gateway. The serving SAE gateway finds the corresponding SAE bearer context according to S1 UL-TEID, and sends Bearer release request (UL-TEID) to the PDN SAE gateway whose IP address is stored in the SAE bearer context of the serving SAE gateway. The UL-TEID is the corresponding S5/S8a tunnel uplink TEID.

2a. The PDN SAE gateway finds the corresponding SAE bearer context according to UL-TEID it got in step 1a, and marks the SAE bearer context as invalid. If the SAE bearer is the last SAE bearer for a specific PDN, the PDN SAE gateway withdraws the IP address previously allocated to UE, and release connection with the corresponding PDN. The PDN SAE gateway sends Bearer release response (DL-TEID) to the serving SAE gateway. The serving SAE gateway marks the SAE bearer context to be invalid, and sends the Bearer release response (S1 DL-TEID) to the MME.
1b. In parallel to step 1a, the MME sends Bearer release command (SAE bearer ID) to the UE. The UE finds the corresponding SAE bearer context according to the SAE bearer ID, and marks the SAE bearer to be invalid, and disables the corresponding IP interface if the SAE bearer is the last SAE bearer for an IP address. The UE sends the Bearer release complete to the MME.
1c. If the UE is in active mode, then in parallel to step 1a and 1b, the MME sends SAE bearer release command (S1 DL-TEID) to the eNodeB to release the radio bearer. Upon reception of the message, the eNodeB releases the radio resource for the SAE bearer, and releases the air interface between itself and the UE. The eNodeB sends the SAE bearer release complete to the MME. 

   After the completion of step 1a, 1b, and optionally 1c, the MME marks the SAE bearer context in itself to be invalid, and the SAE bearer is released.
Proposal
We propose to include the previous section into section 4.6.3 of TS 23.401.
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