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Introduction

This contribution proposes a mechanism for PDN SAE gateway selection when accessing to multiple PDNs. The mechanism proposed in this contribution is network based, without the need to configure APNs in UE. 
Discussion

There are 4 possible types of bearer establishment procedures: the PCRF initiated SAE bearer establishment procedure, i.e. the operator controlled Rx services; the SAE gateway initiated SAE bearer establishment procedure, e.g. the operator controlled Gx services; the MME initiated SAE bearer establishment procedure after UE attachment; and the UE initiated SAE bearer establishment procedure, which is FFS in TR 23.882.

For PCRF initiated SAE bearer establishment, it is preferable that the dedicated SAE bearer to be established is anchored by the same PDN SAE gateway of the correlated SAE bearer for transmitting the application signalling. Thus, there is no need to select a PDN SAE gateway in this case.

For MME initiated SAE bearer establishment, PDN SAE gateway selection is needed. Fortunately, during UE attachment procedure, the HSS can download information e.g. APN for PDN SAE gateway selection to the MME. 
Since whether the UE initiated SAE bearer is needed or not is still for further study, we don’t discuss this case in this paper. In this paper, we discuss the PDN SAE gateway initiated SAE bearer establishment procedure. 

One trigger of PDN SAE gateway initiated SAE bearer is by the IP flow check over the default SAE bearer by the PDN SAE gateway. The PDN SAE gateway check the IP flow going out the default SAE bearer, and once a new flow is found, the PDN SAE gateway checks if the flow needs a new QoS or not, if a new QoS is needed, the PDN SAE gateway initiate the SAE bearer establishment procedure for this new IP flow.
In summary, for this use case, the following tasks need to be done:

1. IP flow detection by PDN SAE gateway. 

2. Check whether a dedicated SAE bearer is needed to be established for this new IP flow.
3. Initiate the SAE bearer establishment procedure by PDN SAE gateway.

To accomplish the above tasks, the PDN must be configured with a match of IP flow to service types, so that the PDN SAE gateway can consult the PCRF about the QoS parameters for the service.

In some cases, the IP flow sent to the default SAE bearer is not routable at PDN SAE gateway for the default SAE bearer, this is possibly because the IP flow is to a PDN which is out the scope of the access of the current PDN SAE gateway, and thus, a new PDN SAE gateway is needed for the service. In this case a new PDN SAE gateway is to be selected. In this scenario, the service type of the new IP flow is mostly not configured in the PDN SAE gateway for the default SAE bearer, the IP packets will be most likely dropped by the PDN SAE gateway. 
To solve the problem mentioned above, we propose a mechanism in this paper, in which, the PDN SAE gateway consults a Service Detection Function (RDF), which can be a standalone entity or collocated with some core network entity (e.g. collocated with PCRF). See figure 1. 
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Figure 1: Service detection architecture
According to its configuration, the PDN SAE gateway decides whether to consult the Service Detection Function, e.g. the PDN SAE gateway is configured to consult the SDF if it has no route for an IP flow; or the PDN SAE gateway is configured to consult the SDF if an IP flow matches some filters configured inside the PDN SAE gateway, and if the PDN SAE Gateway cannot find the route for an IP flow.
In figure 2, a PDN SAE gateway initiated SAE bearer establishment procedure is shown. In this procedure, the newly established SAE bearer is anchored in a new PDN SAE Gateway other than the PDN SAE gateway for the default SAE bearer over which the IP flow is detected. The default PDN SAE Gateway consults the SDF for service ID of the new IP flow. The Service detection function has the ability to return the routing information of the new IP flow.
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Figure 2: Message flow for PDN SAE Gateway initiated bearer establishment
Default SAE bearer is established between UE and the default PDN SAE gateway, the default PDN SAE gateway checks the IP flows over the default SAE bearer.  

1. The default PDN SAE Gateway, by analyzing packets going through the default SAE bearer, detected that a possible new service is going from the UE. According to configuration, The default PDN SAE Gateway knows this new service flow needs to be authorized and a new service bearer maybe needs to be established for it.
2. The default PDN SAE Gateway sends new service detection (IMSI, Flow filter) to SDF. The flow filter may be the 5 IP tuples of this flow.

3. SDF decides if this service is allowed or not. 
4. If it’s allowed, The SDF returns the Service ID which can be used to select the target PDN SAE Gateway to the default PDN SAE Gateway by sending the Service Response (IMSI, Service ID) to the default PDN SAE Gateway.
5. The default PDN SAE gateway sends the bearer request (IMSI, Service ID) to the Serving SAE gateway. The Service ID is used to identify the target new PDN SAE gateway by the serving SAE gateway.
6. The serving SAE gateway sends bearer request (IMSI, service ID, DL-TEID) to the new PDN SAE gateway.
7. The new PDN SAE gateway creates an SAE bearer context for this SAE bearer, and stores IMSI, service ID, DL-TEID, serving SAE gateway IP address into the context. The new PDN SAE gateway sends SAE bearer authorization request (IMSI, service ID) to the PCRF to authorize the SAE bearer establishment request, and to obtain the corresponding QoS parameters from PCRF for this SAE bearer. 

8. The PCRF authorizes the request, and sends SAE bearer information, e.g. UL-PF, DL-PF, QoS parameters, charging rules to the new PDN SAE gateway. The IMSI and service ID are used to find the corresponding bearer subscription information by the PCRF. UL-PF is the uplink packet filter used by UE for matching packet to the SAE bearer.
9. The new PDN SAE gateway stores DL-PF, QoS parameters, charging rules into the SAE bearer context. The PDN SAE gateway selects UL-TEID for the SAE bearer, and sends Bearer Response (UL-TEID, QoS, UL-PF) to the serving SAE gateway.
10. The serving SAE gateway sends the bearer request (IMSI, S1 UL-TEID, service ID, UL-PF, QoS) to the MME.
11. The MME stores QoS and S1 UL-TEID into its SAE bearer context, and starts the radio bearer establishment procedure by sending the SAE bearer setup request message (IMSI, SAE bearer ID, QoS, UL-PF,S1 UL-TEID) to eNodeB. The SAE bearer ID is allocated by MME. The SAE bearer together with IMSI or S-TMSI can identify uniquely an SAE bearer context in MME. 

12. The eNodeB initiates radio bearer establishment over the air interface. The eNodeB allocates Radio bearer ID, and sends the UL-PF, SAE bearer ID, RB-ID to UE during the radio bearer establishment. The UE creates an SAE bearer context for this newly established SAE bearer, stores SAE bearer ID, UL-PF, RB-ID into the context.
13. After establishment of radio bearer, the eNodeB allocates S1 downlink TEID for the S1 tunnel, and send SAE bearer setup response (S1 UL-TEID, S1 DL-TEID) to the MME.
14. The MME sends the Bearer response (S1 DL-TEID, S1 UL-TEID) to the serving SAE GW. The Serving SAE gateway stores the S1 DL-TEID into its SAE bearer context.
Proposal
We propose to the following change to section 5.4 of TS 23.401:
/************************ Start of change ****************************/

5.4
Session Management, QoS and interaction with PCC functionality
<This section describes the SM and QoS functionality and signalling flows for, eg SAE gateway selection, IP address allocation, establishment of higher QoS bearers, release etc.>
Editor's note: The MME provides bearer management functions including dedicated bearer establishment.
5.4.x PDN SAE gateway selection for operator controlled Gx services
In figure 5.4-x, the default PDN SAE gateway is the PDN SAE gateway where the Default SAE bearer is anchored. The Service detection Function is the logical function which decides matches a IP flow to a service ID, which can be used to select the dedicated PDN SAE gateway.
The default PDN SAE gateway checks the IP flow over the default SAE bearer, according to its configuration, the PDN SAE gateway decides whether to consult the Service Detection Function (SDF), e.g. the default PDN SAE gateway is configured to consult the SDF if it has no route for an IP flow; or the default PDN SAE gateway is configured to consult the SDF if an IP flow matches some filters configured inside the default PDN SAE gateway, and if the default PDN SAE Gateway cannot find the route for an IP flow.

[image: image3.emf]Service Detection Function

(SDF) 

Default PDN SAE 

Gateway

Gx

PCRF

X


Figure 5.4-x: Service detection architecture
In figure 5.4-y, a PDN SAE gateway initiated SAE bearer establishment procedure is shown. In this procedure, the newly established SAE bearer is anchored in a new PDN SAE Gateway other than the PDN SAE gateway for the default SAE bearer over which the IP flow is detected. The default PDN SAE Gateway consults the SDF for service ID of the new IP flow. The Service detection function has the ability to return the routing information of the new IP flow.
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Figure 5.4-y: Message flow for PDN SAE Gateway initiated bearer establishment

Default SAE bearer is established between UE and the default PDN SAE gateway, the default PDN SAE gateway checks the IP flows over the default SAE bearer.  

15. The default PDN SAE Gateway, by analyzing packets going through the default SAE bearer, detected that a possible new service is going from the UE. According to configuration, the default PDN SAE Gateway knows this new service flow needs to be authorized and a new service bearer maybe needs to be established for it.

16. The default PDN SAE Gateway sends new service detection (IMSI, Flow filter) to SDF. The flow filter may be the 5 IP tuples of this flow.

17. SDF decides if this service is allowed or not. 

18. If it’s allowed, The SDF returns the Service ID which can be used to select the target PDN SAE Gateway to the default PDN SAE Gateway by sending the Service Response (IMSI, Service ID) to the default PDN SAE Gateway.

19. The default PDN SAE gateway sends the bearer request (IMSI, Service ID) to the Serving SAE gateway. The Service ID is used to identify the target new PDN SAE gateway by the serving SAE gateway.

20. The serving SAE gateway sends bearer request (IMSI, service ID, DL-TEID) to the new PDN SAE gateway.
21. The new PDN SAE gateway creates an SAE bearer context for this SAE bearer, and stores IMSI, service ID, DL-TEID, serving SAE gateway IP address into the context. The new PDN SAE gateway sends SAE bearer authorization request (IMSI, service ID) to the PCRF to authorize the SAE bearer establishment request, and to obtain the corresponding QoS parameters from PCRF for this SAE bearer. 

22. The PCRF authorizes the request, and sends SAE bearer information, e.g. UL-PF, DL-PF, QoS parameters, charging rules to the new PDN SAE gateway. The IMSI and service ID are used to find the corresponding bearer subscription information by the PCRF. UL-PF is the uplink packet filter used by UE for matching packet to the SAE bearer.

23. The new PDN SAE gateway stores DL-PF, QoS parameters, charging rules into the SAE bearer context. The PDN SAE gateway selects UL-TEID for the SAE bearer, and sends Bearer Response (UL-TEID, QoS, UL-PF) to the serving SAE gateway.
24. The serving SAE gateway sends the bearer request (IMSI, S1 UL-TEID, service ID, UL-PF, QoS) to the MME.
25. The MME stores QoS and S1 UL-TEID into its SAE bearer context, and starts the radio bearer establishment procedure by sending the SAE bearer setup request message (IMSI, SAE bearer ID, QoS, UL-PF,S1 UL-TEID) to eNodeB. The SAE bearer ID is allocated by MME. The SAE bearer together with IMSI or S-TMSI can identify uniquely an SAE bearer context in MME. 

26. The eNodeB initiates radio bearer establishment over the air interface. The eNodeB allocates Radio bearer ID, and sends the UL-PF, SAE bearer ID, RB-ID to UE during the radio bearer establishment. The UE creates an SAE bearer context for this newly established SAE bearer, stores SAE bearer ID, UL-PF, RB-ID into the context.
27. After establishment of radio bearer, the eNodeB allocates S1 downlink TEID for the S1 tunnel, and send SAE bearer setup response (S1 UL-TEID, S1 DL-TEID) to the MME.
28. The MME sends the Bearer response (S1 DL-TEID, S1 UL-TEID) to the serving SAE GW. The Serving SAE gateway stores the S1 DL-TEID into its SAE bearer context.
/************************ End of change *****************************/
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