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Abstract of the contribution:

This contribution discusses the Inter MME handover procedure when X2 exist between the eNodeBs. The proposal is when X2 interface exists the Serving SAE GW keep unchanged and the eNodeB can notify directly the Serving SAE GW to switch the path.
Introduction
Currently there are two inter eNodeB handover procedures agreed in the previous SA2 meetings.

1) Inter eNodeB handover with CN node unchanged. This procedure has been depicted in the chapter 7.18 in TR 23.882. The handover is performed via the X2 interface between the source eNodeB and target eNodeB
2) Inter eNodeB handover with CN node relocation. Some agreement of this procedure has been agreed as one variant in the chapter 5.5.1 in TS 23.401, such as this procedure should not rely on the signaling on X2 between source eNodeB and target eNodeB. One problem of this variant is the source eNodeB needs to decide which solution can be used when the X2 interface exists.
This contribution tries to extend the procedure 1 to provide another variant to resolve the problem in the procedure 2. In this variant the source eNodeB perform handover via the X2 interface at the beginning of the handover. So unlike the agreed variant, there is no need for the source eNodeB to determine which solution should be used when there is X2 interface between the source eNodeB and target eNodeB.
Discussion
The new variant is described as following:

When the source eNodeB detects there is X2 interface between the source eNodeB and target eNodeB it will perform the handover via the X2 as the procedure 1. 
If there exist X2 between the source eNodeB and target eNodeB the serving SAE GW is supposed to keep unchanged during the handover. So the target eNodeB can notify the Serving SAE GW to switch the path directly after the target eNodeB detect the UE. 

The MME can be relocated. However whether it is performed during the following TAU procedure or the eNodeB will perform the MME relocation during the handover procedure is FFS.

The Serving SAE GW can be relocated when the UE enter into the LTE_IDLE state to make routing optimisation.

In this variant we supposed the serving SAE GW to keep unchanged during the handover when the X2 exists. The followings are the reasons.

1. As discussed in the previous SA2 meeting, the UPE relocation is a rare case. So the Serving SAE GW relocation also is a rare case. One case which needs the serving SAE GW relocation we foreseen is handover between different PLMNs because of some security reasons.

2. It has been agreed that the protocol between the eNodeB and the Serving SAE GW will use the GTP-U which is based on the IP network. If the Serving SAE GW and eNodeB know the GTP-U tunnel information each other then they can communicate each other. So it is possible for the serving SAE GW to connect to all the eNodeBs in one PLMN.  

3. In most of the cases if there is X2 interface between the eNodeBs it can concluded that this two eNodeBs belong to the same PLMN. So the serving SAE GW can keep unchanged during the handover.
In this variant the MME can be relocated because the old MME may not control the target eNodeB. There are two solutions to relocate the MME.  It is FFS which one will be used.

1. During the handover procedure the target eNodeB can select a new MME and notify the new MME to restore the UE subscription data from HSS. However the new MME will assign and new S-TMSI and register the current TA. It is not possible for the new MME to transfer the new S-TMSI and current TA to the UE.
2. After the UE handover to the eNodeB it shall perform the TAU procedure. In this procedure the target eNodeB can select a new MME. 

In this variant the Serving SAE GW keeps unchanged. We can see the following advantages of this variant.

1. The source eNodeB need not determine which solution shall be used when there is X2 interface between the source eNodeB and target eNodeB.

2. The eNodeB can send the path switch message to the Serving SAE GW directly. Otherwise the eNodeB need to know the address and tunnel information of the new Serving SAE GW via the MME. If there are several PDN SAE GWs, the Serving SAE GW need to update all PDN SAE GWs before it can send back the related tunnel information. So if the Serving SAE GW keep unchanged this update procedure and contact with the MME can be avoid. This can reduce the handover latency.
In this variant we can foreseen the following problems need to be resovled. 

1. There need to be a security mechanism to secure the GTP-U path from the serving SAE GW to all of the eNodeB in the PLMN.

Proposal
/**********************Change Start**********************/
5.5.2
Inter eNodeB handover with CN node relocation (variant 2)

When the source eNodeB detects there is X2 interface between the source eNodeB and target eNodeB it will perform the inter eNodeB handover via the X2. 

If there exist X2 between the source eNodeB and target eNodeB the serving SAE GW is supposed to keep unchanged during the handover. So the target eNodeB can notify the Serving SAE GW to switch the path directly after it detects the UE. 

The MME can be relocated. However whether it is performed during the following TAU procedure or the eNodeB will perform the MME relocation during the handover procedure is FFS.

The Serving SAE GW can be relocated when the UE enter into the LTE_IDLE state to make routing optimisation.

NOTE:
It is FFS how to secure the GTP-U path from the serving SAE GW to all of the eNodeB in one PLMN.

/**********************Change End**********************/
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