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This paper discusses IP connection establishment procedure over S2c for roaming. 
1. Introduction

S2c interface is introduced between the UE and the SAE Gw in S2#56b meeting. Figure 1 shows roaming architecture for non 3GPP accesses.  [image: image1.emf]Serving SAE
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Figure 1
S2c provides the user plane with related control and mobility support between the UE and the SAE Gateway. This reference point is implemented over trusted and/or untrusted non-3GPP Access and/or 3GPP access and it is based on Client Mobile IP co-located mode. This paper discusses the IP connection establishment procedure with MIPV6 over S2c for roaming. 
2. Discussion
The Mobile IPv6 protocol [RFC3775] requires the UE to have knowledge of its Home Address, the home agent address and the cryptographic materials for establishing an IPsec security association with the home agent prior to performing home registration. The mechanism via which the UE obtains these information is called Mobile IPv6 bootstrapping. Allocating a home address and a home agent for the UE dynamically would provide a further simplification in the configuration needs for the UE.
  Typically, allocating a home address and a home agent for the UE dynamically happens when a UE does not have all the information it needs to set up the Mobile IPv6 service.  This includes, but is not limited to, situations in which the UE does not have any information when it boots up for the first time, or does not retain any information during reboots.
Figure 2 shows the AAA infrastructure with a AAA client (VServing SAEGW), a 3GPP AAA proxy in the visited PLMN and a 3GPP AAA server in the home PLMN. The user's home network authorizes the UE for network access and also for mobility services.  The UE interacts with the DHCP Server via the Relay Agent after the network access authentication as part of the UE configuration procedure.
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Figure 2

the UE is able to acquire the home agent address via a DHCPv6 query，and as soon as the UE has discovered the Home Agent Address, it establishes an IPsec Security Association with the Home Agent itself through IKEv2.
When the UE runs IKEv2 with its Home Agent, it can request a HoA through the Configuration Payload in the IKE_AUTH. When the Home Agent processes the message, it allocates a HoA and sends it a CFG_REPLY message. The Home Agent could consult a DHCP server on the home link for the actual home address allocation.
Figure 3 shows information flow of IP connectivity establishment procedure over S2c for roaming. 
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Figure 3 Initial attach procedure with MIPv6 for roaming
1. L2 connection is established according to non 3GPP access system specification .；
2. Authentication and Authorization procedures are performed. If the HSS can identify which MME has UE context by the UE ID, then the HSS sends Update old UE Context message to the MME, afterwards, the UE is marked as not present , then the MME sends Update old UE context ACK message.
3. After the UE is authenticated and authorized successfully, the UE initiates DHCP procedure to get home agent address，DHCP Relay is collocated with the serving SAEGW. 
4. As soon as the UE has discovered the Home Agent Address, it establishes an IPsec Security Association with the Home Agent itself through IKEv2. When the UE runs IKEv2 with its Home Agent, it can request a HoA through the Configuration Payload in the IKE_AUTH exchange. When the Home Agent processes the Message, it allocates a HoA and sends it to the UE.
5. The UE sends binding update message to the HPDN SAEGW
6. The HPDN SAEGw processes the binding update and updates binding entry for the UE，the HPDN SAEGw sends binding update ack message to the UE 
8. The IP connectivity is now setup
3. Conclusion
In roaming home-routed case, the home agent is collocated with the HPDN SAE Gw. When the UE accesses to SAE over S2c with MIPV6, it can acquires the HPDN SAE GW IP address dynamically via DHCP query. As soon as the UE discovers the HPDN SAEGW IP address, it establishes an IPSEC Security Association with the HPDN SAE Gw through IKEV2, and when the UE runs IKEv2 with its HPDN SAE Gw, it can request a HoA dynamically through the Configuration Payload in the IKE_AUTH. When the HPDN SAE Gw processes the message, it allocates a HoA and sends it a CFG_REPLY message. The HPDNSAE GW could consult a DHCP server on the home link for the actual home address allocation.
It is proposed to adopt the above procedure into TS 23.402.
4. Proposal

******** Start of change ********
5.5.1.2 Initial attach on S2c
5.5.1.2.x Initial attach procedure with MIPv6 for roaming 
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Figure 5.5.1.2.x-1 Initial attach procedure with MIPv6 for roaming
1. L2 connection is established according to non 3GPP access system specification .；
2. Authentication and Authorization procedures are performed. If the HSS can identify which MME has UE context by the UE ID, then the HSS sends Update old UE Context message to the MME, afterwards, the UE is marked as not present , then the MME sends Update old UE context ACK message.
3. After the UE is authenticated and authorized successfully, the UE initiates DHCP procedure to get home agent address，DHCP Relay is collocated with the serving SAEGW. 
4. As soon as the UE has discovered the Home Agent Address, it establishes an IPsec Security Association with the Home Agent itself through IKEv2. When the UE runs IKEv2 with its Home Agent, it can request a HoA through the Configuration Payload in the IKE_AUTH exchange. When the Home Agent processes the Message, it allocates a HoA and sends it to the UE.
5. The UE sends binding update message to the HPDN SAEGW
6. The HPDN SAEGw processes the binding update and updates binding entry for the UE，the HPDN SAEGw sends binding update ack message to the UE 

8. The IP connectivity is now setup
******** End of change ********
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