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Abstract of the contribution: This contribution considers the initial attach procedure from Evolved RAN. Especially, it proposes the common initial attach procedure whatever protocol the S5 is based on. 

Discussion
We can consider the several attachment procedures for the initial network attachment in SAE according to reference [1].

· Attachment from ERAN
· Attachment from UTRAN/GERAN
· Attachment from Trusted Non-3GPP Access 

· Attachment from WLAN 3GPP IP Access
In this paper, we focus on the attachment from ERAN. It is up to operator policy whether S5 may be used in the case of initial attach, as agreed in the SA#34. Additionally, this attachment procedure can be dependent on S5 protocol, this is, it is can differs for the GTP based and IETF based.

Therefore we can consider the following cases for the attachment from ERAN.

· S5 is used in the case of initial attach and S5 is GTP based.

By TS 23.401, “The S5 is based on GTP protocol. IETF variant of S5 is described in 3GPP 

TS 23.402”
· S5 is used in the case of initial attach and S5 is IETF based (especially, PMIP)

By TS 23.402, “The SAE system shall support IETF based network-based mobility management 
mechanism (e.g., PMIP) over S5, and S8b reference points”
· S5 is not used in the case of initial attach
By TS 23.401, “Single SAE GW configuration option in TS 23.401” 
First, we can define the common attach functions as follows; 

· Authenticate UE

· Location update
· Allocate temporary identity or IP address
· Copy subscriber profile from HLR

· FFS

Especially, the following Editor’s note was described in TS 23.401 according to the decision of last SA WG2 meeting.

The principles of option B for MME separation (see annex H of 23.882) shall be used.
Therefore, the basic procedure of this paper is based on Alternative B of the Annex H.2 in TR 23.882. Additionally if the S5 is implemented by IETF protocol, the binding procedure between a PMA (Proxy Mobility Agent) and a HA is needed. A PMA can be co-located in Serving SAE GW and a HA can be co-located in PDN SAE GW. A PMIP HA needs some enhancements and the protocol operation comparing with CMIP HA.
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1. A UE discovers an ERAN and accesses an ERAN. 

2. A UE sends an attach request to a MME. 

3. The Access Authentication is performed for initial attach. The UE may get HoA and be the address of PMA (Proxy Mobility Agent) from HSS/AAA for PMIP. 

   FFS: The detail procedure on Authentication of Serving SAE GW
4. The MME registers itself to the HHS/AAA. 

5. The subscription profile of the UE is transferred from the HSS/AAA to the MME. The subscriber data transactions with HSS/AAA can be combined with location update messages in steps 4 and 6.
6. The HSS/AAA confirms the registration of the MME. 

7. The MME sends a Bearer Request to PDN SAE GW via Serving SAE GW. This message can be directly sent from the MME to PDN SAE GW.
8. The interaction with PCRF to get PCC information for the default IP access bearer is performed.

9. The bearer request response is returned from the PDN SAE GW to the MME.

10. The Radio Bearer is established.
11. The MME informs the completion of the radio bearer setup of the Serving SAE GW.

12. If the PMIP is used, the Serving SAE GW sends a PBU (Proxy Binding Update) to the PDN SAE GW. The source address of that message will be the address of PMA. 
13. The PDN SAE GW sets up a tunnel to the PMA. It also sets up a route to the UE’s home address over the tunnel and sends PBack (Proxy Binding Acknowledgment) to PMA. IP address allocation takes place (e.g. DHCP).
14. The Serving SAE GW informs the completion on the user plan update of MME.
15. The MME accepts the UE's network attachment. Also the determined user IP address is transferred if PMIP is not used. 
16. The UE acknowledges the success of the network attachment.

Reference
[1] S2-070231, Completion of SAE NW Attachment Procedures, Siemens
Proposal 
We propose to consider the common initial procedure of SAE in SA WG2 and insert the initial attach procedure in section 5.3 of TS 23.401. In addition, this initial attach procedure may be inserted in section 5.5.1 of TS 23.402, if needed.
Subsections in TS 23.401:

First Change 

5.3
Authentication, Security and Location Management

<This section describes the MM functionality and signalling flows for, eg attach, detach, identity check, paging, etc.>

5.3.x    Network Attach
This section considers the attachment from ERAN and there are several cases as follows;

· S5 is used in the case of initial attach and S5 is GTP based

· S5 is used in the case of initial attach and S5 is IETF based 
· S5 is not used in the case of initial attach 

NOTE:
It is up to operator policy whether S5 may be used in the cased of initial attach.

The common attach functions are as follows;

· Authenticate UE

· Location update

· Allocate temporary identity or IP address

· Copy subscriber profile from HLR

It is FFS whether the additional attach functions are needed to be considered.

NOTE:
The common initial attach procedure or the common part of several procedures has to be 
defined in this section, dependent on whether S5 may be used or whatever protocol the S5 is 
based on. 
NOTE:
The detail on the initial procedure using IETF protocol may be inserted in TS 23.402. 
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Figure 5.3.x-1. The Initial attach procedure from Evolved RAN.

1. A UE discovers an ERAN and accesses an ERAN. 

2. A UE sends an attach request to a MME. 

3. The Access Authentication is performed for initial attach. The UE may get HoA and be the address of PMA (Proxy Mobility Agent) from HSS/AAA for PMIP. 
   FFS: The detail procedure on Authentication of Serving SAE GW
4. The MME registers itself to the HHS/AAA. 
5. The subscription profile of the UE is transferred from the HSS/AAA to the MME. The subscriber data transactions with HSS/AAA can be combined with location update messages in steps 4 and 6.
6. The HSS/AAA confirms the registration of the MME. 

7. The MME sends a Bearer Request to PDN SAE GW via Serving SAE GW. This message can be directly sent from the MME to PDN SAE GW.

8. The interaction with PCRF to get PCC information for the default IP access bearer is performed.

9. The bearer request response is returned from the PDN SAE GW to the MME.

10. The Radio Bearer is established.

11. The MME informs the completion of the radio bearer setup of the Serving SAE GW.

12. If the PMIP is used, the Serving SAE GW sends a PBU (Proxy Binding Update) to the PDN SAE GW. The source address of that message will be the address of PMA. 

13. The PDN SAE GW sets up a tunnel to the PMA. It also sets up a route to the UE’s home address over the tunnel and sends PBack (Proxy Binding Acknowledgment) to PMA. IP address allocation takes place (e.g. DHCP).
14. The Serving SAE GW informs the completion on the user plan update of MME.

15. The MME accepts the UE's network attachment. Also the determined user IP address is transferred if PMIP is not used. 
16. The UE acknowledges the success of the network attachment.

Subsections in TS 23.402:

Second Change 

5.3
Network Discovery and Selection

<This section describes network selection (between operators & RAT types) and discovery when both 3gpp and non-3gpp accesses are available. This section may refer to other specifications>
5.3.x    The Initial Attach Procedure with Proxy MIP from Evolved RAN

NOTE:
The detail on the initial attach procedure using IETF protocol may be inserted in this section.
The common part is defined in Section 5.3.x of TS 23.401.

If the S5 is implemented by IETF protocol, especially PMIP, the binding procedure between a PMA (Proxy Mobility Agent) and a HA is needed. A PMA can be co-located in Serving SAE WG and a HA can be co-located in PDN SAE GW. A PMIP HA needs some enhancements and the protocol operation comparing with MIP HA.
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Figure 5.3.x-1. The Initial Attach Procedure with Proxy MIP from Evolved RAN.
1. A UE discovers an ERAN and accesses an ERAN. 

2. A UE sends an attach request to a MME. 

3. The Access Authentication is performed for initial attach. The UE may get HoA and be the address of PMA (Proxy Mobility Agent) from HSS/AAA for PMIP. 

   FFS: The detail procedure on Authentication of Serving SAE GW

4. The MME registers itself to the HHS/AAA. 

5. The subscription profile of the UE is transferred from the HSS/AAA to the MME. The subscriber data transactions with HSS/AAA can be combined with location update messages in steps 4 and 6.

6. The HSS/AAA confirms the registration of the MME. 

7. The MME sends a Bearer Request to PDN SAE GW via Serving SAE GW. This message can be directly sent from the MME to PDN SAE GW.

8. The interaction with PCRF to get PCC information for the default IP access bearer is performed.

9. The bearer request response is returned from the PDN SAE GW to the MME.

10. The Radio Bearer is established.

11. The MME informs the completion of the radio bearer setup of the Serving SAE GW.

12. If the PMIP is used, the Serving SAE GW sends a PBU (Proxy Binding Update) to the PDN SAE GW. The source address of that message will be the address of PMA. 

13. The PDN SAE GW sets up a tunnel to the PMA. It also sets up a route to the UE’s home address over the tunnel and sends PBack (Proxy Binding Acknowledgment) to PMA. IP address allocation takes place (e.g. DHCP).
14. The Serving SAE GW informs the completion on the user plan update of MME.

15. The MME accepts the UE's network attachment. Also the determined user IP address is transferred if PMIP is not used. 

16. The UE acknowledges the success of the network attachment.
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