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1
Introduction
SA2 has received an liaison statement on the topic of connecting corporate networks over an aggregated UNI interface from TISPAN WG2.

This contribution elaborates on the alternatives raised in the liaison, as well as offering a way forward.
2
Discussion

2.1
Scenario

The basic scenario under discussion is illustrated in figure 1 below.

Figure 1: Basic Scenario of connecting a corporate network to the IMS network[image: image1.emf]PBX
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The corporate network consists of a number of users that are managed by the corporate network itself.  The corporate network does not have to contact the operator in order to add, move or remove a corporate user as long as the user is within the identity space used by the corporate network.  In the example above, all of the corporate users have the numbers 123xxxx.  In addition to the dialing plan that is local to the corporate itself, the users can make and receive calls through the public network.  When connecting through the public network, the corporate users have a common number / name space.  
When a corporate user makes a call through the public network, the operator needs to ensure that the calling party identity is valid (i.e. an identity that is considered to have been assigned to the corporate network).  The operator may also wish to provide support the corporate network with the provision of services for the corporate network.  Such services may include services related to cost control, or routing to another PBX, but the services as such are outside the scope of this contribution.
2.2
Raised Issues
The LS raises the following issues with approaches that are transparent to the IMS core:
- AS having to assist in basic routing

- AS having to change P-Asserted-Identity and/or From header for originating calls, which is problematic

- AS having to change Request-URI and/or To header for terminating calls, which is problematic
While a more complete analysis has been performed within TISPAN WG2, and this contribution does not propose to repeat the analysis here, some elaboration of the issues is useful to elaborate further on the above statements.  This is done below.
Call Origination
With the call origination, without requiring that all the corporate users are individually registered (either explicitly or implicitly) which places a high technical and administrative burden on the networks and operators, the INVITE sent from the corporate network must contain the group number.  In addition to that, the users individual number also needs to be transported.  A SIP-AS needs to assert the individual number and place it in the P-Asserted-Id.  An example flow is shown below.
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PBX Call origination issues
As can be seen in Figure 2 above, the SIP-AS is performing the A-number assertion.  In addition as the A-number assertion is applied in the AS (which results in A number assertion in two places – the P-CSCF and the SIP-AS) after applying the A-number assertion and including the individual number in the P-asserted-id, the filter evaluation is started again and is against the asserted ID, not the group number.
Call Termination
For the terminating side, the call is arriving for a user that is not registered in the IMS network, hence some sort of wild carded PSI is used to get a call to a SIP-AS.
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As can be seen above, the routing is rather inefficient.  It request the first SIP-AS to assist in the routing by translating the individual number to a group number.
2.3
Possible Solution
One means to provide good support to corporate networks is to introduce a wildcarded IMPU concept into the IMS.  The wildcarded IMPU would represent the allowed identity space that the corporate network is allowed to use.  In the example above, the wildcarded IMPU would represent all individual numbers in the range of 1230000 – 1239999.
In order to align with the existing IMS principles, where the P-CSCF performs the originating identity validation, the wildcarded IMPU would have to be delivered to the P-CSCF.  One good means to do this would be to deliver the wildcarded IMPU to the P-CSCF as part of the implicit registration set.  The IMPU included in the initial REGISTRATION would be the group number/name of the corporate network.  In the above example, this could be 1230000@operator.com.
Call Origination
For call origination from a corporate network, when a corporate users makes a call, the corporate network (PBX) sends an INVITE to the P-CSCF.  The INVITE includes the P-Preferred-Identity header with the individual number of the corporate user.  Since this identity matches the wildcarded IMPU that was implicitly registered during the registration procedure, the P-CSCF includes the received identity in the P-Asserted-Identity header. 

When the INVITE is received by the S-CSCF, the P-asserted-identity matches the implicit registration set of the corporate network’s IMPU, the S-CSCF processes the SIP request against the user profile for the group number. 
Call Termination

When I-CSCF receives an INVITE request destined to a corporate network it will do normal location information request to the HSS, since the request is for an identity that is part of the implicit registration set, the I-CSCF will forward the request to the S-CSCF that was allocated to the group user profile. Here the normal terminating initial request handling is performed and after executing potential services, the request is forwarded to the P-CSCF.

The original dialed terminating group member identity is retained in the P-Called-Party-ID header.

Solution advantages

The idea of using a wildcarded IMPU introduces a clean support for corporate networks that aligns with the existing IMS principles.  It is worth noting the following:

- The calling party identity assertion is performed in the P-CSCF as is inline with the current IMS principles.

- The operator can perform calling party identity assertion without needing to know all of the individual users within the corporate network.

- Services can be performed against the profile of group number for all of the corporate network users without needing to have knowledge about all of the individual users.  This includes the terminating services.

- Routing is retained as a IMS core functionality.

3
Proposal
This contribution proposes to respond to TISPAN indicating that 3GPP proposes to work on a means to allow a wildcarded IMPU in order to support the efficient connection of corporate networks.  An accompanying contribution contains a proposed LS along these lines.
This contribution also proposes that the requirement for wildcarded IMPUs is captured in TS 23.228.   An accompanying contribution contains a CR to TS 23.228 along these lines.
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