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************ First Change *****************
4a
Architecture Requirements

The SMS-IP architecture shall allow for the following:

-
a registration and de-registration mechanism shall be supported where UEs are required to explicitly indicate their ability to use the IMS communication service SMS over IMS.
-
It shall be possible to inform the UE that the subscriber is allowed to use the IMS communication service SMS over IMS
-
provide for the transport of Short Message Service TP layer PDUs (TS 23.040 [2]) and associated RP layer information. 

-
Notification to be sent to the HSS that a previously unreachable UE is now reachable.

************ Next Change *****************

6.1
Registration procedure
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Figure 6.1: Registration procedure
1)
The UE establishes IP connection.

2)
At any time after the establishment of the IP connection, the UE registers at the S-CSCF according to the IMS registration procedures. The UE declares that it support and wants to use the IMS communication service (as defined in 3GPP TS 23.228 [9]) SMS over IMS. Note, that for simplicity not all messages between UE and S-CSCF and between S-CSCF and HSS are shown in detail. In addition, I-CSCF and P-CSCF are also not shown.

3)
S-CSCF checks the initial filter criteria retrieved from the HSS during the IMS registration procedure.

4)
After successful IMS registration and based on the retrieved initial filter criteria the S-CSCF informs the IP-SM-GW (AS) about the registration of the user.

5)
The IP-SM-GW (AS) returns OK to the S-CSCF.

6)
The IP-SM-GW (AS) sends IP-SM-GW Register Req to the HSS. The IP‑SM‑GW (AS) address may also be pre-configured in the HSS on a subscriber basis, so that the HSS is aware of the IP‑SM‑GW address in any case, and can forward the Send Routeing Info for SM request to the IP-SM-GW without waiting for the IP‑SM‑GW to register itself to the HSS after the third party registration.

NOTE 1:
The Send Routeing Info for SM request is not forwarded if it has been sent originally from the IP‑SM‑GW.

NOTE 2:
If the Send Routeing Info for SM request is forwarded on the STP level, the IP‑SM‑GW address does not need to be pre-configured in the HSS.

7)
The HSS stores the received information if necessary, uses it as an indication that the UE is available to be accessed via the IMS to trigger an alert message if the message waiting flag is set, and responses to the IP-SM-GW (AS) with IP‑SM‑GW Register Res.
NOTE 3:
In order to keep a consistent service experience, the IP‑SM‑GW address stored in the HSS via registration procedure shall be the same as the preconfigured IP‑SM‑GW address.

8)
After successful registration of the IP‑SM‑GW address at the HSS the HSS checks whether message waiting data are stored and alerts all SCs using procedures described in TS 23.040 [2] (see also clause 6.7).

6.2
De-registration procedure
6.2.1
UE initiated
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Figure 6.2: UE initiated de-registration procedure
1)
At any time after the registration procedure, the UE may initiate a de-registration procedure. The UE sends a De-Register request (Register request with Expires header having value 0) to the S-CSCF, or excludes the IMS communication service identifier for SMS over IMS in a normal IMS registration message..

NOTE:
The  I-CSCF and P-CSCF are not shown in this figure.

2)
S-CSCF responds to the UE with a 200 OK.

3)
S-CSCF checks the initial filter criteria retrieved from the HSS during the IMS registration procedure.

4)
Based on initial filter criteria the S-CSCF informs the IP-SM-GW (AS) about the de-registration of the user.

5)
The IP-SM-GW (AS) returns OK to the S-CSCF.

6)
The IP-SM-GW (AS) de-registers the UE at the HSS sending a De-register Req.

7)
The HSS de-registers the UE, i.e. removes the IP-SM-GW address, and responds to the IP-SM-GW (AS) with De-register Res.

NOTE:
Only the IP‑SM‑GW address stored in the HSS via registration procedure is removed, the pre-configured IP‑SM‑GW address in the HSS, if any, is not removed, as it is used for subsequent SM MT routeing.

6.2.2
Network initiated
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Figure 6.2a: Network initiated de-registration procedure

1)
After receiving a trigger (e.g. De-Register message from the S‑CSCF), the IP‑SM‑GW shall De-Register the IP‑SM‑GW of a subscriber from the HSS sending a De-Register Req.

2)
The HSS de-registers; i.e. removes the IP‑SM‑GW address, and responds to the IP‑SM‑GW (AS) with De‑register Res.

6.3
Successful SMS MO submit procedure
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Figure 6.3: Successful SMS MO submit procedure

1)
The UE registers to S-CSCF according the IMS registration procedure. Note that I-CSCF and P-CSCF are not shown in this figure.

2)
UE submits the SMS message (SMS-SUBMIT, SC Address) to the S-CSCF using an appropriate SIP method and includes the IMS communication service identifier for SMS over IMS.

3)
S-CSCF forwards the Message (SMS- SUBMIT, SC Address) to IP-SM-GW (AS) based on stored iFC.
NOTE:
Subscribers who have no subscription for SMS service will be provided with the relevant iFCs, to provide SMS filtering/blocking.

4)
IP-SM-GW (AS) acknowledges the SIP message.

5)
SIP message acknowledge is forwarded by S-CSCF to UE.

6)
The IP-SM-GW performs service authorization based on the stored subscriber data as described in the clause 6.1. The IP‑SM‑GW shall check whether the subscriber is authorised to use the short message service (e.g. Operator Determined Barring settings), similar to the authorization performed by MSC/SGSN in case the short message is delivered via CS or PS domain. In addition, the IP-SM-GW shall also check whether the user is authorised to use the encapsulated short message delivery via IMS. If the result of service authorization is negative, the IP-SM-GW shall not forward the message, and shall return the appropriate error information to the UE in a failure report. Otherwise, the IP-SM-GW (AS) extracts the SMS message (SMS- SUBMIT) and forwards it towards SC (SC Address) via the SMS-IWMSC using standard MAP signalling (as described in TS 23.040 [2]).
7)
The SMS-IWMSC forwards the SMS message (SMS- SUBMIT) to the SC (see TS 23.040 [2]).

8)
SC sends SUBMIT‑REPORT to SMS-IWMSC (see TS 23.040 [2]).

9)
SMS-IWMSC sends SUBMIT‑REPORT to IP-SM-GW (AS) (see TS 23.040 [2]).

10)
IP-SM-GW (AS) sends SUBMIT‑REPORT to S-CSCF, using an appropriate SIP method and includes the IMS communication service identifier for SMS over IMS.

11)
S-CSCF sends the SUBMIT‑REPORT to the UE.

12)
UE acknowledges the SUBMIT‑REPORT.

13)
Acknowledgement of the SUBMIT‑REPORT is forwarded by S-CSCF to IP-SM-GW (AS).

6.4
Successful SMS MT delivery procedure
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Figure 6.4: Successful SMS MT delivery procedure

1)
The UE registers to the S-CSCF according to the IMS registration procedure. Note, that I-CSCF and P-CSCF are not shown in this figure.

2)
The SC forwards the SMS message (SMS‑DELIVER) to the SMS-GMSC.

3)
The SMS‑GMSC interrogates the HSS to retrieve routeing information. Based on the pre-configured IP-SM-GW address for the user, the HSS forwards the request to the corresponding IP-SM-GW. The IP‑SM‑GW creates a correlation identifier as per TS 23.040 [2] which associates the SRI for SM with the subsequent Forward SM messages(s), and stores this along with the IMSI of the receiving subscriber. The IP-SM-GW returns the address of itself, along with the correlation identifier, as routeing information to SMS‑GMSC, or the address of the current MSC and/or SGSN. The HLR/HSS returns the addresses of the current MSC, SGSN to the IP‑SM‑GW for delivery of the SMS in CS/PS domain. The HLR/HSS also returns the IMSI, for the IP‑SM‑GW to correlate the receipt of SMS from the correlation identifier within the IMSI field of the Forward Short Message.
NOTE 1:
For the case the IP‑SM‑GW address is not pre-configured in the HSS, the Send Routeing Info for SM request will be forwarded on the STP level, the IP-SM-GW returns the address of itself as routeing information to SMS-GMSC upon receipt of the forwarded Send Routeing info for SM request.

NOTE 2
With the option that IP‑SM‑GW returns the addresses of the current MSC and/or SGSN, it is possible to avoid the overloading the IP‑SM‑GW with non IMS terminated SMs. In order to obtain the addresses of the current MSC and/or SGSN, the IP‑SM‑GW interrogates the HLR/HSS.

4)
SMS-GMSC delivers the short message (SMS‑DELIVER) to IP-SM-GW (AS) including the correlation identifier received from the IP‑SM‑GW, in the same manner that it delivers the short message to an MSC or SGSN. 
5)
The IP‑SM‑GW performs service authorization based on the stored subscriber data described in the clause 6.1. The IP‑SM‑GW shall check whether the subscriber is authorised to use the short message service (e.g. Operator Determined Barring settings), similar to the authorization performed by MSC/SGSN in case the short message is delivered via CS or PS domain. In addition, the IP‑SM‑GW shall also check whether the subscriber is authorised to use the encapsulated short message delivery via IMS. If the result of service authorization is negative, the IP‑SM‑GW shall not forward the message, and shall return the appropriate error information to the SC in a Failure Report. Otherwise, the IP-SM-GW performs domain selection function to determine the preferred domain for delivering the message according to operator policy and user preferences. The logic for selecting preferred route for message delivery is a matter of implementation.

6)
If the preferred domain is IMS, the IP-SM-GW (AS) uses the TEL-URI associated with the IMSI of the message received for the target UE to send the short message (SMS‑DELIVER, SC Address) using the appropriate SIP method towards the S-CSCF and includes the IMS communication service identifier for SMS over IMS.

7)
S-CSCF forwards the Message (SMS-DELIVER, SC Address) to the UE.

8)
The UE responds with a OK to the S-CSCF

NOTE 3:
This is not yet the deliver report.

9)
S-CSCF responds with a OK to IP-SM-GW (AS).
6.5
Delivery Report procedure
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Figure 6.5: Delivery report procedure

1)
The UE has received the short message as described in clause 6.4.

2)
The UE sends a SMS‑DELIVERY‑REPORT to the S-CSCF, including either a positive or a negative acknowledgement to the short message received in step 1. The UE includes the IMS communication service identifier for SMS over IMS in the SIP method.
3)
The S-CSCF forwards the SMS‑DELIVERY‑REPORT to the IP-SM-GW (AS). It shall be ensured that the SMS‑DELIVERY‑REPORT reaches the same IP-SM-GW that forwarded the short message in step 1.
4)
IP-SM-GW (AS) acknowledges, at the SIP level, the SMS‑DELIVERY‑REPORT to S-CSCF.

NOTE:
This is the acknowledgement to the Forward Short Message in the SMS MT deliver procedure.

5)
S-CSCF forwards the SIP acknowledgement to the SMS‑DELIVERY‑REPORT to the UE.
6)
The IP-SM-GW (AS) sends a SMS‑DELIVERY‑REPORT to the SMS-GMSC.

7)
The SMS-GMSC sends a SMS‑DELIVERY‑REPORT status to the HSS. This may trigger the SMS Alerting procedure or an update of the message waiting data in the HSS as described in TS 23.040 [2], if necessary.

************ Next change *****************

6.6
Short Message Alert procedure when memory capacity is available
If the HLR/HSS has recorded the MWD with a failure reason that the message failed to be sent by IP‑SM‑GW due to the memory capacity of the UE is exceeded, once the HLR/HSS receives a message from any of the domain indicating that the memory capacity of the UE is available again, e.g. form the IMS, PS or CS domain, the HLR/HSS initiates a short message alert procedure to request the SMSC to re-send the stored message. 

The following figure only shows an example where the HLR/HSS invokes the short message alert procedure when the memory capacity available message is received from IMS.
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Figure 6.6: Short message alert procedure when memory capacity is available
1)
If SMS MT delivery attempts (via IP-SM-GW) failed because the UE’s Memory Capacity Exceeded, the message to be transferred to IP Based UE is queued in the SC.

2)
UE sends a message to IP-SM-GW via S-CSCF indicating that the UE has memory available to receive one or more short messages. The UE includes the IMS communication service identifier for SMS over IMS in the SIP method.
3)
IP-SM-GW notifies the HLR/HSS of memory being available in the UE. 

4)
If the HLR/HSS receives the indication that the UE has memory available to receive one or more short messages, it transfer alert information along with the SC addresses and the MSIsdn‑Alert to SMS‑GMSC as described in TS 23.040 [2].

5)
The SMS‑GMSC sends SC Alert request messages to SM-SCs whose addresses were provided by the HLR/HSS in step 4).

************ End of changes *****************
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